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INSTALLATION

The Installation CD contains the software you need to run the complete system.
After inserting the CD, you should be able to see this window:

©NUUO

The Intelligent Surveillance Solution

Product Overview

Online Tech Support Site

Click Product Overview to visit NUUO official website www.nuuo.com for latest product information or visit
Online Tech Support Site for FAQs.
Click Install to start system installation immediately, or click Documents for extra user manual or other guides.

@ n U U o |» Product Overview | Online Tech Support Site O n U U o [» Product Overview |} Online Tech Support Site
. . Th tion

Server Application Installation

Install Documents Installation Guide

Client Application Installation User Manual

Failover Agent Installation

IVS Manval
Remole Deskiop Tool Quick Start Tips
DVR Driver Installafion Burn-in Test

Smart Phone Client Installafion
Metadata Manual

If you are installing the system on multiple PCs, install the a

The Infeligent Surveillance Solution

ppropriate software for each PC:

Install

- Server Application: All functions of NVR/DVR/Hybrid NDVR systems including Mainconsole, Playback,
Remote Live Viewer, Backup, and Verification Tool.

- Client Application: Remote functions of NVR/DVR/Hybrid NDVR systems including Playback, Remote Live
Viewer, Backup, and Verification Tool.

- Failover Agent: Failover is to guard Mainconsole when its fail, acting as a redundant system.
- Remote Desktop Tool: The tool to access Mainconsole and setup General Setting remotely.
- DVR Driver: The tool to detect the type of capture cards and install the proper driver automatically.

- Smart Phone Client: Client application for smart phone devices.


http://www.nuuo.com/
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Documents

- Click for more information including Installation guide, User Manual, IVS Manual, Quick Start Tips, Burn-in
Test and Metadata Manual.

The following section describes the installation of each element of the Intelligent Surveillance System.
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Server Application Installation

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly to start the installation.
@ n U U o |» Product Overview |p Online Tech Support Site

IHStall | | s ssupcresen

ienf Application insfallafion

Failover Agent Installation

Remote Deskiop Tool

DVR Driver Installafion

Smart Phone Client Installation

Step 2: Select Server Application Installation.

Step 3: There are 4 system types listed in the System Setup Tool window. Choose one and select Next.
- IP Surveillance System/Trial System
- MPEG-4 Hybrid System
- H.264 Hybrid System
- Full DTH.264 Hybrid System

Note: The Setup Tool will detect the type of capture cards installed on PC and enable the system opftions
automatically.

Step 4: Select Next to continue.

NUUO IP Surveillance System - Instal(Shield Wizard

Welcome to the InstallShield Wizard for NUUD
IP Surveillance System

The IrstallShisld Wizard will instal NUUO IP Surveilance
System on your computer. To continue, click Next

Caneal

Step 5: Check the option | accept the terms of the license agreement, select Next to confinue.

NUUO P Surveillance System - InstallShield Wizard
License Agreement
Please read the following license agreement carsfully. | 3
End User License Agreement ("ELLA") ~

Do not install or use the software until you have read and accepted all of the license
terms. Permizsion to use the software is condtionsl upon your agreeing to the license
terms. Installstion or use of the software by you will be deemed to be acceptance of
the licenss terms. Acceptance will kind you to the licenss terms in & legally enforcesble
cortract with MULC Inc.

* SOFTWARE LICENSE AND LIMITED WARRANTY
This i an agreement between you, the end user, and NUUO Inc. ("NULIC™). By using

this software, you agree to becoms bound by the terms of this agresment )

(@1 accept the teims of the license agreement

(O do nat accept the tems of the license agreement

< Back ” Hest » 1[ Cancel ]

Step 6: Enter the appropriate information, select Next to continue.
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HUUO [P Surveillance System - InstallShield Wizard

Customer Information

Plaase enter your information

Flease enter your name and the name of the company for which you wark.

User Name:

User

LCompany Name:

Company

InstallShield

< Back H Hext > ][ Cancel

Step 7: Choose Complete or Custom setup type.

[COMPLETE SETUP TYPE

HUUD IP Surveillance System - InstallShield Wizard
Setup Type

Select the setup typs to install

Flease select a setup type.
@iompiste

@ All program features will be installed. [Requires the most disk space.)

() Cugtom

i

Select which program features you want installed. R ecommended for
advanced users.

IstallShizld

¢ Back ” Mext > 1[ Canesl

Installs all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [COMPLETE SETUP
requires the most disk space.]

ICUSTOM SETUP TYPE

Allows you to install the system to a preferred directory and select whichever program feature(s) to

install. [Recommended for advanced users]
Check Custom, and then select Next.
Select Change if you wish fo modify the installation directory.
Select the feature(s) for setup to install, select Next.

HUUG IP Surveillance System - InstallShield Wizard

NUDO IP Surveillance System - InstallShield

Choose Destination Location
Select folder where setup wil install files.

Select Features
Select the features satup wil install

C:\Program Files\WUUOSSCEB_IP

IrstalShield

Install HUUO IP Surweilance System to:

Wizard

Select the features you want to install, and deselect the: features pou do not want to install
yor Description
] Flayback. The main control conscle of
Lwe\flew the NUUA IP Surveilance
System.

[/ Backup
W Verification

262,45 MB of space required on the C drive

902628 MB of space available on the C drive:

<Back || Wewtr ] [ Cacel <Back || Newt> | [ Cancel

-10 -
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Step 8: Select Install to start the installation.
PNUUO IP Surveillance System - InstallShield Wizard ﬂ

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

IF wou want to review or change any of your installation settings. click Back. Click Cancel to exit
the wizard,

InstalShisld

[ < Back I Instal [ Cancel ]

Step 9: Check Enable Update Notification Function to allow us to notify you automatically when there are
soffware updates (Recommended). This will help keep your system up to date. The updater will also
collect info from your system that will be used for future system improvements.

Upgrade Notification A greement - InstallShield Wizard

Update Notification
Please read the following agreement carefully.

|2

NUUO Upgrade Notification Function Agreement

This is an agreement between you, the end user, and NUUO Inc. =
("“NUUO"). By using this function, you agree to become bound by the
terms of this agreement. If you don't agree to the terms of agreement,

lease uncheck the "Enable Upgrade Notification Function”.

‘What info is collected?
When NUUO Upgrade Notification is enabled, it will collect info related to
the upgrade process, including hardware specifications of your computer,

|

Enable Upgrade Notification Function

Step 10: Select Finish, installation complete.

HUUO IP Trial System - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield Wizard has successfiully installed NUUO 1P
Trial System. Click Finish to exit the wizard.

< Back Cancel

-11 -
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Client Application Installation

Step 1: Insert the Installation CD, run autorun.exe from the CD-ROM to start the installation.

@ n U U o |» Product Overview  |p Online Tech Support Site

Server Application Installation

Install

Client Application Installation

Re DO«

Appication

Failover Agent Installation

Remote Desktop Tool

DVR Driver Installafion

Smart Phone Client Installation

Step 2: Select Client Application Installation.

Step 3: Select Next to continue.

Welcome to the InstallShield Wizard for HUUD
Surveillance Client

The InstallShield Wizard will install NUUO Surveilance
Client on your computer. To continue, cick Next

Step 4: Check | accept the terms of the license agreement; select Next to continue.

License Agreement
Pleaze read the following license agreement carefully. I 3

[Encl User License Agresment ("ELLA") B

Do not install or use the software until you have read and accepted all of the license
lterms. Permission to use the software is condtional upon your agresing to the license
terms. Installation o uze of the software by you will be deemed to be acceptance of
lthe license terms. Acceptance wil bind you ta the license terms in & legally enforceable
jeontract with NUUO Inc

I* SOFTWWARE LICENSE AND LIMITED WARRANTY
IThis iz an agreement between you, the end user, and KOO Inc., ("MULOY. By using
lthis suftware, you agree to hecome bound by the terms of this agreement. =

£ | aceept the kerms of the license agreement Print

| do not accept the terms of the license agreement:

I FrstellEHied]

< Back Heis | | Cance |

Step 5: Enter your information and select Next to confinue.

Customer Information
Please enter your infarmation I 2

Please enter your name and the name of the company far which you wark,

LUser Mame:

Juser

Company Name:

[rstalhield]

< Back I il I Cancel
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Setup Type

Select the setup type to install

Flease select a setup type.

@ All program features will be installed. (Requires the most disk space.)
© Cugtom

Select which program features you want installed. Recommended for
advanced users.

g lEdii=ls)

< Back Next > I Cancel

ICOMPLETE SETUP TYPE|

Installs all program features into the default directory
Check Complete, and then select Next.

All program features will be installed. [COMPLETE
SETUP requires the most disk space.]

ICUSTOM SETUP TYPE

Installs the system to a preferred directory and allows you to select whichever program feature(s)
install. [Recommended for advanced users]

Check Custom option and then click Next

NVR/DVR/Hybrid NDVR System
Step 6: Select Complete or Custom sefup type ond selec’r Next fo continue.

e Clint - Installs

Select Change to modify the installation directory where setup will install, select Next
Select ’rhe features setup will install, select Next after confirmation.

hield Wizand

Choose Destination Location

Select folder where etup will install files.

HUUO Surveillance Client - InstallShield Wizard

Select Features

Select the features setup will install,

Install NULIO Surveillance Client to:
C:4Program Files\NULIDYS wiveilance_Client

'y

Select the features you want ta install, and desslect the features you do not want to install

. Deseiption

. Lwe\v’\aw Watch the recorded video,
@ Backup view and/or search for

i Viication

unusual events and recorded
system information

151.73 MB of space required on the C dive
IrstalGhield

9028.18 ME of space available on the C dive

<Back [ Newts ||

Cancel

< Back ” Mext » I[ Cancel ]

Step 7: Select Install o begin the installation

Ready to Install the Program

The wizard iz ready to begin installation,

Click Install to begin the installation

IF pou want to review or change any of pour installation settings, click Back. Click Cancel ta exit
the wizard.

IFrstallShie!d

<Back [P -

Step 8: Select Finish when install is complete

-13-
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Failover Agent Installation

Step 1: Insert the Installation CD. Run Autorun Tool from the CD-ROM directly to start the installation.

@ n U U o |p Product Overview  |p Online Tech Support Site

Server Application Installation
Install .

1 Client Application Installation

Failover Agent Installation
Mainconsole when i1 a8, oct

Fal d

ofe Desklop Tool
DVR Driver Installation

Smart Phone Client Installation

| vovocom e oligent suvolanco Souon |
Step 2: Select “Failover Agent Installation” then Click it.

Step 3: In the Install Shield Wizard dialog box, select language and click Next to continuous.

Step 4: There are 2 Installation Mode of opftions in “Initiation Mode” window, select one and click Next to start

the install shield of Server package.
Initiation Mode - InstallShield Wizard

Initiation Mode

Select Installation Mode

Step 5: In the InstallShield Wizard dialog box, click Next to continuous.

NUUO IP Surveillance System - InstalShield Wizard

Welcome to the InstallShield Wizard for NUUD
IP Surveillance System

The InstaliShield Wizard will install NUUO IP Survellance
System on your computer. To continue, click Next.

- 14 -
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Step 6: Check the option “I accepft the terms of the license agreement”. Click Next to continuous.

Step 7: Please enter your name a

NUUO IP Surveillance System - InstallShield Wizard

License Agreement

Please read the following license agreement carefully.

&

End User License Agreement ("ELILA™)

contract with NUJO Inc

* SOFTWARE LICENSE AND LIMITED WARRANTY

@1 zecept the teims of the Iicense aqreement
(| do not accept the terms of the license agreement

InstallShield

Do not install of uge the software until you have read and accepted sl of the license B
terms. Permizsion to use the software is conditionsl upon your agreeing to the icense
terms. Installstion or use of the software by you will be deemed to be scceptance of

the license terms. Acceptance will bind you to the license terms in a legally enforceable

This is an agreement betveen you, the end user, and NUUQ Inc. ("NULIO™). By using
this software, you agree to become bound by the terms of this agreement.

-~

ha

[ <Back |

how> ) (G ]

NHUUO IP Surveillance System - InstallShield Wizard

nd the company name for which you work. Click Next to continuous.

Customer Information
Please enter your information.

User Name:

uud

Compary Mame:

LT

Pleaze enter pour name and the name of the company for which you work,

x|

[ <Back || Mew>

|[ Caniel ]

Step 8: Select “Complete Setup Type" or “Custom Setup Type" to install the System.

Setup Type
Select the zetup type ta ingtall.

Flease select a setup type.

() Cugtom

2

advanced users.

NOUO Full HD H.264 Hybrid System - InstallShield Wizard

@ All pragram features will be installed. [Requires the most disk space.]

Select which program features you want installed. Recommended for

¢ Back "

Mexst »

] [ Cancel

[COMPLETE SETUP TYPEH

Install all program features into the default directory.
Check the option “Complete”, and then click “Next”. All program features will be installed.

[Require the most disk space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Or select whichever program feature(s) to install. This is
recommended for advanced users.

Check the option “Custom”, and then click “Next".

Select appointed folder where setup will install files to. Click “*Change” to modify the installation

directory.
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Choose Destination Location
Select folder where setup vall instal files.

Install NUUO IP Survellance System to:

C:\Program Files\NUUD\Failover Agent

IrstallGhield

| < Back l Nm> I Cancel

- Select the features

ck "Next" after confirmoon.

stallShield X

Select Features
Select the features setup vall install

Select the features you want to install, and deselect the features you do not want to install.
- Descrip

The main control console of
the NUUO Surveillance
System.

105.27 MB of space required on the C drive

2524,80 MB of space avadable on the C drive

InstallGhield
< Back. ext > | Cancel

Step 9: Click install to start the in

Ready to Install the Program
The wizard is ready to begin installation.
Click Install to begin the installation.
If you want to review of change any of your installation settings, click Back. Click Cancel to exit
the wizard.
Ir fallGhy Id
< Back all Cancel
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Step 10: Click Finish affer installing the system completely.
NUUO IP Surveillance System - InstaliShield Wizard

InstallShield Wizard Complete

The InstaliShield Wizard has successfully installed NUUO IP
Surveillance System. Before you can use the program, you
must restart your computer.

©es, | want to restart my computer now:
O No, | will restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

Step 11: Execute the Failover Agent
fa NUUQ Failover Agent 3 | [E] NUUO Failover Agent

2 Uninstall NUTO System

Step 12: Enter the password you like into the edit box and enter again at the edit of Password Confirm. And
then press "OK". Now enjoy our Failover Agent service.
[£] Password Setting

% Please enter password for administrator

Paseword: |

Passward Confirm: I

[/ 0K ][X Cancel]

Note: When use Windows 8, please disable Metro function first before start Mainconsole. For further steps,
please refer to: http://www.youtube.com/watchev=xERxpbwBt0U

Note: When use Windows Server 2012, please enable desktop experience first before start Mainconsole. For
further steps, please refer to:
http://social.technet.microsoft.com/wiki/contents/articles/10531.windows-server-8-beta-ho

w-to-enable-desktop-experience-feature-en-us.aspx

The Desktop Experience feature in Windows Server 8 Beta belongs to User Interfaces and Infrastructure
feature. In order to install Desktop Experience feature, do the following steps:

Open Server Manager > Manage > Add Roles and Features.
Server Manager

Manage Toals View

Add Roles and Features

ER Remove Reles and Features |
Add Servers
Create Server Group |
nfigure this local server Server Manager Properties

Before you begin to install a feature, you can read information in the Before you begin page. This page is
very useful for anyone who has started learning Windows Server 8. Select Skip this page by default in order to
remove this page for the next times you add roles or features.
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NVR/DVR/Hybrid NDVR System
In the Select installation type page, you have two opfions:

1. Role-based or feature-based installation: this option that similar to the one available in the Windows
Server 2008 is used when you want to add roles, features in single server.

2. Remote Desktop Services scenario-based installation this option allows you to install, General Setting and
manage RS session Host servers from a central location.

In the Select destination server page, select the server pool under SERVER POOL. With flexible server platform,
now you can select a virtual hard disk as a destination server when deployed roles or features.

Skip the Select server roles page. In the Select features page, you can select User Interfaces and
infrastructure feature. You will be prompted to install the required components or services “Ink and
Handwriting Services” and “Media Foundation”. Click Add Features.

[ TFTP Client
4 [3 User Interfaces and Infrastructure {Installed)
[¥ Graphical Management Tools and Infrastructure (Installed)

GllDeskiop Experience

[¥ Server Graphical Shell (Installed)

|E Windows Biometric Framewark

In the Confirm installation selections page, select Restart the destination server automatically if required. You
must restart computer after installing completely.

You have another way to add feature by using Powershell: Add-WindowsFeature Deskitop-Experience.
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Remote Desktop Tool

Remote Desktop Tool allow user remote to access Mainconsole System and setup General Setting.

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly to start the installation.

Q n U U o |p Product Overview  |p Online Tech Support Site

Server Application Installation
Install PP

Client Applicafion Installation

Failover Agent Installation

Smart Phone Client Installation

Step 2: Select Remote Deskiop Tool.

Step 3: Select Next in the Install Shield Wizard dialog box.

Welcome to the InstallShield Wizard for NUUD
Remote Desktop Viewer

The InstallShield Wizard wil install NULD Remote Desktop
Wiewer on your computer. To continue, click Newt

cpece [CNeds ] cancel |

Step 4: Check the option | accept the terms of the license agreement. Select Next.
(x|

License Agreement

Please read the following license agreement carefully,

End User License Agreement ("EULA") ﬂ

Do ot install or wse the software until you have read and accepted all of the license
terms. Permission to use the software is condtional upon your agresing to the lisense
terms. Installation or use of the software by you will be deemed to be acceptance of
the license terms. Acceptance wil bind you to the license terms in & legally enforceskle
lcontract with NULGO Inc.

* SOFTWARE LICEMSE AND LIMITED WARRANTY

This is an agresmert between you, the end user, and NUUO Inc. ('NULIO™). By using
this software, you agree to become bound by the terms of this agreemert =

& U geceptthe tems of the lcence agreement Bint

| do not accept the tems of the license agreement

[FrstallEtield

<Back New> | Cancel |

Step 5: Enter your information, select Next.

Remote Desktop Viewer - InstallShield Wizard

Customer Information
Please enter your information

Please enter your name and the name of the company for which you work.

User Name:

nuuo

LCompany Name:

[ <Back ] [ _concel ]
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Step 6: Select Complete or Custom sefup type.

Remote Desktop Viewer - InstallShield Wizard

Setup Type \ N ‘
Select the setup type to install.

Please select a setup type.

o]
@ All program features will be installed. (Requires the most disk space.)

O Cugtom

Select which program features you want installed. Recommended for
advanced users.

[ <Back J_ New> ] [ cancel |

ICOMPLETE SETUP TYPE

Install all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [Requires the most
disk space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Select program feature(s) to install.  [Recommended for
advanced users]

Check the option Custom, select Next.

Select Change to select folder setup will install files.

Select the features setup will install.

Remote Desktop Viewer - InstallShield Wizard

Remote Desktop Viewer - InstallShield Wizard

Choose Destination Location Select Features
Select folder where setup will install fles. Select the features setup ill instal
¥ Install Remote Desktop Viewer to: Select the features you viant to instal, and deselect the features you do not want to install.
C:\Program Files\non_branded\RmiD skViewer h »

I v et Do Ve Desciton
3.81 MB of space required on the C dive
3368.65 MB of space available on the C dive

[ <Bsk F News J [ cancel | [ <Back | New> ] [ cancel |

Step 7: Select Install to start the installation.

Remote Desktop Viewer - InstallShield Wizard

Ready to Install the Program ‘
The wizsid i ready to begin instalation |

Click Install to begin the installation.

I you want to review or change any of your instaliation seftings, click Back. Click Cancel to exit
the wizard.

<Back Install | Cancel

Step 8: Select Finish after installing the system completely.
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DVR Driver Installation

Driver Install Tool help user to auto detect type of capture card and install corresponding drivers.

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly to start the installation.

@ n U U o |» Product Overview |p Online Tech Support Site

Server Application Installation
Install i
Client Application Installation

Failover Agent Installafion

Remote Deskiop Tool

0 I you e building

Step 2: Select DVR Driver Installation.

Step 3:In the Driver Setup dialog box, select Next.
$ NUUODriver Setup =]

Welcome to the NUUODriver Setup
Wizard

This wizard will guide you through the installation of
NUUODriver

Itis recommended that you close all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer.

Click Next to continue.

Step 4: Check | Agree to confinue.

License Agreement .
Please review the cense terms before nstaling NUUODriver. (P

Press Page Down to see the rest of the agreement.

End User License Agreement (EULA") A

Do not install or use the software until you have read and accepted all of the license
lerms. Permission to use the software is conditional upon your agreeing to the license
terms. Installation or use of the software by you will be deemed to be acceptance of the
license terms. Acceptance will bind you to the license terms in a legally enforceable
contract with company .

* SOFTWARE LICENSE AND LIMITED WARRANTY
This is an agreement between you, the end user, and company. By using this software, .

If you accept the terms of the agreement, click I Agree to continue, You must accept the
agreement to install NUUODriver.

[ < Back. ] 1 Agree l Cancel ]

Step 5: Installing  driver. SR veros i
Installing
Pl:ese wak s OO i being installed. W

Search and remove elder driver

(NERRRNER ]

| Show detais _
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.

Completing the NUUQODriver Setup
Wizard

‘Your computer must be restarted in order to complete the
installation of NUUODriver. Do you want to reboot now?

(1 want ta manually reboot later

NVR/DVR/Hybrid NDVR System
Step 6: Click Finish after installing the system completely, and then choose to reboot now or later.
 NUUODriver Setup
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Smart Phone Client Installation
Step 1: Connect Smart Phone device to the PC.

Step 2: Insert the installation CD, click Smart Phone Client Installation fo automatically install the client
application in device.

Nofte: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannot find ActiveSync.

Please reinstall ActiveSync and then run this installation again.”

O n U U o |» Product Overview [P Online Tech Support Site

Server Application Installation
Install PP
Client Application Installation
Failover Agent Installation

Remote Desklop Tool

DVR Driver Installation

Smart Phone Client Installation
Phoase make suro your smar phone device s cor

PC before instaling the

Step 3: Check the client application is installed completely in smart phone device.

Installation E
successfully installed on your
device.

If you need more storage space,
you can remove installed

programs.
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Quick Start

Execute Mainconsole
Step 1: Go to Start > All Programs > IP Surveillance System > Mainconsole to execute Mainconsole

Step 2: Enter your own password info the edit box and then Click OK.

NUUO IP Surveillance System

NUUO ActivateTool
NUUO Backup System i3

& NUUO DBTools g,mu‘ UUQ 8urveil;2:1?:tlen§)lllilgtie¢;‘r:
NUUO Main Console &

E NUUO Playback System — Please enter user name and password

NUUO Remote Live Viewer Usechvame: -
[d] NUUO Verification Tool Passworc: r—
£ Uninstall NUUO System v o

User Manual

Warning: Please do not execute Mainconsole using the Windows compatibility mode. For supported OS,
please refer to the Spec, which can be downloaded from www.nuuo.com/DownloadMainpage.php

Activate IP Camera License(s)

Step 1: Open License Manager Tool in General Setting menu.

Step 2: Select Activate tab, check the PC in Online network environment.
Step 3: Insert the SN, SN file or dongle to activate license.

Step 4: After software license is activated successfully, please restart Mainconsole.
Note: Please refer to Utilities>>License Management Tool for advanced seftings.

|Z| License Management Tool

Activate | Transfer |

I
i Setting | sn | Cchanne!l | Product | status [

£ User sccount Setting

B4 License Manager

SavefLoad Configuration 4 S fe p2

Ste p ‘| Counting Application
@& POS Application Activate type
B Log Viewer & Online activation:
8 Backup & Input SM:
Network Service é € Import SN file: -
About MainConsole... Step 3

¢ Offline activation:

Step 1 : Export server information file
& Manual key-in 5N on Offline Taol

€ Activate from dongle

Step 2 Use "Offine Tool" to activate license and get offline license
Tile.

Step 3 : Import offline license file: "}
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Install IP camera(s)

Step 1: Setup the IP camera(s) by referring to the user manual provided by the IP camera manufacturer.

Step 2: Make sure you can access this camera through IE browser.

Step 3: Add the IP camera(s) to the system by following the steps below. Step 3 \
Add IP camera(s) System Setting
User Account Seffing =2 License Manager
Auto Backup Setting Save/Load Configuration 4
Step 1: Execute Mainconsole. Counting Report Setting

Video Analytics 4
& Metadata Application
@ Metadata Search
B Log Viewer
B Backup

Step 2: Type in user name and password and log in fo
the system.

Step 3: In Mainconsole, go to General Setting and
select Setting>System Setting to obtain the

Setting panel. Help
About Main Console...

(L]
L(@|n:_|é._|_A|A‘,

Metwork Service

Step 4: Go to Camera tab.

'Sm:l!!c;-m E
. Devics Found [ Stopsean
Note: If the IP camera supports UPnP, follow step 5. Otherwise, follow step g Vendor —iodsl AT =
o vy
8 . f:::g:: :C;ADGP 004_0-25-00 -‘Dﬂ-li}
i o orhameiee
AXIS 207 00-40-8C-72-47-85
Step 5: Click Search to detect IP cameras under this local area network e il mimeou
Levelone WCS-2030 00-11-68-80-32-28
(LAN). 191 Lene RSNl
Note: The Search function is available only when the IP cameras support o T
UPnP. e
Password ’—
Step é: Select one of the IP cameras that are available and enter the oK ] [X concl |

username and password. Step 4

Step 7: Click OK to add the camera.

General Camera | U0 Devica | PTZ Config | Hotina | Addrass Book | Moritor Display | Joystick |

Step 8: Click Insert to insert the IP cameras. PEICRERERRA0 Thrs — g )

Step 9: Enter the IP address or domain name (check the
DNS option), Port, Username, and Password.

Camera Sefiings Show Wideo Infos

Step 10: Select Auto Detect.

Demo Comera i ™ Date 2013008115 =]
[ cemerasemngs | [~ Time [wrateo0 -]

Stream Frofle g ¢ Camera Number

Step 11: Select OK to add the camera. Step 5 R @ Cameatams
Step 8 © mnme e

Step 12: Select OK to exit.

v Ok X Cancel |
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IP Camera / Video Server Setting [=5=)
Network
Name: |
IP Address: . : . I~ DNS '
S'rep 9 Port 80
User Name
Password:
Protocol: ¢ TCP  UDP & HTTP
Sfep ]0 Device
Vendor: 1‘7 %[ Auto Detect I
Camera Model = =2
Step 1 1 Video Channel W1 [ Il
r r = r
Description
[[~~Video Codec
Audre-Cpdec
Camera1, D4, D03
Add I/O box

Mainconsole supports USB (SCB-C08), Ethernet (SCB-C31A) box converter and all-in-one SCB-A08 IO box.

For USB (SCB-CO08) I/O box converter:

Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in

to the system.

Step 3: In Mainconsole, go to General Setting and
select Setting>System Setting to obtain the

Sefting panel.

Step 4: Go to I/O Device tab.

Step 5: Type in module in Module and select
device for USB (SCB-CO08) I/O converter device:

SCB-C24, SCB-C26 or SCB-C28.

Step 6: Select COM port and ID.

Note: COM port and ID information need to use SCB-C08 config tool. Please close Mainconsole first

when setup I/O box converter.

Step 7: Select OK to go back to Mainconsole.

For Ethernet (SCB-C31A) I/O box converter:

Step 1: Execute Mainconsole.

General I Camera VO Device 1 PTZ Config } Hotline } Address Eook] Monitor Dlsp\ayl Joysn:k]

110 Device Setting

Digital input/output pins of selected 'O m

[
@ MName Inpu

Madule Device = ine O
- Fish eye IP Camera ‘J ||

8 r — n
g ;\?:D;m 1/0 Device Setting - )
@ parka

‘g@r1z Module name: c24]

'@ sunel )

- i§ 1vs_shopping Mal Device SCB-C24 -

'@ Arecont

recon Port. com10 -

Module name: —_—

Device IP Came 1D: Addr01 hd

IP Address. 192.168.

Port: 80
Digital Input Monitor 3

o o

0

0

Step 2: Type in user name and password and log in to

the system.

Step 3: In Mainconsole, go to General Setting and
select Setting>System Setting to obtain the

Setting panel.

- 26

1/0 Device Setting

General] Camera 1O Device IF’TZ Cunﬁgl Hotline } Address Buukl MumlurD\splaﬂ Juysllck}

Digital input/output pins of selected /O n

0

0

4
. Name: Inpr
Module Device = Type: M
‘Eﬂsh eye IP Camera ‘J L —
A r N
i g ks:_h;uu . 1/0 Device Setting R |
E Parkl

I lrd Module name: C24

E Sunell .

- § Ivs_shopping Mall Device C31A*C24 -

'@ Arecont

IP address:

Module name: =

Device: IP Camej T 4001

IP Address: 192.168. ID: Addr01 <

Port: 80

:
Digital Input Monitor .
(<] o
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Step 4: Go to I/O Device tab.

Step 5: Type in module in Module and select device for Ethernet (SCB-C31A) I/O converter device:

C31A+C24, C31A+C26 or C31A+C28.
Step 6: Type in C31A IP address

Step 7: Select IP port and ID.

NVR/DVR/Hybrid NDVR System

Note: Port and ID information need to use SCB-C31A config tool. Please close Mainconsole first when

setup I/O box converter.

Step 8: Select OK to go back to Mainconsole.

For all-in-one SCB-A08 10 box:
Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in
to the system.

Step 3: In Mainconsole, go to General Setting and
select Setting>System Setting to obtain the
Sefting panel.

Step 4: Go to I/O Device tab.

Step 5: Type in module in Module and select device
SCB-AQ8.

Step 6: Type in SCB-AO08 IP address.
Step 7: Select IP port and ID.

Note: Port and ID information need to use
SCB-A08 config tool. Please close Mainconsole first

when setup I/O box converter.

Step 8: Select OK to go back to Mainconsole.

Set Schedule
Step 1: Execute Mainconsole.

Step 2: Type in user name and password.

Step 4: The default schedule is “always record' when a camera is newly

inserted.

Step 5: Choose a camera and then select General Setting or just double

General | Camera 1O Device | PTZ Config | Hotline | Address BUUK' MUnlturDlspIay' JUySIICkl

/0 Device Setting Digital input/output pins of selected /O n
3 :: = ..
4 = . MName: Inpt
Module \ Device | = Tope lm
@ Fish eye IP Camera \ J
1 r N
' % ;\?‘S’bgmf 1/0 Device Setting — ==
i Parkl
‘@r1z Module name: ADS
i Sunell .
' § Ivs_shopping Mall Device SCB-ADB -
'@ Arecont
IP address:
Module name: =
Device: IP Camef| Fet 4001
IP Address: 192.168. 1D Addr01 <
Port: 80
i Digital Input Monitor -
[] 0

Click the schedule bar to modify the recording mode.

Step 6: Select OK to use the recording schedule.

Step 7: Select OK to go back to Mainconsole.
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Set Smart Guard

Step 1:
Step 2:
Step 3:
Step 4:

Step 5:

Step 6:

Step 7:

Execute Mainconsole.

Type in user name and password and log in the system.
Click Smart Guard Configuration.

Select a camera and then Click Insert Event.

Take “General Motion” for example, select General Motion as the
event type and then Click OK.

In Alarm Event General Setting panel, define your own detection
zone, sensitivity and inferval.  After that, Click OK o save the
General Setting.

Click OK to go back to Mainconsole.
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Dual Playback —
Option

The Intelligent Surveillance Solution

Start Recording & Smart Guard

Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in the system.
Step 3: Click Start.

Step 4: Click Start Recoding Schedule and Start Smart Guard System
to enable the two functions.

Playback

Step 1: Execute Mainconsole.

Step 2: Type in user name and password and log in the system.
Step 3: Click Playback.

Step 4: In Playback, Click Date Time Search Dialog.

NVR/DVR/Hybrid NDVR System

Step 3

Start Monitor Al
Start Recording Schadule
Start Smart Guard System
Start Counting JApplication
Start Adv Intellgent Video Surveilance

Enable Secondiry Display

Open Bvent Report
Open E-Map
Open Resource Repart
Open Stream Usage Panel
Open I/O Contjol Panel

Lock Systemn
[1p | e
Leome]afar)
Step 4

Execute Playback System
(o | mys"aia)

Step 3

Step 5: Select a specific day from the calendar, left Click mouse and drag to select a video clip to replay;
user can also select multiple channels to replay at the same time.

Step 6: The recorded files are now ready to view.

@ - 2@ ) 13| Q © =eencolorDispiay setings

+H 2013 . Color Event Type
=] General Motlon
————— General Mofion(De
Forelgn Oblect

<[220 12345
67 8 0wz
=13 14[15 16 17 18 19
<20 21222324 25 26
“l27w293031 1 2
34587809

Signal Lost
[¥ snow Recording Schedule

™ Show Event Log

| |set ste time perioa:

WS 05645 1 End time:
5 3

z

WIS 010513 =

Step 4

Step 5 —

W 2iways Record B Record on Event
WRecord onMeotion [l Boasting Record

ras | | X cancel

*Support dual playback: If the camera has dual recording. You can click the numeric button near the
camera name to switch the 2 recording schedule (thick line) and available recordings (thin line).
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This is the main operating system - to activate schedule recording, setup smart guard and
General Setting system setting.



Shut down the Surveillance System or log out current user.

Minimize the Mainconsole window.

Allocate the sub-screen display by clicking on the desired layout icon.  To switch to single camera display,
double Click a particular sub-screen. Double Click the screen again to regain previous screen division layout.

Divide into Divide into | Divide into Divide into
1 screen(s) 4 screen(s) 6 screen(s) 9 screen(s)
| ||Divide into Divide into Divide into m Divide into
__1|10 screen(s) 13 screen(s) 16 screen(s) N screen(s)
Divide into Divide into X Switch to IR || Rotate all
13 screen(s) 17 screen(s) Full screen W|| screens

Only available under wide screen resolution(1440x200, 1680x1050, 1920x1080, 1920x1200):
Divide into Divide into
9 screen(s) 12 screen(s)

Indicate the working status of the system. Gray — at rest, Blue - recording, and Red - events detected. When
the crystal ballis red, click it to open the event report then cancel the event(s).

Divide into
6 screen(s)

H| Divide into
1] 4 screen(s) 11

Display date, fime, free Disk space, IP Camera Bit rate customized text and Further information like
Temperature, Fan speed, System Resource and Network Ufilization.

5 network service icons indicate which services are switched on/off.
| | LiveView | Playback | 3GPP | Desktop |

cMS |




Start E D) ‘3 E
Stop @ D) ‘,ﬁ E

To customize Information about window's setting, go to General Setting - Setting - General - Status
Display. Select Advanced Setting for further information like Temperature, Fan speed, System Resource and
Network Utilization.

Start Monitor Al

Start Recording Schedule

Start Smart Guard System

Start Counting Application

Start Adv Inteligent Video Surveilance

Enable Secondary Display

Open Event Report
Open E-Map

Open Resource Report
Open Stream Usage Panel
Open 1/0 Control Panel

Lock System

Click Start Menu and use the drop down menu to activate/ deactivate: (a) Recording Schedule System, (b)
Smart Guard System, (c) Counting Application, (d) Adv Intelligent Video Surveillance or (f) Start/Stop Monitor
All to activate/ deactivate all the functions at once.

Start Menu include the option to Enable Secondary Display, and run monitor fools, such as run event report to
monitor smart guard event; run E-map window to monitor all devices with map indicator; run Resource
Report to check system status; run Stream Usage Panel fo monitor stream usage status; run IO Control panel
to monitor the DI/DO status and manual triggering the DO devices; or lock the system.

1. When activating any of the monitor functions of Smart Guard, system would consider the current
screen status as normal. Therefore, if you want to, for example, detect Missing Object, be sure the
object needed to be protected is in its position at the moment you click Start button.

2. To automatically activate the Recording Schedule System, Smart Guard System and Counting
Application, at the Mainconsole go to General Setting; Setting; General; Startup to setup the
auto-startup functions.

3. Asfor Secondary Display, open event report, open E-map window, open Resource Report and
open IO controls panel, Mainconsole will keep the behaviors as the latest status when exiting the
system.

Click the icon to get Playback Console. You can watch recorded video, search recorded video, adjust
image of the stored data, save video/ pictures, print images, check log information and event records, and
set up recording function General Setting. See Playback on page 38 for detail.

Organize recording time schedule and setup recorder General Setting. See Schedule on page 56 for detail.



Add/edit type(s) of events that you want to detect; setup action(s) responding to events. See Smart Guard
on page 63 for detail.

Select from the drop down menu to modify the general settings, user account settings, save/ load General
Setting settings, open License Manager, edit counting application and metadata application, access log
viewer and backup files, or setup network services. See General Setting on page 79 for detail.

User account and License manager could only be enabled for users with administrator privilege.

Control the movement of PTZ cameras. With cameras that support PTZ control, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click the Set icon and set up the view as the preset point 01.
Adjust the camera view again and set up the preset point 02. Repeat the process until finish setting up alll
preset points. You can enter any names you want instead of the preset point 01, preset point 02, preset point
03..., Click the Go icon and view the result of your sefting.

For the speed settings of PTZ camera, go to General Setting — Setting - PTZ General Setting to setup the
advanced settings.

Click the + and = signs to zoom in and zoom out the view.

You can select to have the camera focused near or far. Click Focus Near @ to focus on objects closer to

the camera. Click Focus Far “-‘] to focus on objects further away from the camera. Click Auto Focus @]
if you want the system to decide the focus point for you. T &l

Group 1 I Group 2 \ Group 3 } Group 4 |

Group Name : |Group 1

Go to Set Preset Point - Set Patrol to obtain the Patrol Setup o _—

dialog. From the left window, select the cameras that you I e
would like to have in the patrol group. Align the cameras in
order in the right window and adjust the fime. Rename the

group name if required. After completing the setup, check the
Active option, and then click OK.

You can define up to four groups of auto patrol. To start or
stop, Click Go to Preset Point in the Mainconsole, and select
Start Patrol or Stop Patrol.

7o ] (X coe]
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1.3 On Screen Menu
Right Click the camera screen and get the On Screen Menu, from which you Camera Setting
can quickly adjust the setting of camera. L] Enable Tak

Enable Digital PTZ

Note: Settings may differ according fo camera models
Fisheye Lens Setting L

1.3.1 Camera Setting Connect
Click to go to the camera setting page for General Setting. See page 84 for % Disconnect
details.
Stream Profile *
1.3.2 Enable Talk
Show Camera »

*This feature is not available under NVR Lite License.

With cameras that support two-way audio, select enable talk to ufilize the
function. Fix Aspect Ratio

Instant Playback *

Delete Camera

1.3.3 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option.
Use mouse wheel or Click the + and - signs to zoom in and zoom out on the
camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view ratio of Toggle Fullscreen
the camera.

Snapshot
Snapshot from Main profile
Manual Record

1.3.4 Fisheye Lens Setting

Right Click the display screen and select the mode of lens, original, PTZ mode, Quad mode and Perimeter
mode. If the lens setting set as Quad, PTZ, or Perimeter mode, the Enable Digital PTZ option would become
Enable digital PTZ.

1.3.5 Connect/ Disconnect
Right Click the display screen and select Connect/ Disconnect to modify the connecting status of the
camera.

1.3.6 Stream Profile
Right Click the display screen and select Stream Profile to change the camera stream profile in order to have
different video quality per profile sefting.

1.3.7 Show Camera
Select the camera from the Show Camera Menu to display video on selected screen.
Note:
1. The camera list of show camera menu shows as the one in the right column of monitor display
panel.
2. The change of displayed screen is only applied to the current display divisions.

1.3.8 Delete Camera
Click Delete Camera to remove a camera from the display screen of the display screen.
Note:
1. The camera list of delete camera menu shows as the one in the right column of monitor display
panel.
2. The settings will apply to all divisions and also the right column of monitor display.

1.3.9 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to view original ratio video, or disable
this option to stretch 3:4 to fit window.

1.3.10 Instant Playback

*This feature is not available under NVR Lite License.

To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. Refer to 1.5 Instant Playback section for detail.
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1.3.11 Snapshot
Select the snapshot function to capture a specific video image frame Ehames - & -  a
immediately. You have the options to copy the image to clipboard or
to save it. For further settings, select OSD option and metadata option
to export the image with date/time, camera number/name and
metadata text. If the digital PTZ function is enabled in display view, you
can also decide Full Size or Selected Region as your snapshot region.

There are two types of snapshots:

1. Snapshoft: This captures the current view as seen by the user

2. Snapshot from Main profile: This captures the snapshot according
to the Main profile as set on the camera.

08D r | EE=—|
For example, if it's a fisheye camera, the remote live view you see may son .

be an image that is dewarped. When you select Snapshotf, it will save | o)
the dewarped image. And when you select Shapshot from Main profile, it will save the fisheye image.

1.3.12 Manual Record
Start recording video by selecting manual record.

1.3.13 Toggle Full screen
Select to view a specific channel with full screen. Press “ESC"” to go back to original window.

1.3.14 Enable Move/Area Zoom

With cameras that support PT function, click the Enable Move function to adjust the current camera’s view
by clicking on the display screen. To cancel this function, right Click the screen and select Disable Move.
With cameras that support Area Zoom function, click the Enable Move/Area Zoom function to adjust the
current camera’s view by dragging a rectangle on the display screen. To cancel this function, right Click the
screen and select Disable Move/Area Zoom.

1.3.15 ImmerVision Lens Setting

With cameras that support ImmerVision Lens. Right Click the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

1.3.16 Duplicate Camera
Select the camera from the Duplicate Camera Menu to duplicate camera video to selected screen.
Note:
1. The duplicated camera would add to the camera list of duplicate camera menu shows as the one
in the right column of monitor display panel.
2. The change of display list will apply to all divisions and also the right column of monitor display.

1.3.17 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or Click the
+ and - signs fo zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view ratio of the camera.

1.3.18 TV-Out Pop-up
Note: This function is not available if there is no SCB-7108/7116 card installed.
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Enable Digital PTZ

Show Camera »
Duplicate Camera 4
Delete Camera

Fix Aspect Ratio

Instant Playback »

Snapshot
Manual Record
Toggle Fullscreen

Select to have the pop-up cameras on the screen notify users of the current event.

1.4 Live Display

Live display is flexible; you may change channels and screen divisions. Each screen division shares the same
display list but has an independent display sequence.

For example, when using Show/Duplicate/Delete Camera functions to edit your camera list, the same list will
be available to all different screen divisions.

Note: This camera list is also available at the monitor display tab from the General Setting/Setting window.
Two monitors can have two independent lists.

Action C'U.rr'en’r Ofther division
division
Show camera 1 1
(addcam 1) | add to first free channel
Duplicate camera 12 1272
(duplicate cam 2) 2 | add to first free channel
Delete camera 12 12
(delete cam 2") —| remove cam 2” and keep channel free

When using a mouse to drag and drop camera channels, the sequence change will only apply to the
current division.

Original Action Current division Other divisions
1] 2 4| 2 ; 2|3
3| 4 Drag cam 1 to cam 4 301
Note change of sequence

Right Click the camera screen for the on screen menu. Here you will be able to quickly adjust settings of
your camera.

1.5 Instant Playback

* Not available under NVR Lite License

Instant Playback function allows you to play the last few minutes of any live video channel. Simply right
Click Live Channel and select Instant Playback to access the recorded video.

1.5.1 Instant Playback window overview
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: s

Instant Playback Window:

r~Playback Navigation
2013/11/8

T4 04:33:57

B0
“|an]m» “

Playback Period
T4 04:33:57 - T4 04:34:57

Export Period
T4 04:34:21 - T4 04:35:21

Information Window: will show correct date and time of video.

Playback Period: indicates the available play period; three options are available: 30 sec, 1 min, 3 min, 5 min,
10 min, 15 min 30 min or customized of video.

Select Record: If the channel has dual recording, you can play Reocrd1 / Record? in the dropdown menu.
Export Period: indicates the period of video you desire to export. Default is set as available play period.

Tool: @ Adjust to original video resolution button: Press to adjust the video to original video resolution.
Audio button: Press to turn on / off the audio.

@ Metadata button: Press to enable / disable metadata transaction data overlay.

1.5.2 The navigation of Instant Playback

The Instant Playback window allows you to browse recorded video, take snapshot images and export video
with audio and metadata transaction data.

To browse recorded video:
Simply click the fimeline to view the video, or use these navigation tools to control the player:

E @ E - Play / Pause / Stop

E - Slow motion / Speed up control

E @ - Reverse [frame by frame] / Fast Forward

E @ - Play Previous / Next minute video

To take snapshots of a video clip:
Pause the video in image which you want to export and click the snapshot bu’r’ron. The snapshot is

displayed and can be saved or copied to clipboard.

To export recorded video:
Select export period, click the export button| | and setup the options of exported video.

-37 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System
The default export video period is as playback period. To customize period, select start/end time and Click

Cue In/Out from the drop-down list of button, the export period will be shown on the lower-left
corner of the window.
Export Formats include:

* ASF — Format with best efficiency. [Recommended]

* AVI (Microsoft Video1) — Supports Windows Media Player with Vista & XP, the quality may be
poorer than recorded video by transcode.

* AVI (Original Format) — faster export process, better quality on the recorded video but the export
file uses VLC Player to play. (For Windows Media Player, please install additional FFDShow
codec).

Note:

The restrictions of AVI format.
a. The maximum size of an AVl file is limited to 1.8 GB.
b. Variation of frame rate will cause the resulting video to play slower or faster.

* If the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format (MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every fime the resolution changes.
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Watch the recorded video, view and/or search for unusual events and recorded system
information.



Minimize the Playback console.
Shut down the Playback console.
Indicates the status of the playing video; drag it to where you want to review.
Display fime and date, video status, cue in/ out time points and video playback speed.
Adjust the audio volume.
Allocate the sub-screen display by clicking on the desired layout icon. To switch to single

camera display, double Click a particular sub-screen. Double Click the screen again to go to previous

screen division layout. To view in the full screen mode, right Click the screen for the Toggle Full Screen
function.

l :I E n = , and the video.

- Customize the speed on Settings panel.

Forward/reverse frame by frame.

' cue /_.? When playing video, click on the Cue In/ Cue Out icon at
- where you want to set as the starting/ ending point of a saved
video clip. The Cue In and Cue Out time will be displayed on the
Playback Information Window once they are sef.
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@7 Speed: Control the speed of the playing video.

- Options from 1x, 2x, 4x, 8%, 16x, 32x to 64x.

@— Zoom: Zoom in and zoom out.

On Screen Menu:

Toggle Fullscreen: Select to view cameras under full screen. Press “Esc” or right click to go back to
original view.

Enable ImmerVision PTZ: Adjust PTZ in PTZ mode. (Depend on device)

Enable Fisheye PTZ: Adjust PTZ in PTZ mode.

ImmerVision Lens Setfing: Select the mode of lens, original, PTZ mode, Quad mode and Perimeter
mode. (Depend on device)

Fisheye Lens Setting: Select the mode of original, PTZ mode, Quad mode and Perimeter mode.

Toggle Fullscreen

Enable ImmerYision PTZ

ImmerVision Lens Setting »
=

PTZ Mode
Quad Mode

Perimeter Mode
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2.2 Browse Recordings / Date Time Search Dialog

™
Click the Date Time Search Dialog button to access the Date-Time Panel and withdraw the video
record that you want to review.

2.2.1 Date Time Panel (update)

@ hd ﬁ Ng rh"g @ @ Event Color Display Settings VHEED EREIE TS

v Enable Preview

4 +—H 2013 4 Color Event Type

General Motion
General Motion(De...
Foreign Object
Missing Object
Focus Lost

—— +| Camera Occlusion

Signal Lost

%27 28203031 1 2
53456 7,809
% 1011121214 1516
217 18 19 20 21 22 23
<5 24 25 26 27 28 29 30
41234567

OoooEoO

[+ Show Recording Schedulel

¥ Show EventLog

Start time: |2u13;11;ua ;|u7;m;m —~| Endtime: |2ﬂ13;11fﬂ3 ;|D?:54:ﬂﬂ

(@ = 1108 1 : 3 4= 7 8 5 1m0
3 Camera 1
3 camera 2
B camera 3
B camera 4
B camera 5
B camera 6
B Camera 7
3 Camera 8
—r j": 4 |

s

B Aiways Record [l Record on Event — Video Overlap
B Record on Motion [l Boosting Record

2.2.2 Record Display Window
The record display window shows the information of the available video

clips. It may show in calendar or list control view. For further details about @ - ﬁ J ’h_i @ @

how to modify the record display window view, see page 53.
Local Machine

Recent List »

y
. L(-:j " Remote Server Site: Open Remote Playback Site Management
select Folder..

to access local machine or set up remote playback server. Select
Eemote PC 1 (192.168.1.100)

Eemote PC 2 (102.168.1.101)
List fo access previously recorded folders. Femate PC 2 (192.163.1.1032)

Folder option to directly access recorded data folder or use Recent

Note: the Select Folder option requires password of Mainconsole. Remota PC 4 {152.168.1.103)
pers |
. ﬁ Refresh: refresh display window \2 Log Viewer: Accesses Log
Viewer Tool 4 To access metadata Search Tool @ Previous Days: Show recording of previous

do‘reQ Next Days: To show recorded of next recording date

2.2.3 Date Time Period
Select the start and end time points that indicate the time period you would like 1o view.

2.2.4 Video Preview
Check the enable preview opftion to view the selected video.
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There are 6 event types; see Chapter 4 - Guard for details. You may set up different colors for different event

types to help you select events.

Note: Some event types will not be available under NVR Lite License.

2.2.6 Time Table

Utilize the + icon to select all channels; also utilize the

icon to deselect all channels. Finally, utilize

S ——
the scale bar = 7= | tfo modify the scale of the time table.

the defined period for scheduled rec
mode.

Video records are displayed as a thin line on the time table.
It is shown as a thick line in colors according to recording

ording.

Check Show Recording Schedule to show

24| 27 28 29 30 31

Show Recording
Schedule

N\

a0 1 2 3 4 5

= 3456 7.8 9
= 1011 12 13 14 15 16
< 17 18 19 20 21 22 23
= 24 25 26 27 28 29 30

4 Color

12

6 7 »

OoooEoO

@ hd ﬁ \_‘2 ‘(ﬁ | @ o Event Color Display Setlings

4 +—A 2013

Event Type

General Motion
General Motion(De...
Foreign Object
Mis=sing Object
Focus Lost

—E Camera Occlusion

Signal Lost

Start time:

|2013/’11f08

=1

= 07:04:00

—| Endtime:
=

=
|2013/11/u3 =

Q +=

\11!08(; A S A L

T T
5 8

-

@ B camer 1
D B cemerz 2
@ [ camera 3

(1] ’E Camera 4

Z —

O Homens !
O M emens
O Homens
© Womens

)
£

-
-
- -
- -
EEEE
-
aEE

1

M Aiways Record
B Record on Motion

M Record on Event
[l Boosting Record

= Video Overlap

Selecting Show Event Log makes Time Table show the time of event detection like below:

s

=

Show Event Log

Color Event Type
General Motion
Foreign Object
Missing Object
 ——— D LA
Camera Block
Signal Lost

9

-~/
M
/

e

2.2.7 Withdraw the Record

Step 1: From the record display window, top left of the Date Time Panel, select the date you want to
withdraw the record from. The red/purple/green/blue lines shown on the time table indicate

available recorded video records.
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Step

Step

Step
Step

Step

NVR/DVR/Hybrid NDVR System
Note: The record display window can be shown in (a) calendar view or (b) list control view. To modify the
setting of the record display window, click the Setting button at the right of the Playback Console.

2: Use color bars to differentiate event types from each other. This will help you select video clips.

3: Highlight the video clip you want to review by left-clicking and dragging the time period. You may
also utilize the Start Time and End Time in Date Time Period Section. In addition, modify the scale of

the time table with the + and - signs on the bottom left.

4: Check the Enable Preview option to get the preview of the video you select.

5: Click the camera name to increase or decrease cameras you want to playback.

6: Click OK when setting is complete.

2.3 Search Mode

Click the Search Mode icon to obtain the Intelligent Search Tool panel.
* This feature is not available under NVR Lite License.

23.1

Infelligent Search Tool Panel: Click the Search Mode icon to open the Intelligent Search Tool. Set up
unusual events here to detect abnormality that occurred during the recorded period.

5 events: General Motion, Foreign Object, Missing Object, Lose Focus, and Camera Occlusion.

Unusual Event-General Motion
General Motion: Detect all movements in the defined area.

Define Detection Zone: Left click and drag to draw a detection zone.
You may define more than one zone on the screen by repeating
the process.

Sensitivity: Modify the sensitivity setting with the slider.  Sliding

rightwards will increase the sensitivity level, meaning the slightest

movement will frigger the alarm; in conftrast, sliding leftwards will
reduce the sensitivity for movement detection.

Note: General Setting an appropriate sensitivity level reduces the
possibility of a false alarm. For instance, you can lower the
sensitivity level to avoid the alarm being triggered by a
swinging tree in the breeze.

Interval: Move the slider control to the right to increase time interval
so that the alarm will only be triggered when the movement lasts
longer. Move to the left fo reduce the fime interval.

Alarm Event Type

General Motion A
Sensitivity: ——
Interval: —_— |

Region Definition
¢« Define detection zone
e |

J{

v Draw Region
¥ Stop when found

Stop When Found: Check the option to have the video stop where motion was detected. Uncheck to
have video contfinuously run to detect all events available. Results will show in a search result box.
Click the listed event in the box to jump to the point in the video where motion was detected.

2.3.2 Unusual Event-Foreign Object

Foreign Object: Detect any additional object appearing in the defined area on the screen.

Define detection zone: Left click and drag to draw a detection zone.
additional objects that appear in this zone.

The search tool will detect

Define object size: Click and drag to draw and define the size of a foreign object.

44 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System
. Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will increase the sensitivity level,
while sliding leftwards decreases it.

. Interval: Click and move the slider control to the right to increase fime interval so that the alarm will only
be triggered when the object has been removed from the area for longer. Move to the left to reduce
the time interval.

Note: Setting up an appropriate Interval value will reduce the chance of false alarms. For example, you
can lower the Interval to avoid the alarm being triggered by a pedestrian.

2.3.3 Unusual Event-Missing Object
. Missing Object: Detection of selected objects removed from the defined area on the screen.

. Define detection zone: Left click and drag to draw a detection zone. The search tool will detect
selected objects removed in this zone.

. Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will increase the sensitivity level,
while sliding leftwards decreases it.

. Interval: Click and move the slider control to the right to increase time interval so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the time interval.

2.3.4 Unusual Event- Focus Lost / Camera Occlusion

. Focus Lost: Detection of cameras losing focus in recorded video.
. Camera Occlusion: Detection of cameras being blocked in recorded video.

2.4 Enhancement / Post Processing Tool

rd
Click Enhancement / Post Processing Tool . to General Setting settings.
2.4.1 General Setfting

Check the option and chose whether you want to apply the setting to all the channels or only to those
currently shown on the screen.

2.4.2 Filter Setting

. Visibility: adjust the gamma value of the image to enhance the image and make it cleaner.

. Sharpen: activate the function. Move the slider control to the right o sharpen the image, to the left to
soften it.

. Brightness: activate the function. Move the slider conftrol to the right to make the image brighter.

. Contrast: activate the function. Move the slider control to the right to increase contrast.

. Grey Scale: show the record in grey scale mode so the image displays in black and white.

2.5 Save Video
Step 1: Click the display screen to choose the camera display that you want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out fime will show on the information
window.
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2013/11/08

18:10:41 1x

PAUSE

Cueln Cue Out

e
Step 3: Click the Save Video button . choose the folder where you want to save the file at, enter the file
name and click SAVE.

Step 4: Set the Export Format (ASF recommend) and set the
Use Profile.
* ASF — more efficient than AVI format.

Export File Path:

[Recommended format] | Lo ]
Export Format:
* AVI (Microsoft Video 1) — Supports Windows Media [asF 2
Player with Vista & XP, quality may be poorer than Use Profile:
recorded video by transcode process. |Windows Media Video & for Local Area Network (384 Kops) |
. P _ . Date Time Period
AVI (Original Format) - Faster export process with Start Time. o = [morss =
high quality video, but the export files can only be
) ) ) End Time: [2013r11008 = [18:10:41
viewed using VLC Player to play. (For Windows
Media Player, please install additional FFDShow ™ Export Audio
codec). | 1 ExportOSD

[~ Export Metadata Transaction

Note:

* The restrictions of AVI format:
a. The maximum size of an AVI file is imited to 4 GB.
b. Variation of frame rate will cause the resulting video to play slower or faster.

* |f the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format (MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.

Step 5: Select to export (i.e. save) the recorded video with Audio, OSD and metadata, or export video only.

Step 6: Click OK to save the video.

2.6 Save Image

Step 1: Click the display screen to choose the camera display from which you want to save pictures.

@ Snapshot '

pE

Step 2: Click the Save Image button . when the image you
want is shown on the screen. You may click Pause to freeze
the video, use Step Forward/ Step Backward function to
find the picture(s) that you want to save.

Step 3: Select OSD option and metadata option to export the
image with date/fime, camera number/name and
metadata text. If the digital PTZ function is enabled in
display view, you can also decide either Full size or
Selected Region as your image region.
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Step 4: You have the opftions to copy the image to clipboard or to save it. To save image just choose the
folder and the format of image (BMP or JPEG) you prefer and then click save.
Note: You may skip step 3 by pre-setting a folder and format that you want to save the images (refer the
section automatically save the image file af page 54.)

2.7 Print

. Print Setup

Frint Content

Select channels :

Click the Print button H to print the current image of the
video you choose.

e current views

Select printed region of images

Print Content:

Print the image from the current selected channel or all the
channels shown on the screen. Select to print original view or
selected region on camera. PegR Beillig

' Qriginal size

" Original

« Selected region

" Fitio page

Page Setting:
Set to print the image with original size or fit o page. Set
Align image to Top, Center, or Bottom.

Align Image: Top =

l./ Print I [x Cancel]

2.8 Backup

Compared to the Save Video function, Backup saves everything from the Playback panel, including video
and log information.

You can start a full function Playback Console and load the backup files into it on any PC with Windows

operating system. This means you may monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the Open Record to select data and press Backup E
Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras, and Record 1 or Record 2 that you want to backup. Simply click on the
icon to toggle between Record 1, Record 2, or not backing up that specific camera.

Step 4: You can calculate the size of the backup data.
Step 5: Select the directory you want to save the backup data including CDROM, DVD or Hard Disk.

Step 6: Check the log you want to backup.

-
Backup Dialot E

Step 7: Press OK to start. Dete Time Peros
Sfep 2 — Start Time: FAIE/06/10 —— [12:00:.00 —
Step 8: After backup is complete, e e L
. Select Camera(s)
Click playback..bai to Step 3 116 | 1732 | 2048 | 4554 |
play the recordings. ep
Step 4 | CalcuateSize || SelectAl || Desslectal |
" Backup using COROM
Step 5§ —mm8 (" Backup using DVD
(& Backup on HardDisk
|
Option
Sfep b ———— [~ Backup Event Log

[ Backup System Log

[~ Backup Counter Log

[ Backup Metadata Transaction
[ Backup Ad. IVS Counting Log
[ Backup VS Event Log

Step 7 —/—/—/———on—__

T — =
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£
Click the Log Viewer button . to activate the Log Viewer dialog.

2.9.1 System Log

- Log Viewer ‘

System Log l Export and Backup Log ] Unusual Event] Counting Application | Counting Application (Diagram]] ved|»

Log Type: |AII j

Exportto..

[ 2013n2i23 - £

Search

Event Time

2013/12/23 01:30:07
2013/12/23 01:30:10
2013/12/23 14:03:03
2013/12/23 14:03:04
2013/12/23 14:03:05
2013/12/23 14:03:05
2013/12/23 14:03:05

Event Type

Stop Central Management
Main Console Shutdown

Main Console Startup

User Login

Start Live Streaming Server
Start Remote Playback Server
Start Remote Desktop
2013/12/23 14:03:05 Start Central Management
2013/12/23 14:03:45 User Login

Description

<_|- o

Select Log Type from the drop-down menu. There are in total 39 types of log types, including:

Mainconsole Startup
Mainconsole Shutdown

User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle

Enable Channel

Disable Channel

Start Smart Guard

Stop Smart Guard

Modify Smart Guard

Modify Schedule

Modify Configuration

Start Live Streaming Server
Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server

AN N N N N N N N N N N N NENEN
AN N N N N N N N NN NN

Modify Remote Playback Server

IP Camera Connection Lost

Restart Windows

Modify Metadata Setting

Metadata Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management

Stop Central Management

Modify Central Management

Start Counting Application

Stop Counting Application

IP Camera Connection Regained
Sync. Microsoft Active Directory User

IP Camera Parameter Changed
Update Metadata Plug-in

Start Adv. Intelligent Video Surveillance
Stop Adv. Intelligent Video Surveillance

Note: Some event types will not be available under NVR Lite License.

Step1: Choose the type of event you want to check or select "All” from the drop-down menu for all types of

events.

Step 2: View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular date: check the Date box and indicate the date.
For a period: check the Date Time and then enter specific date and time.

Step 3: Click Search.

_ 49 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

2.9.2 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of

events.
o Log Viewer — @
Systern Log  Export and Backup Log I Unusual Eveml Counting Application | Counting Application (Diagram) ] Metadata Log
Log Type: All -
Date ,7 2010001725 = = Exportto...
DateTime ‘r -2 ‘r - Search
Event Time Ewvent Type SLCCess Username Start Time End Time Length Camnera Index | File Path (w=] Audic
2010/01/25 18:35:05 Export Wideo  Yes admin 2009/07f06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 3 ChDocuments and Set..,  MfA Mo
2010/01f25 18:35:46 Backup Yes adrmin 2009/07/06 17:43:17  2009/07f06 17:43:28  Odays 00:00:11.000 2,5 DyRUUOY s\ DorcUs26... 2 Mf e
2010/01/25 18:36:24 Backup Yes admin 2009/07f06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000  2,3,45 ChDocuments and Set.., 2 MNfA

Step 2: View the events that happened on a partficular date or during a given time period by selecting
search period.
For a particular data: check the Date box right and indicate the date.
For a period: check the Date Time and then enter the date and time.

Step 3: Click Search

2.9.3 Unusual Event
View the unusual event history that had been detected by the Smart Guard System.

- Log Viewer \
Systern Log ] Export and Backup Log  Unusual Event I Caunting Application ] Counting Application (Diagramy ‘ Metadata Log ]
| Loo Type: All -
Step1 /_Channel Al -
Step2 / SEE _coms. |
p | DateTime ||7 2009006/08 200116 * 3 1o ||7 2009/07/08 20025 * 5 Search
Ewent Time Event Type Camnera | Description [*] \
2009/07/06 19:28:21  General Motion 0z Sfep 4
2009/07/06 19:28:49  General Motion 0z
St 3 2009/07/06 19:28:53  General Motion 0z
ep 2009/07/06 19:28:56  General Motion 0z

2009/07/06 19:29:10
2009/07/06 19:29:12
2009/07/06 19:29:18
2009/07/06 19:22:20
2009/07/06 19:30:04
2009/07/06 19:30:07
2009/07/06 12:30:17
2009/07/06 19:30:21
2009/07/06 19:30:27
2009/07/06 19:30:29
2009/07/06 19:30:42
2009/07/06 19:31:12
2009/07/06 19:31:14
2009/07/06 19:31:16
2009/07/06 19:31:30
2009/07/06 19:31:36

General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Motion
General Motion
General Mation
General Mation
General Mation
General Mation

]

Step1: Choose the type of events you wish to view or select “All"” from the drop-down menu fo view all types
of events. The types of Unusual Event include General Motion, Foreign Object, Missing Object, Focus
Lost, Camera Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual, Digital Input
Triggered and General Motion (device).

Note: Some event types will not be available under NVR Lite License.

Step 2: Choose the camera channel you wish to view or select All for all channels available.

Step 3: View the events that happened on a particular date or during a given fime period by selecting
search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the Date Time and enter the specific date and time.

Step 4: Click Search.
Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time mode, starting from the
beginning to the end of the record, which is the default setting of the system.

2. Alink (@) will appear next to each event fime where video is available. By clicking on the link,
the video will jump to the point where the unusual event takes place.
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Display the history of Counting Application during a given fime period.
* This feature is not available under NVR Lite License.

o Log Viewer @
Unusual Evem] Systern Log  Counting Application I Counting Application (Dlagrar’r} Metadata Log I
Channel: |All hd
Date: || By = Export to. |
DatesTime: || BEIR N =% Search
Event Tirne Charinel In Out
2007{07/25 19:00:00 Camnera 3 14 13
2007/07(25 19:30:00 Camera 3 0 4
2007{07/25 19:32:42 Camera 2 0 [u]
2007{07(27 11:30:00 Camera 3 4 2
2007(07/27 12:00:00 Camera 3 5 5]
20070727 12:30:00 Camnera 3 4 4
2007/07(27 12132115 Camera 3 0 [u]
2007{09/26 13:29:40 Camera 1 0 [u]

Select the channel you want to check or select All from the drop-down menu for all channels.

Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the Date Time and then enter the date and time.

Click Search.
Press the button Export to.
Type the file name and choose the file format (.xlIs or .txt).

Display the Counting Application data in diagram format.
* This feature is not available under NVR Lite License.

System Log} Export and Backup Log] Unusual Eventl Counting Application Counting Application (Diagram) ]IV: 4/
Mode Adv. IVS Counting ~| Counter: Counter 0 -
Channel [01]1 - A -
Period One Day - MIA - Exportto... |
|
 Date: 2012108128 = = Tme: [0000 S to |2358 = Search

20120828 Counter [ s

2 3 45 6 7 8 9101112131415 16 17 18 19 20 21 22 23 24

Select the channel you want to check or select All from the drop-down menu for all channels.

From the drop-down menu, set up how you would like the diagram to be displayed. You have the
opftions of one day, one month, or one year.
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Step 3:

Step 4:
Step 5:
Step 6:

NVR/DVR/Hybrid NDVR System
Select a specific date to make it the start point of the diagram.
Click Search.

Press the button Export to.
Type the file name and the file will save as BMP files.

2.9.6 Metadata Log
View Metadata Log history detected by the Smart Guard System.
* This feature is not available under NVR Lite License.

| Unusual Event] Counting Application I Counting Application [Dlagram}] VS Event Metadata Log l i|r
Log Type All - |
Metadata: Transaction Start 7
Transaction End
Date: Open Cash Drawer Exportto... l\
Connection Lost L - \
Date Time User Defined EventRule 1 |~ | to |— 201312121 13:50:45 ~ = Search
User Defined Event Rule 2 Ste 5
Event Time User Defined Event Rule 3 Metadata Name | Camera | Description P

User Defined Event Rule 4
User Defined Event Rule 5
User Defined Event Rule &
User Defined EventRule 7 ~

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all types of

Step 2:
Step 3:

Step 4:

Step 5:
Step 6:

events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and Special User Defined Event. Please refer to the User manual of Metadata
Plugins for detail.

Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular date: check the Date box and indicate the date.

For a period: check the Date Time and then enter a specific date and time.

Click Search. Alink (@) will appear next to each event fime where video is available.

By clicking on the link, the video will jump to the point where the unusual event takes place.
Press the button Export to.

Type the file name and choose the file format (.xIs or .ixt).

2.9.7 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

- Log Viewer - @
Unusual Evemﬂ System Log ‘ Counting Application ‘ Counting Application (D\agram)l POS Log Exportand Backup Log 1
Log Type Al -
Date [v 201001125 = 2 Exportto.
DateTime: “7 =1 |r L= Search
Event Tirne Ewent Type | Success | Username | Start Time: End Tirne Length Camera Indey | File Path DB Audio
2010/01/25 12:35:05  Export Video  Yes admin 200907/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 2 CA\Documents and Set...  NfA Mo
201001425 18:35:46  Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 25 DANUUO swADorcus26,.. 2 NiA
2010/01/25 18:36:24  Backup Yes admin 2009/07/06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000  2,3,4,5 C\Documents and Set... 2 Nfa

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of

Step 2:

events.

View the events that happened on a particular date or during a given time period by selecting
search period.
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For a particular data: check the Date box right and indicate the date.
For a period: check the Date Time and then enter the date and time.

System

Step 3: Click Search and get the results.

2.9.8 Export
You may export the file to .xls or .txt file

System Log ]Export and Backup Log] Unusual E\fent] Counting Application | Counting Application (Diagram}] Me 4| P

Log Type: |AII j

Date: |72U13.l’01.l’28 e Export to
Date Time: [ 20130128 155025 - =1 to |7 2013001128 1559:25 - = Step 1
Event Time Event Type Camera Description
2013/01/28 15:38:19 Main Console Startup

2013/01/28 15:38:40 Main Console Shutdown

2013/01/28 15:39:58 Main Console Startup

2013/01/28 15:40:00 User Login admin

2013/01/28 15:40:54 Enable Channel 1 CAM1

2013/01/28 15:40:54 Enable Channel 2 CAM2

2013/01/28 15:40:54 Enable Channel 3 CAM3

2013/01/28 15:40:59
2013/01/28 15:44:03
2013/01/28 15:49:07

Modify Configuration
Start Schedule
Stop Schedule

Step1: Select Export to.
Step2: Type the file name and choose the file format, xlIs or .ixt.
Dl =

i3

A T B [ ¢ [ 5 ] & | @87/ 89,12 @8:45:41, Hain Console Startup,
| 1 |BuentTime EventType Description | 1 2887/89/12 B8:45:44, User Login, admin
| 2 |200709120045:4]1  Main Conscle Startp 28087/09/12 B1:11:108, Hain Console Shutdouwn,
| 3 |200706120045:44 | User Login admin 28087/089/12 B1:27:84, HMain Console Startup,
| 4 12007061201:11:10 | Main Console Shurdovrn, 2007/09/12 61:27:85, User Login, admin
%%gﬁgi;g: g:g’"”‘ﬁsmﬂ o 2807/089/12 @1:28:27, HMain Console Shutdouwn,
=7 200709z 012827 Mmo;ns‘molﬁs}mﬁow 2807/709/12 15:-:86:51, Hain Bun?ule Ste.lrtup,
& lacommm12 150651 |isin Console Startep 2007/00/12 15:06:52, User Login, admin
| 9 2007002 150652 | User Login adimin 2007/09/12 15:07:04, Main Console Shutdouwn,
| 10 [200709/12 15:07.04 | Main Conscle Shutdown 2807/09/12 15:68:28, Main Console Startup,
| 11 20070012 15:08:28 | Main Conscle Starp 2007/09/712 15:88:408, Main Console Shutdouwn,
| 12 |2007061215:08:40 | Main Conscle Shudown 20087/09/12 15:088:54, HMain Console Startup,
| L2 2007061215:08:54 | Main Conscle Startup 2007/09/12 15:09:081, Main Console Shutdouwn,
e Gomcle Shotlown 2987/89/12 15:14:11, Main Console Startup,
16 20070012 15:14.12 Mm%o}ﬁsmﬁdiwn 2087789512 1514212, Ma:!.n Console Shutdoun,
17 [20070M12 15:14.31 | Msin Gonsole Startup 2007/09/12 15:14:31, HMain Console Startup,
(18 20070012 151520 Main Conscle Shutdown. 28087/89/12 15:15:28, HMain Console Shutdown,
| 18 20070012 19:44:15 | Main Console Startup 28087/089/12 19:44:15, Hain Console Startup,
| 20 |20070W12 19:44:58 | Main Conscle Shutdewn 2087/09/12 19:44:-58, HMain Console Shutdoun,
| 21 20070012 22:51:57 | Main Console Startup 2807/09/12 22:51:57, HMain Console Startup,
| 22 (20070012 22:51:59  Main Console Shutderwn 20087/089/12 22:51:59_, Hain Console Shutdown,
%%gﬁgiﬁ:: gi:g’;"‘ﬁs“‘“‘m o 2007/09/12 22:52:14, Main Console Startup,
|25 9007002 29:5904  Miain Clonsols Shutdown 2007709712 22:52:18, USII?I‘ Login, admin
26 20070912 225319 |Mrn Gomsole Startap 2007/09/12 22:52:24, Hain Console Shutdoun,
R S £ 2007/09/12 22:59:19. Main Console Startup.

Xls Ixt

2.10 Setting

Click the General Setting button and go fo Sefting for system General Setfings.

Record Display setting:

. Calendar View: Choose to display records under calendar
view.

. List Confrol: Choose to display records under checklist.

General | sever | 0SD | Metadata |

Record Display

y - [ | T 4 . ] =¥ @ Calendar View  ListControl
6 #2000 6-#QEI00 H
F ¥
4 +HB 2009 4 = E% ERECDI’C] Datej ad I Playwhen open
2009/07/19 [¥ Auto skip when record motion only mode
1234 2009[0?[1? Next interval m min
5 678 51011 2009[0?[16 = Previous interval m min
121314151617 18 2009/07/15
[19]z0 2122 23 24 25 2000/07/14 Err e
2627 282030 31 € Save in clipboard
2009/07/13 ‘
) | @ Manually save the image file
2009/07/12 4 © Automatically save the image file

Play setting:
. Play when open: Check the option and set the system to start
playing the video clip every time a record is withdrawn.
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. Auto skip when record motion only mode: Check the option fo set up the system to automatically skip
to the points where there were motions recorded.
. Next interval: Set the interval with which the video goes forward when you Click the “Next” icon on the
confrol panel.
. Previous interval: Set the interval with which the video goes backward when you Click the “Previous”
icon on the conftrol panel.

Capture Image setting: Sets how you want to save the image.

. Save in clipboard: The image will be saved in the clipboard; image will be available to paste elsewhere.

. Manually save the image file: You can manually select where you want to save the image. Name the
saved file, and choose the file format you want to save as.

. Automaltically save the image file: By pre-setting a path/URL and the image format, the system will
automatically save the image accordingly when you click the Save button in the control panel.

Miscellaneous
. Synchronize video frames: Select this option to avoid display problems that may occur under
high CPU loading.

Server Setting
Remote Playback Site Management. Please refer to page 52 for details.

OosD Seﬂlng General] Sener OSD }Metadata] Genera|] Ser\rer] osD  Metadata ]
Enable Camera OSD to display i Eiellls Gl GED S —
. . . 'y
video information on recorded Foreground Foreground
video. Information includes Fort I%T_ah‘j”a [ Font Tt Tahoma [ ]
Size: 9 -
camera name, camera number, iz -
: Cotor ¥ Size: 10
date and time. User can also set up B i Sl [ I
. . v HO v =] -
OSD font; include the font, size, font !
A Background v Bald [+ Edge
color and any font effects desired. Calor " Background
Transparency. —_— 40 Color: - =
Metadata Overlay Setting Info T _JH— 40
* This feature is not available under K e NETmE T —
NVR Lite License [ Cemmer Mier -
. ) " Always Display
Enable metadata overlay to adjust o eiE ity | S
Font, Size, Color, Bold, Edge in Fe Time TF072204 o] = serents

“Foreground” section, color and
fransparency in “Background” section, and then adjust display settings in “Display on Video Preview”.

2.11 Remote Server

2.11.1 Add Remote Playback Site

Press the Remote Server Icon \._/lj or go to setting — server to
General Setting remote playback site management to add

General Sewer |0SD | Hetadata |

Server Setting

52 site (192168.4.10)

and sefup remote playback sites. e —
Address

Fort 180

Step 1: Enter the IP address or DNS, Port, Username, and Veer Narme. —
Password. - ——

Save Password [

Step 2: Click Add to add the server.
Step 3: Click OK to exit the "Settings” panel. = — Upcate

[ ok | [x Cance\]
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2.11.2 Access Remote Playback Site

Go to Date Time Panel and Click the @E icon on the top of the display window to access the Remote

Playback Site . .
[ #® Q00
Local Machine -
Fecent List ¥
Select Folder..

Eemote PC 1 (192.168.1.100)
Eemote PC 2 (192.168.1.101)
Eemote PC 3 (192.168.1.103)
Eemota PC 4 {192.168.1.103)

2.12 Switch Recordings

With dual recording support, user can switch between Record 1 and Record 2 on right click screen menu as
below.

2014/01/06 F410:47:58
CAM1 IVS Shopping Mall

Toggle Fullscreen

Fix Aspect Ratio
Enable Fisheye PTZ
Fisheye Lens Setting 4

Select Record File 4 Record 1
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3. Schedule

L] Schedule Canfigur
5 Load. ﬁCopym W Always M Event B Motion W Boosting
[ Default ‘ﬂﬂ Default ‘o i 2 3 4 5 8 7 8 5 0 H 12 13 14 15 16 17 18 18 20 2 2 2 i
& 01 vs_shopping M ] vs_shoppi -]
& 02 Fish eye
=] 03 Lobby ] Fish eye
/= 04 VS_Roof
L= 05 Park1 i Lobby
] vs_Roof
] Parki
P Delste 74 Contigure
Start End Mode Stream Profile  FPS Quality Rec
00:00 23:59 Alway...  Main/Normal 10/2 500/... 19
4 [ r
betk [Gumom]
v Day Mode
(] Week Mode 7 = :
L

Click the Schedule icon on the Mainconsole and set up the time duration for video

recording on the schedule General Setting panel.
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3.1 Day / week Mode

Load

Camera
Channel

Day / Week
Mode

- Default

-5 04 vS_Roof
05 Parkl

»

Pl T —
" Defaut [ custom |
kA Day Mode
O Week Mode

S_Shopping M s_Shoppi
02 Fisl
Lobby f] Fish eye

W Always

5 Load [ Copyto M Event

W Wotion W Boosting

|If| Default |3 12 1

4 5 6 7T B 5 10 M 12 13 14 15 16 17 18 19 20 21

22 23 2 [l

i Lobby

] vs_Roof

] Park:

¥ Delet: 4 Configure

Start End
00:00 23:59

Mode
Alway...

Stream Profile  FPS

Main/Normal 10/2

Quality
500/...

o

v oK

Schedule Details

Day Mode: Schedule the cameras to turn the recorder on and off at the same time every day
according to your setting.

Week Mode: Allows you to schedule each camera for a different day of the week, additionally, you
may assign extra holidays in the “Week” mode

Schedule Details: An outline of start time, end time, Record mode, frame rate, quality and resolution.
Please note these values refer to General seftings. Actual performance may vary according to
camera and hardware settings.

To setup the time schedule for each camera, you may
1. "Load” the preset modes or

2. "Insert” a new schedule manually or

3. “"Copy to” other cameras after manual setup.

3.1.1 Load Preset Modes

The system provides six modes to quickly setup recording schedule. Simply Click the @ Load for the
drop-down menu.

Refer to the below tables for the definitions of each mode in each series.

IP+ series (IP camera)

Mode Format Time Record key frame | Adjust video Profile
Mode only frame

Regular m_PJEPCEf/H.QéAf 00:00-24:00 Always ncheck uncheck Main
Office mEJEPéf/H.z ] 08002000 | Aways ——— uncheck Main
shop m;JEPCEZHQ o] 10002200 | Always = uncheck Main
Highly Secure m:EPéf/H.z 1 00002400 | Aways uncheck Main
Disk Saving m;’JEP(Ef/H'Q | 00:002400 | Mofion = — 10 fps Main
Minor o] 00002400 | Mofion  =——— 3 fps Main

The Max indicates settings are same as camera settings in the General Setting>setting>camera>camera
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Mode Format Time Record Profile
Mode

Regular H.264 00:00-24:00 Always Main
Office H.264 08:00-20:00 Always Main
Shop H.264 10:00-22:00 Always Main
Highly Secure H.264 00:00-24:00 Always Main
Disk Saving H.264 00:00-24:00 Motion Main
Minor H.264 00:00-24:00 Motion Sub

3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the time table. The scheduled time will show as a grey

bar.

B ﬁ Default

5 Load @Copym ol s

& 01 vS_Shopping M

B Always M Event [l Motion [l Boosting

Iﬁ Default

0 1 2 3 4 5 6 7 8 9 10 1 12 13 14 15 16 17 18 19 20 21 22 23 24‘“

] vS_Shopping

& 02 Fish eye ‘
.-/ 03 Lobby fi] Fisheye |
& 04 IVS_Roof — |
& 05 Parkt | Lobby

i) IvS_Roof
] Parki

Dag Mode J

[ O Week Mode ‘

Step 1

¥4 Delete

¥ Configure

1
Start End Mode

Stream Profile FPS

Quality  Res

<« \ m

~2010705/03

I./ oK ] [x Cancell

Step 3: Click OK.

3.1.3 Copy Schedule

\

Step 2

Step 2: Change the sefting by clicking on the General Setting icon (See page 60 for detail) or double click
the Schedule Information.

Step 3

You may set up the schedule for each channel/camera by repeating the process above, or by simply
applying the setting of a single camera to all the others by clicking the Copy To icon atf the top of the display

window.

3.1.4 Holiday and Custom setting

Allows you to schedule each camera for a different day of the week, additionally, you may assign extira
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holidays in the “Week” mode.
I3 Schedule Configuratio

Load [BCopvie gy

=] custor] |ﬂf| |3'2345—:~7;;

W Aways W Event W Motion W Boosting

© n w n ww e w w w w o m e

Delete Configure

Start End Mode Stream Profile  FPS Quality Res

Default - Custom

||j Day Mode' |

(v Week Mode .

|/ oK | |x Caﬂ:e\l

You may assign holidays where the system will work according to the setting for Sunday.
The default Holiday setting will apply Sunday’s se’r’rinﬁs. For the Middle East region where Friday is a
holiday, please adjust setting by right clicking on = and select "Apply Holiday Schedule From...".

You can assign a particular date(s) on which the system will work according to a special schedule(s)
different from the others.

You can manually change the setting at any time after you insert or load a schedule.

Move the cursor to the “Time Bar” and change the length or move the bar sideways to
change the start and end points.

Click the Configuration icon or double Click “Schedule Information” from the list to obtain the
“Encoding Option” panel (next page) and select the desired setting.

B Always B Event B Motion W Boosting
IEDeﬁUVE :., t—2e, 3 4 5 8 T 8 9 10 1 12 13 14 15 16 17 18 15 20 21 22 23 24 |ff
1 IVS_Shopping Mall ] vS_Shoppil
2 Fish eye =
3 Lobby ] Fish eye
4 IVS_Roof
5 Parkl i Lobby
] vs_Roof
] Parki
¥ Delete 94 Confignre
|Start End Mode Stream Profie  FPS Quality Rec
02:30 23:59 Always Main 10 500 19
« . »
k. Day Mode
(O Week Mode ‘

« [

|J 0K | ‘X Cancel‘
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3.3 Encoding Option

W Always M Event M Motion M Boosting
IE 0 1 2 3 4 5 8 7 8 9 10 1 12 13 14 15 16 17 18 19 20 21 2 23 24
’ﬂ]lvs_ShOPPi* EEtIeTrTTteiETEREteEE e ettt eectinitiiinanseinn

Record mode: Option

¢ Edge Record: OFF

Stat 0230 -  End [2359 -
~Record 1

~Video Preview

|Always Record [~ Record Audio
[V Keep key frame only
*Video profile frame rate: 10 fps

Video profile:

IMain Y

Record Mode

v Enable Dual Record /
~Record 2
Record mode: / Option
|Record on Motion ’ _vJ ™ Record Audio
Video profile: I Keep key frame only
*Video profile frame rate: 10 fps
IMain j

Pre-record:

5 sec. (Max 60)
3 sec. (Max: 60)
| Set Detection Zone

Pre/Post Record —
Post-record:

[./ OK ] [x Cancel]

3.3.1 Pre-record/ Post-record Time
The pre-record/ post-record function saves the recording data accordingly. For instance, to setup a 5
second pre-record time means the system will start saving the recording data 5 seconds before the event
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happens.
Note: The maximum of pre-record/post record period is 60 seconds.

3.3.2 Record Mode
There are 4 recording modes and 5 video profiles to choose from. Choose the one that suits your scenario

best. . .
St L——" SE—
. Smart Guard: Digital Input/Output Event:
Always R.GCOI’('j. _ ) [I[#]Park1 Input:0 (Input 0)
Select this option to record the video continuously. [ General Motion 1
-3 CAMO02 Roadl
-4+ CAMO3 fake_video
Boosting Record on Event: i e

This option enables you to record atf lower frame rate at & Pos

. . =93 POS
regular fimes, and at higher frame rate under Smart
Guard triggered events.

*This feature is not available under NVR Lite License Video Analtics (Device):
4 CAMO1 Parkl
-4 CAMO02 Roadl
i i i i " £+ CAMO3 fake_video
Select this option ’(o obtain the “Select Eve_n.’r p_onel. i i
Choose from the list any Smart Guard or digital input 2 CAMDS Cisco

Vg Intelligent Video Surveillance

events or video analytics from the device. The chosen
event(s) will trigger the recorded action. Click OK.

General Setting desired frame rates of normal and |
boosting recording in the Video Encoder box.

[J oK } [x Cancel]

Note: Please note it is required to enable "Smart Guard”
from the Mainconsole panel before General Setting “boosting record on event” to frigger recording.

Record on Event:

Select this option to start recording at any predefined event, including Smart Guard events, metadata
events, digital input events and video analytics from devices.

* Some options are not available under NVR Lite License

Select this option to obtain the “Select Event” panel. From the Smart Guard list, check the camera events or
digital inputs to trigger the recorded action. Click OK.

Note: Please note it is required to enable "Smart Guard” from the Mainconsole panel before General Setting
“record on event” to trigger recording.

Record on Motion:

Select this option to start recording when motion is detected. Adjust sensitivity, the frame interval and zone
to setup motion detection. To sefup a single detection zone, left-click and drag the mouse to draw a
rectangle. To setup more than one detection zone, simply repeat the same process or click “All” to select
the entire screen.

Note: The maximum number of rectangle detection zones is 10.

Note: For DVR cards, Record on Motfion Mode can be only assigned on Record 1.

3.3.3 Option

This option sets up the frame rate an audio of the recorded video. The "Video Preview"” window is the
preview of the recorded video corresponding with the option.
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Option
[T RecordAudino
v Keep key frame only
*Video profile frame rate: 10 fps
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4. Guard

\ - 5 n
a1t 2nd Action Con g ~.
~Event ~Action
Un@Ea @ G @l & |
B4 CAMO1 Parkl Action Options
"./®. General Motion 1 [T]on Screen Display
43 CAMO02 Road1 B send E-Mail
-4 CAMO3 fake_video @ FTP
A4 CAM04 Reception ’S:P'IZ Preset Go
A3+ CAMOS Tradeshow 4 E-Map Map:Default, Indicator:None

=-/¥§ Intelligent Video Surveillance

r~Video Preview

=-93 POS

© User Defined 2
User Defined 1
Transaction Start
.$. Open Cash Drawer
=[] Digital Input/Output

- -[#] Park1 Input:0 (Input 0)
=-[£] System

[2] pisk Space Exhausted
LD System Health Unusual
¥ Network Congestion
L] Resource Depleted

o] [ e

,
I
i
I
i

\
i
|
Ll
U
l

Click the Guard button on the Mainconsole to start the “Event and Action General Setting” panel. You will
need to specify an event to be detected as well as set the appropriate action for the system when the
event occurs.

Note:
1. Crystal Ball: Indicates the working status of the system. A blue crystal W

ball shows when the system is recording; it will turn red when an event SECURITY GIRYSTAL BOARD
is detected.
2. Event Report: When the crystal ball is 4
red, you can click it to obtain the IEviliine [IEvent Type [Camera [ Description [
$.2005/11/21 15:16:14  General Motion 9
Smart Guard Event Repor’[ and £2005/11/21 15:16:29  Missing Object 13

cancel the event(s).

Cancel Event Cancel All ; Close
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4.1 Event

o e

|| R XEEa| & | X i I & | &

Action Options
“..®. General Motion 1

--Agr CAMO2 Fish eye

-4} CAMO3 Lobby

-3} CAM04 IVS_Roof

-k CAMOS Parkl

=-V§ Intelligent Video Surveillance

~M§ VS Shopping Mall

/¥ VS Lobby

o5 192.168.2.25 ~Video Preview

- 9§ 192.168.2.25

=[] Digital Input/Output

. -[#] IvS_shopping Mall Input:0 |

=] System

~[&] Disk Space Exhausted

A} System Health Unusual

% Network Congestion

...E2] Resource Depleted

Insert Event

< 1 »

o) (X o]

= s wae — wsaes o= = = — — e e

There are 5 sources of events: Camera (video image), IVS (Intelligent Video Surveillance), Metadata, Digital
Input/Output and System. You can assign multiple events by following the instructions below.
Note: Some event types will not be available under NVR Lite License.

4.1.1 Camera Event - Assign a Camera Event

Step 1: Select a camera and click “Insert Event” icon. o .

Select Event 3-(.
. I Step 2
Event Type Description I
E-‘IFESignaI Lost Detect video signal connection
‘. General Motion 1 Detection of any movernent
. General Motion 2 Detection of any movernent
‘B, General Mation 3 Detection of any movernent
‘B, General Mation 4 Detection of any movernent
;&;General Motion S Detection of any movement Step 3
&, General Motion({Device) Video motion detection alarm of the device
:[I]:Foreign Object Detect foreign object in defined areais) /
fEfMissing Ohject Missing/being roved of defined object(s)
@& Focus Lost Carnera focus lost detector
& Camera Occlusion Carnera blocked or darnaged
[J oK ] ’ X Cancel ]

Step 2: There are 6 types of events: Signal Lost, General Motion, Foreign Object, Missing Object, Focus Lost,
and Camera Occlusion. Select the event you want on the Event Type list, and then click OK.

Note: Only General Motion and Signal Lost are supported under NVR Lite License.

Step 3: General Setting the Event Type. See the following instructions.
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4.1.2 Camera Event - Basic Setting
[Signal Lost, General Motion, Foreign Object, Missing Object, Focus Lost, and Camera Occlusion]

Enable Event: Check the box to activate the event.

Retrigger after status change: check the box to refrigger after status change [Focus lost, Camera Occlusion,
Connection lost and Digital Input/Output

i -

Alarm Event Configuration -

Basic | Advanced |

[v Enable Event
[~ Retrigger after status change
- Life Cycle

& Automatic cancel event when event disappear
" Manual cancel event or event last triggered

" Cancel event after 10 seconds

—Activated Period

' Always activated

(" As Day Mode Schedule Day Schedule

(" As Week Mode Schedule Week Schedule

Life Cycle:

. Automatic cancel event when event disappears: The alarm/action will be cancelled once the event is
fixed or ended.

. Manually cancel event or event last friggered: The alarm/action will remain until being cancelled from
Mainconsole. Choose this option to avoiding missing any alarmes.

Note: To cancel the event: et
Method 1: Start > Open Event Report > Cancel All Events |9 B BELREHN
Method 2 : Click the red crystal ball to obtain the Smart Guard Event ¢ asieekMode Schedule
event(s).

. Cancel event after ___seconds: Enable checkbox and set a timer for canceling the event after a
specific time.

Activated Period:
. Always activated: Allow alarm to be activated at all fimes.
. As Day Mode Schedule: Customize a specific time range for the alarm to be activated.
The alarm will be available daily according to your setftings.
Click Day Schedule to General Setting the schedule.
Choose Add Time Period and drag on the coverage bar to define an activated schedule.
Choose Remove Time Period and drag on the coverage bar fo subtract from existing schedules.
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Click Clear All fo remove all setfings.
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Schedule Configuration
" Add Time Period ' Remove Time Period Clear All
|ﬂf| Coverage 0 1 2 3 4 5 8 7 3 9 10 11 12 13 14 15 16 17 1§ 19 30 F 22 23 39
] pay

. As Week Mode Schedule: Customize a weekly based time range for the alarm to be activated.

Click Week Schedule to General Setting the schedule.

Choose Add Time Period and drag on the coverage bar to define an activated schedule.
Choose Remove Time Period and drag on the coverage bar to subtract from existing schedules.

Click Clear All to remove all settings.

Schedule Configuration
& Add Time Period " Remaove Tirme Period Claar Al

‘ﬂﬂ Coverage 0 1 ® 3 4 & A 7 & & 10 11 12 13 14 15 18 17 1% 19 0 M 2 23 I4
i1 Sunday I
A1 Monday I I
i1 Tuesday I I
ﬂ:| Wednesday I I
ﬂ:| Thursday I I
A1 Friday I I
ﬂ:| Saturday I

AT

4.1.3 Camera Event - Signal Lost
Detect the loss of video signal from camera.

4.1.4 Camera Event - General Motion
- Detect any movement in the defined detection zone.

For each video channel you may define up to 5 motion detection profiles (General Motion 1-5).
This will allow you to set different sensitivity levels for different regions in the same video.

Alarm Event Configuration

Basgic Advanced ]

Event Name: General Motion 1
Alarm Event Option Wideo Preview
Sensitivity ~—

Sensitivity:

J—— Normal

Interval R
Interval
[ [T 3

r

Region Definition ——

Start Simulation \

Region Definition
+ Define detection zone

-

[ Al | [ clear |

N Start Simulation

[v ok | IX Cancel]
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Event Name: Customize your event name here.

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that minimal movement
will tfrigger the alarm. Move the bar to the left to reduce the sensitivity. Setting up an appropriate
sensitivity value will minimize false alarms.  For example, you can lower the sensitivity to avoid the alarm
being triggered by a swinging free in the breeze.

. Interval: Click and move the slider conftrol to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval

Region Definition:

. Define defection zone: To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also Click “All" button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.5 Camera Event - General Motion (Device)

- Detect movement with motion _—
detectors of devices (IP cameras or video Basle, | Advanced
servers). e
Note: This function is only available on devices Video Preview

with built-in motion detection.

Please refer to the user manual of your device
fo set up motion detection.

. Start Simulation
Click to test if motion detection is set up
correctly.

. Go to Web Interface
Click to go directly to device web page
for General Settings.

Statsimulation | [ Gotowebinterface |

|~/ OK J [x Cancel]

-67 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System
4.1.6 Camera Event - Foreign Object
Alarm will be set off when an object appears in the defined area on the screen.

Alarm Event Configuration =)
Basic Advanced |
Event Name: Foreign Object
[~Alarm Event Option Video Preview
Sensitivity
\ I/ Sensitivity:
T Normal
Interval Interval:
RO
= ihg Char
Reglon Deflnlhon 7Ragion Definition
@ Define detection zone
Define object size © Define objectsize
All Clear
Start Simulation
Start Simulation )|
(X cona

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that minimal movement
will frigger the alarm. Move the bar to the left fo reduce the sensitivity of movement detected. Setting
up an appropriate sensitivity value will minimize false alarms. For example, you can lower the sensitivity
to avoid the alarm being friggered by a swinging free in the breeze.

. Inferval: Click and move the slider conftrol to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

Region Definition:

. Define defection zone: To detect Foreign Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also Click "All" button to select the entire detection zone.

. Define Object size: After defining the detection zone, select Define Object Size and then left-click and
drag the mouse to indicate the size of the object you want to detect.

Note: For instance, if you want to prevent somebody from leaving a briefcase in a hallway, place a
briefcase in the hallway in view of the camera. On the screen, draw an area that fits the size of the
briefcase and define it as the object size. Remove the briefcase and then activate the Smart Guard
function on the Mainconsole. The system will consider everything on the screen normal when you click
Start to activate the monitor function.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.7 Camera Event - Missing Object
Alarm triggers when an object disappears in the defined area on the screen.

iE ration (>

Alarm Event Configuration

Basic Awancea|
Event Name: Missing Object
Alarm Event Option Video Preview
Sensitivity ~—_ '
B | Sensitvity: |
T}/ Nomal
Interval Hisnal
R
{1 e
Region Definition Ragion Dericn
@ Define detection zone
D ‘ bject size ‘I
Start Simulation ) (]
- Start Simulation
[ e I

- 68 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that minimal movement
will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement. Setting up the
appropriate sensitivity value will reduce the chance of false alarms. For example, you can lower the
sensitivity to avoid the alarm being friggered by a swinging free in the breeze.

. Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

Region Definition:

. Define defection zone: To detect Missing Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also Click “All" button fo select the entire detection zone.

Note: For instance, if you want to prevent somebody from removing the computer monitor on the desk,

draw an area that fits ’rhe size of the monitor on the screen.
Alarm Event Configuration

Basic Advanced ]

Alarm Event Option -Video Preview

Sensitivity —— f——

Interval: —_—

I~ lanore Lighting Change
~Region Definition

(¢ Define detection zone

¢ Define object size

Start Simulation ]

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.8 Camera Event - Focus Lost
This function alarms you when any of the cameras is losing focus and has blurimage.

——
Alarm Event Configuration

Basic Advanced l

[~ Alarm Event Option = Video Preview

Sensitivity
\
T~ Sensitivity, ——— f——

Interval  —__ Ll

Ig nore Lig hfing I, v Ignore Lighting Change

Start Simulation S

fv  OK J[X Cancel ]

Alarm Event Option:

. Sensitivity: Click and move the slider confrol to the right to increase sensitivity so that a relatively small
movement will frigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the breeze.

. Interval: Click and move the slider control to the right to increase interval fime so that the alarm will only
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be triggered when the movement lasts longer. Move to the left to reduce the interval time.
. lgnore Lighting: Check the box to avoid alarm being set off by light changing.

Region Definition:

. Define defection zone: To detect Lose Focus, you have to define a detection zone. Left-click and drag
the mouse to draw a detection zone. You may define more than one zone on the screen by repeating
the same process. User can also Click "All"” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.9 Camera Event - Camera Occlusion
This function alarms you when any of the cameras are blocked.

Alarm Event Configuration ,

Basic Advanced |

[~ Alarm Event Option ~Video Preview -

Sensitivity

[T~ sensitwity: —
Interval ——__| -

Ig nore ng hhng I, v Ignore Lighting Change

Start Simulation — 1  stantSimuiatn

I« OK ”X Cancel ]

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will frigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging free in the breeze.

. Intferval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval time.

. lgnore Lighting: Check the box to avoid alarm being set off by light changing.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.10 Metadata Event - Assigh a Metadata Event

Step 1: Select a metadata device from the list and click W to insert event.
Note: Please insert the metadata device in General Setting - Metadata Application first.  Then set
the alarm based on it.

Step 2: There are five types of events: Transaction Start, Transaction End, Open Cash Register, Connection
Lost and User Defined. Select the event you want on the Event Type list, and then click OK.
Note that the Open Cash Register event is available on POS metadata devices only.

4w Transaction Start - Detect the beginning of any transaction.

Transaction End - Detect the end of any transaction.

. Open Cash Drawer - Detect the opening of any cash drawer.

Connection Lost - Detect the connection problems between metadata devices and Mainconsole.
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1. User Defined - Detect any condition defined by user.

ff Select Event @
Event Type Description -
15, Transaction Start A transaction starts
& Transaction End A transaction ends
'$.Open Cash Drawer Cash Drawer is opened

|| |42 Connection Lost Connection Lost
.1, User Defined 1 User defined event rule 1

m

ser Defined 2 User defined event rule 2
ser Defined 3 User defined event rule 3
ser Defined 4 User defined event rule 4
ser Defined 5 User defined event rule 5
ser Defined 6 User defined event rule 6
ser Defined 7 User defined event rule 7
W |.¥, User Defined 8 User defined event rule 8
"1 licor Nofined Q licar dafinad avent nils Q

[/ OK ] [x Cancell

Step 3: Go to General Setting for the Event Type setting. For details please refer to the user manual of
metadata plugins.

4.1.11 Digital Input/Output Event - Digital Input/Output Event

PR B R

Event Action |
- B4 CAMO1 Parkl JActlnn Options
-3} CAMO2 Roadl -
G cAMO3 fake_vid geject Digital Input Module @
O CAMD4 Receptic
Sfep 1 -G CAMOS Tradeshl | Digital Input/Output Event
#-1VE Intelligent Vided
=95 FOS /0 Module Pin  Name -
Le-[%] Digital Input/Ouf |_LPark1 1 Input 1
1 1 [parka 2 Tnput2
Parkl 3 Input 3
%-/ AR Roadl 0 Input 0 £
Roadl 1 Input 1
Step 2 | Roadi 2 Input2
Roadl 3 Input 3
[l fake_video i} Input 0
fake_video 1 Input 1
e_video 2 Input 2
I fake_vid
I fake_video 3 Input 3
Reception a Input 0 i
[\/ oK ] l X cancel ]

racalre=—y

=

Step 1: Click and highlight Digital Input on the event type list, and then click the W Insert Event icon.
Step 2: Select the device that is connected to your system.

4.1.12 System Event - Assign a System Event
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e e i ooy |

Event Action I
-
| [= camo1 Park Action Options

-7, General Motion 1
A4 CAMO2 Road1

E ghFSe\eﬁ: Event Iﬁ
Step 1 I

-1 CAM

Event Type Description

L Disk Space Exhausted Disk space i exhausted

System Health Unusual High CPU temperature or low fan speed
Resource Depleted CPU or memory is depleted

Network Congestion Metwork bandwidth is overloading

Step 2

[\/ OK ] Ix Cancel I

Vo) Ko

Step 1: Click and highlight System on the event type list, and click the O Insert Event icon.
Step 2: There are four events, select the event you want to detect.

4.1.13 System Event - Disk Space Exhausted
This function alarms you when disk space is exhausted.

4.1.14 System Event - System Health Unusual
This function alarms you when CPU is under high temperature or fan speeds are running low.
Current Status: Displays current CPU temperature, Motherboard Temperature, Fan Speed and Power
fan speed.
Options: Check the Temperature Format for Celsius or Fahrenheit; fix maximum motherboard
temperature for High Temperature Alarm and minimum RPM for Power Fan Speed Alarm.

4.1.15 System Event - Resource Depleted
This function alarms you when CPU or memory is depleted.
Current Status: Shows you the current Total CPU Loading and Total Memory Usage.
Options: Fix maximum percentage for High CPU Loading Alarm and High Memory Usage Alar

4.1.16 System Event — Network Congestion
This function alarms you when network bandwidth is overloaded.
Current Stafus: Shows you the current Total Upload/Download bit rates.
Options: Fix maximum bit rate (Kbps) for High Upload/Download Bit rate Alarms.

.
System Health Unusual Resource Depleted Network Congestion
Conf: on Alarm Event C n
Basic Advanced | Basic Advanced | Basic Advanced |
[~ Current Status

GPU Temperature: o - Current Status FOUEILEENS

Motherboard Temperature: oc

Fan Speed: 0 RPM Total CPU Loading 81 % Total Upload Bitrate 0 Kbps

Fower Fan Speed: 0O RPM

; D e UEEEE B9 Total Download Bitrate 0 Kbps

-~ Options
Temperature Farmat: = Celsius
i~ Fahrenheit ~ Options ~optlons
High temperature alarm at : : 70C
High CPU Loading Alarm at : ZI TO0% " . ﬂ 100
High Motherboard Temperature Alarm at: = 70¢ e ] Bt e - e
. = High Memoary Usage Alarm at él 7O % -
e [Feh Slpaad Ak & ~| 1000 RFM High Download Bitrate Alarm at z’ 100 Khps
Low Power Fan Speed Alarm at: =1 1000 RPM
v 0K | X cancel | v 0K | X cancel | v 0K | X Cancel |
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* Note: This function is not available if there is no SCB-7108/7116 card installed.

Pop—ui video to TV-Out monitor on event.
4\ Event and Action Configuration [%]

Ewant Action

U Rwo @ @ | e i W & | D

= G CAMOL Camera 1 -~
@’ General Motion

= G CAMOZ Camera 2
&) General Motion Action Type Description

= G CAMO3 Carnera 3 EOn Screen Display Display waming message or color ...
8 General Motion e Play Sound Play waming sound

&G CAMO4 Carmera 4 & send E-Mail Send E-mail to contacts

& Q‘?;N?;gz:lr:f:? Phone Call Dial a phone cll to contact
'8 General Motion ‘i‘P'IZ Preset Go Trigger PTZ camera to present poi...

= G CAMOE Camera 6 & oypo Popup DIfDO panel or trigger digi...
@’ General Motion B sMs Send SM$ to contacts

4G CAMO7 Camera 7 & central Server Send to Central Server
&, Gereral Motion a P Send snapshot to FTP

= ‘T—‘_?IZUEI Camera 8 4" E-Map Popup E-Map on Event

eneral Motion ~

&G} CAMOS Carnera 9 O v-out Pop-up video to TV-Out monitor ...
&) General Motion (@ Push Notification Notice on Mobile Client

= G CAMLO Camera 10
&) General Motion

[5G} CAMI1 Camera 11 | v 0K | | X Cancel |
&) Gereral Motion

=l NT-P'CQM].Z Camsra. 12 = — —a—m r
@] Gereral Motion ~ "‘:} .y ‘ﬂ-. ey

[./ OK ] [ X Cancel ]

4.2 Action

4.2.1 Action - Assign an action type

i ion

~Event [-Action
0 IR E —aeEdRd @
IRt = 01 Parkl Action Options
‘udd. General Motion 1 [(Don Screen Display

Step 1

|4 CAMO2 Roagl A
- CAMO3 fok{ Select Notification Action

Description
Ply warning sound

Action Type
B=Play Sound

8 Send E-Mail Send E-mail to contactors
i Phone Cal Dal a phone cal to contactor
Lt i ‘!'PH Preset Go Trigger PTZ camera to present p...
- Yaj DYDO Popup DY/DO panel or trigger digi...

DA SMS Send SMS to contactors

8 Central Server
f Fre

Send to Central Server
Send snapshot to FTP
Popup E-Map on Event
Notice on Mobile Cient

@ Push Notfication

7
O ey Lo

To insert a new action:
Step 1: Choose an event and click the insert action iconﬂ.

Step 2: There are 11 types of actions, select the actions you want and then click OK.

1. On Screen Display 6. DI/DO

2. Play Sound 7. Send a SMS Message

3. Send E-mail 8. Send to Central Server
4. Phone Call 9. Send snapshot to FTP

5. PTZ Preset Go 10. Popup E-Map on event.

11. Push Notification
* Note: Some actions will not be available under NVR Lite License.
Step 3: General Setting the setting of the Action Type if needed.

4.2.2 Action Type - On Screen display
A red warning will be flashing on the screen of Mainconsole, indicating which type of unusual
event is detected.
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Step 1: Select the “On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera.

Click the “On Screen display” indicator to modify the
setting.

Camera: Display the camera applied to this action.

Auto popup: Click the Auto popup column and select the
expected monitor for popping up the event.

Displayed text: You can follow the default setting to show
the event type, or enable “Customized Text"” to define the
text as your preference.

Color edge: Select the color edge for popping up the
event.

NVR/DVR/Hybrid NDVR System

—
Select Camera

=5

Camera | Auto popup

&E CAMO1 Parkl |N!A

Monitor #1

=~

| ¥ Display text

@ General Motion 1

¢ Customized Text

L
|| W Coloredge _E

4.2.3 Action Type - Play Sound

[\/ oK ] [x Canceil

Sound alarm - the system will play the sound as alarm when an unusual event is detected.

Step 1: Select the “Play Sound™ action and then click OK.

Step 2: The responding window will popup to choose a Wave file (.wav). Click the “Play Sound” indicator to

modify the setting.

4.2.4 Action Type - Send E-mail
The system will send an E-mail immediately to given
accounts indicating the type of event, the time,
and aftaching a picture taken while the event is
detected.

Step 1: Select the “Send E-mail” action and then click OK.

Step 2: The responding window will popup to Select Contact,
type the message to append. (You can choose
more than one contact).

Edit Address Book: Insert the contact information here.

Note:

1. To give the system the E-mail accounts, go to
General Setting > Setup > Hotline. See General
Seftings on page 91 for details.

2. For Digital Input Events, this warning action will
send the snapshot of the associated camera.
Please refer to /O settings for details.

4.2.5 Action Type - Phone Call

Contactor:

[ Edit Address Book

l

MName

M User 1
ME ser 2
M User 3

E-Mail Address

user L@rmail.com
user2@mail.com
user3@rmail.com

Customized message content:

Motioh deteaction alarm of camera A, please dothe below S0P,

(7o ] [X carl]

The system will call a given phone number when an unusual event is detected.

* Note: This function is not available under NVR Lite License.

Step 1: Select the Phone Call action and then click OK.

Step 2: The responding window will popup to Select Contactor and key-in the message which want to

append on SMS content. (You can choose one more contact at once).

Note: To setup the phone number and make an audio record for the phone call, go to General

Setting - Setup - Hotline. See General Setting on page 211.
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4.2.6 Action Type - PTZ Preset Go

. . PTZ Camera Preset Go
The PTZ (pan/tilt/zoom) camera will go to a preset
point or auto patrol when an unusual event is Camera: [cawa cameras 7] I IF Camera
-~ Start
defected ) . ) ) & Preset © Patrol
* Note: This function is not available under NVR Lite license. ] B El
i~ Life Cycle

Step 1: Select the “PTZ Preset Go" action and then click OK.

{+ Stop FTZ action when event disappear

" Keep PTZ action I second

Step 2: The responding window will pop up to PTZ Camera

PreseT GO. _En(‘od Preset " Patrol
Click the “PTZ Preset Go” indicator to modify the setting. T | |

The end preset go will take second

Step 3: Set the action of cameras which you want to frigger by

events. [ s [ ctear |
Camera |Start |Life Cyrle |End |End Preset Go
For example: Please follow below steps to setup this function.
. Set the action of camera 1:
1. Choose camera 1.
2. Set the start, end preset points. [v ok | [X cancel |
3. Select the Life Cycle.
4. Click Add.

J Set the action of camera 2:
5. Choose camera 2.
6. Set the start patrol and end patrol.
7. Select the Life cycle
8. Click Add.
9. Finally Click Ok to save all setting of cameras.
Note: General Setting your PTZ camera before using this function. See General Setting on page 89 for PTZ
camera General Setting.

4.2.7 Action Type - DI/DO
To trigger Digital input/output devices connected to the system, such as alarm lights and sirens.

DI/DO

X1

Digital output to signal:

I/O Module Fin | Mame Life Cycle
O Testhaard 0 Light IEvent it vl

O Testboard

1 Outputl IR deappear
O Testhoard 2 Output 2 10 sec.
O Testhoard 3 Cutput 3 30 sec.

60 sec.
Manual cancel

M Input 2 Cutput 2
v Automatically popup KO control panel > o
Input 3 Cutput 3
[/ oK ] [x Cancel l hd 2

Step 1: Select the “DI/DO" action and then click OK.
Step 2: Select devices to be triggered by event.

Step 3: Click the Life Cycle box of each device to General Setting the life cycle of each triggered alarm.
The alarm may terminate when the event disappears, 10/30/60 seconds after trigger, or require a
manual cancel. Note that you may also customize a timer by simply inserting a number in the box.

Step 4: You can enable the Automatically Popup I/O Control Panel check box to obtain the correspondent
panel fo monitor the 1/O status.
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Note: You should adjust the setfting of I/O device in General Setting>Setting>l/O Device first, the I/O
control panel will display the device status based on it. You can also adjust the size of the panel by

dragging a mouse or click the IZEIX on the right top of the display window.

4.2.8 Action Type -Send an SMS message % Select Contactor, X
The system will send an SMS message immediately to :
given accounts indicating the type and time of Contactor: ’ Sl Gt ]
event. Marme Phone Nurnber
* . : : H H H H ME User 1 111-11131-1111
Note: This function is not available under NVR Lite License. BT Usor 2 ——
ME User 2 333-3333-3333
Step 1: Select the “Send a SMS message” action and then click
OK.
Step 2: The responding windows will popup to Select Contactor
(You can choose one or more contacts). Click the
“Send an SMS message” indicator to modify the setting. _
Note: To General Setting a GSM modem for the system, customized message confent
go to General Setting - Setup - Hotline. See General customized message of each alarrl
Setting at page 91.
4.2.9 Action Type - Send to Central Server v ok J[x camel]
This action will send an event and snapshot to 's Central
Management Server (separate software package, not included).
* Note: This function is not available under NVR Lite License.
Step 1: Select the “Send to Central Server” action and then click OK.
Note: Please refer to the CMS user manual for details on using the Central Management System.
4.2.10 Action Type - Send snapshot to FTP e

The system will upload a snapshot immediately to FIP site.
* Note: This function is not available under NVR Lite License.

aptions
Life Cyele:
@ Stop sending snapshot after:

1 =1

Step 1: Select the "Send snapshot to FTP” action and then click OK. ® B SEREli ST e Ga ClEEmee

Frame Interval: 112 ~| fs

Resolution:

Step 2: General Setting options.
. Life Cycle: General Setting the system to stop sending
snapshots aftfer ___ seconds, or when the event is terminated.
. Frame Interval: Define the frequency of snapshots.
- Minimum is 1/60 fps (1 snapshot per 60 seconds)
- Maximum is 30fps (30 snapshots per second).
. Resolution: Choose to keep snapshot in original resolution or compress to lower resolution.

" Original

+ Customized

— ‘Iil CIF

I 0K | [X Cance\]

Note:

1. For Digital Input Events, this warning action will send the snapshot of the associated camera.
Please refer to /O settings for details.

2. To define an FTP server, go to General Setting > Setup > Hotline. See General Setting at page 91
for detail.

4.2.11 Action Type - Popup E-Map on Event
The system will auto popup E-Map window and show the assigned map and indicator.
* Note: This function is not available under NVR Lite License.

Step 1: Select the “Popup E-Map on Event” action and then click OK. Map Laver. [Flower =

Step 2: The responding window will popup to Popup e-map on event, ingieator: | Carmi [

Click the “Popup E-Map on Event” indicator to modify the setting.

v DK | X Cancel|
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Step 3: Select the Map Layer and Indicator, and then click OK.
Note: To edit E-Map, see General Setting at page 117.

4.2.12 Action Type - Push Notification
The system will send instant message to registered iViewer as a notification.

“ . . . " . . Select Motification Action @1
Step 1: Select the “Notice on Mobile Client” action and then click i
OK Action Type Description
: -::-Pkay Sound Play warning sound
5 Phone Call Dial a phone call to contactor
Sfep 2, Gener(]l Seﬂ,lng Opﬁons vE*P'IZ Preset Go Trigger PTZ camera to present p...
° . ‘@'DD‘DD Popup DI/DO panel or trigger digi...
. Frequency—Rearm inferval: the minimum interval of Bdsus el B o wleii
e . B Central Server Send to Central Server
notifications as the event occurs. (default:10, max:300) e Fre Send snapsnot to FT?
«  User List: All user accounts in this unit. Click “select all” to select o it oD D et
all user accounts; click “deselect all” to remove all user
accounts.
. Receiver List (overview/remove): go to General setting>Network | =
. .o . . . PP, oK Cancel
Service>Push Notification for user account overview. Click “Kill [ | (Xuganeal]
for selected user account delete and “Kill All” for all user
accounts delete. _
'| . User name: user OCCOUH-I— @ Matification Configuration - ‘ A.
2. ID: user account display name Frequency
. . . . . . ¥ .
3. Least time: indicate user did not login period T |G
4. Login Username: the user account display name when UserList
login
. Send test: click to send test push nofification to selected | | [user name Group _ Descrption Login lsemare
||ST [ 1@ admin Adrmin Administrator admin
Note: !
1. Please signin iViewer first.
2. If the user password is changed, please sign in
iViewer with the new password to start the service
again.
3. [If users do not want to receive notifications anymore,
users can turn off this feature on iViewer. There is
one possibility of de-registering failed: users have
ever loggedin to iViewer by typing both LAN IP
and WAN [P of Main Console, but only do 5@
de-registering on one side.
4. If users do not want to send notifications to certain [v ok | [% cancel]
user account, users can de-select the user account
on Nohﬂcohon Generql e r ]
Setting>>Network Service. — - — .
5. If user does not login till 30 days, user Wain |
account on push nofification user list | Live Device Recaive Count 2 [ | [ kman ] |
. . Streaming =
will delete automatically. ~
. . R . = Usas nams D Lease time  Login Usamams
6. Push nofification test is depending on - @ admn 70f65004668819... 10 atmin
iOS/Andriod receive the message or | | e B winls HINANEI = 1 e
noft. | m
IGPP
Service
| Remote
| Desktop
i
Central
Managemaent
Push
:J OK X Can:el:
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4.2.13 Action Type - TV-Out
Pop-up video to TV-Out monitor on event.
* Note: This function is not available if there is no SCB-7108/7116 card installed.

4 Event and Action Configuration [x]

~Event Action
) a|laea @ a
[=hGF CAMDL Camera 1 Ll <clect Notification Action
* 18 general Mation
-G CAMDZ Camera 2 Action Type Description
@, General Mation [on Screen Display Display waming message on video. ..
=G CAMO3 Camera 3 - Zesplay Sound Play warning sound
8, General Mation B send E-Mail Send E-mail to contactors
[=-GF CAMO4 Camera 4 Bl Phone cal Dial a phone call to contactar
* 18 gereral Mation +5+PTZ Preset Go Trigger PTZ camera to present p...
(=G CAMDS Camera 5 | T&iooo Popup DI/DO panel or trigger digi...
7@ Gereral Motion BASMS Send SMS to contactors
= GF CAMOGE Camera 6 B Central Server Send to Central Server
*- 18] General Mation FTP send snapshot to FTP
8. 1,
=1 G CAMOT Camera 7 4+ E-Map Popup E-Map on Event
.78 Gereral Mation ETv-out Pop-up video to TV-Out monitor ...
= FF CAMOS Camers 8

18] General Motion

=G CAMDD Camera 9

&) General Motion

=G CAMI0 Camers 10

.78 General Motion

=G CAM11 Camera 11

&) General Motion

=G CAM1Z Camera 12

@) General Motion ~

4.3 Advanced Settings

Click the Advanced button on the bottom of the Event and Action General Setting dialog for advanced
seftings.

Condition of startup — Smart Guard can be started under the follow modes:
1. Manually start/stop from Start menu or as Mainconsole startup setting (default)
2. Started by defined D/l trigger. Select D/I from dropdown list and click OK.

1 Eventand Action Configuration m
[ Event [~ Action
D R@do@ @ | & @ W& |
=G CAMD9 QA Room Action Options
'8, [General Motion| [XJon Screen Display
=G CAM10 Offic B Send E-Mail
T Foreign Object A rFre
= G CAM11 Derma +§PTZ Preset Go
& Camera Occlusion #'EMap Map:Map, Indicator:None
=53 CAM12 Desktop Advanced Setti
4B signal Lost thnes m
= ¢& TestPOS .
& Transaction Start ~Video Preview Conditian of startup
= [ Digital Input  Manually startistop from Start menu or as Main Console startup setting
[#] Testhoard Input:2 (Input 2)
=3 System + Start Smart Guard detection when digital input signal trigger

[Z] Disk Space Exhausted

Select digital input maodule: Testhoard input:Switch j

l« OK | ’x Cancel]

<]

[v_oc ] [X cancel]
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5. General Setting

T |CAM2 Fish eye

2014/01/03
11:54:16
admin

CAM3 Lobby

License Manager
Save/Load Configuration

Video Analytics
@8 Metadata Application
@ Metadata Search
Bl Log Viewer
B Backup

Network Service

Help
About Main Console...

General Setting

Click the General Setting icon, select from the drop-down menu and open the General
Sefting panel. Modify the setting and access License Manager, Video Analytics, Metadata
application, Metadata Search, Log viewer, Backup, or Network Services. Select Save/Load
General Setting to save/load all the settings.

* Video Analytics and Metadata Application not available under NVR Lite License.

* Video Source function available only with MPEG-4 software compression captures devices.
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5.1 System Setting — General

Status Display

Startup _ : —— .
General lCamera] /0 Device | PTZ Conﬂg] Hotline ] Address Book Mon|t0rD|spIay] Joystlck]
Startup Status Display
™ Main Console ¥ Current Date
™ Schedule Recording System ¥ Current Time
[ Smart Guard System
v Login User
[ Counting Application
[ AutoAdv Intelligent Video Surveillance | TR
[ Live Streaming Server [ IP Camera Bitrate
[~ Remote Playback Server [~ UserDefined Text 1
[~ 3GPP Server
[~ Remote Desktop Server
[~ User Defined Text 2
™ Central Management Senvice
[ Full Screen
Miscellaneous S SLEIER L
w Auto Login Setup Advanced Setting ]
Miscellaneous Audio Preview Auto Reboot
L Ltinatcalyjnofiplelentenor Default Channel (NotUsed) - [ Enable Auto Reboot
™ Minimize to system tray
™ Enable Audio on Active Channel Every |Day
™ Synchronize video frames
at [01:00 AM
DDMS Sernvice j

oK | ’)( Cancel]

Audio Preview Auto Reboot

5.1.1 Startup

Check the Mainconsole box to execute Mainconsole system when windows startup.

Check the following 3 main functions and 5 network services to auto activate functions when Mainconsole
system is execute, including Schedule Recording System, Smart Guard System, Counting Application, Live
Streaming Server, Remote Desktop Server, 3GPP Server, Remote Desktop Server and Central Management
Service. Checking other options can setup the startup status as Full screen, auto lock system by startup or
allow system to auto login with the preset account.

rAuto Login Setup @1
Setup Auto login: Enable "Auto login” and click the Setup button to serkcoount !
obtain the Auto Login Setup panel, insert the User Account and Fasswre
. . P d Confirm:
Password to login automatically when the system starts. Enable the ::M :”m ST
. . . . . . . . . . *Fill in second password while Dual Password Validation is se M
Minimize after login to minimize the Mainconsole window after login. o Pacemrs
3
Password Confirm: ’—
| [~ Minimize after login
1]
s o |
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Check the boxes of the information that you wish to see in the information display window in the
Mainconsole.

2010/10/18
17:46:17
admin

Select the information such as Current Date, Current

Time, Login User, Free Disk Space, IP Camera Bit rate and User
Defined Text.

Click the button to obtain the Advanced Setting

Advanced Setting

Temperature
v CPU Temperature
+ Celsius Degres
" Fahrenheit Degree
v Motherboard Temperature
+ Celsius Degree
" Fahrenheit Degree

Fan Speed

[~ CPUFan Speed

[ Power Fan Speed
Systern Resource

™ Total CPU Loading

™ Total Memony Usage
Metwark Utilization

[ Total Upload Bitrate
I Total Download Bitrate

Miscellaneous

™ System uptime

(7

oK | [X Cancel ]

Panel to select Temperature, Fan Speed, System Resource, Network Ufilization information and System
Uptime info you wish to display.

effect.

Event report dialog to automatically popup when events are detected.
Make sure to stop Smart Guard System before you modify the setting, otherwise the modification will not take

Enable the Option to minimize the Mainconsole to be an icon in nofification area of

windows task bar when pressing the minimize button.

P
@ 2tas

i

Insert the username and password of Mainconsole again when clicking the minimized
MainConsole icon in noftification area of windows task bar to start monitoring.

Synchronize video frames: Select to avoid image tearing problems that may occur while CPU loading is

increased.

Dynamic Domain Name Server (DDNS) function allows

you to use Live View or Web View to connect to the Mainconsole
through Internet event if you have a dynamic IP address.

Click the DDNS button to obtain the Dynamic DNS Setup panel. Set
up the DDNS function by selecting the provider type, filing with user
name, password and hostname, and adjust the update period.

Dynamic DNS Setup

&

Provider

[Dtons

=

User name |

Password |

Host name |

Update period

~————t——— 16 minutes

(v

0K ] lx Cancel l

Select the audio channel that you wish to hear from in “Default Channel”.
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Enable Audio on Active Channel: Select the “Enable Audio on Active Channel” option to hear the audio
from the selected video channel (selected by mouse) on each video grid of Mainconsole. The default
channel will play if no specific video channel is selected.

Volume: Adjust the volume with the “volume bar.”

System plays the audio of System plays the audio of the
“default channel” upper-left “selected channel”

5.1.5 Auto Reboot

Check the option of “Enable Auto Reboot” so that you can reboot the system on the time you select.

- LD
¥ Main Console l

Step 2: Select the time you want to reboot. I™ Schedule Recording System
[~ Smart Guard System

[™ Counting Application
™ AutoAdv Intelligent Video Surveillance

Step 1: Check the option of “Enable Auto Reboot.”

Note: Enable “Mainconsole”, "Auto Login”, “Setup login account” and
check other status in Startup section so when PC reboots the system will run B e e B

normally. [~ Remote Playback Server
—Auto Reboot————————— [~ 3GPP Server

[~ Enahble Auto Rehoot I™ Remote Desktop Server
[T Central Management Service
Every I j \ ™ Full Screen
at I .l ™ Auto Lock System
¥V Auto Login E
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5.2 Setting - Camera

Search
#| 5 CAMO4 Lobby
4 CAMOS IVS_Roof
Insert [7] &5 CAMO6 AV2125
Delete

~ Camera Settings

Configure

CNZ Paxlal

NVR/DVR/Hybrid NDVR System

—Show Video Infos

| Parkl

Camera Settings

[~ Date

[~ Time

Stream Profile

Go to Web Interface

Lens Setting

[ Bitrate

[v Camera Number

v Camera Name

2013/08/15 v
PM05:48:00 v

Video Parameter

Apply All

) {

5.2.1 Add Camera

Four function buttons will be included in the Setting/Camera panel if you have our Hybrid Surveillance

System license for IP camera.

Search: Click the Search icon for the Search IP Camera panel.

Click the Stop Scan button to stop scanning any fime.

‘Search IP Cameras

Device Found:

[1192.168.1.130
[1192.168.1.97
[J192.168.1.90
[1192.168.1.60
[1192.168.1.93
[0192.168.1.98
[J192.168.1.92
[J192.168.1.94
Paeam e e e

IP Camera Option

User Name:

Password:

LevelOne
LevelOne
LevelOne
AXIS

LevelOne
LevelOne
LevelOne
LevelOne

FCS-4000
W(Cs-2010
FCS-1010
207
FCS-3000
FCS-1040
W(CS-2030
FCS-1030

00-40-25-00-00-13
00-11-68-80-44-F1

00-11-68-8044-8D
00-40-8C-72-47-85
00-11-68-80-3A-05
00-11-68-80-47-01
00-11-68-80-32-28
00-11-68-80-36-FD

Camera Name: |Leve|0ne FCS-5011(192.168.1.131)

———
——

7o ) [ _coea]

(v

OK ] [x Cancel ]

The system wiill start scanning automatically;

Fill in the user name and password for each IP camera found and click OK to add it to the camera list.
Insert: Click the Insert icon for the IP/Video Server Setting panel and add IP cameras fo the list.  See
following part (IP Camera/Video Server Setting panel) for detail.

Delete: Click the Delete button to remove the selected IP camera(s) from the system. Click OK to finalize the

modification.

Configure Click the Camera Settings button for the IP/Video Server Setting panel. You can modify the IP
camera settings with the Setting panel. See following part (IP Camera / Video Server Setting panel)

for detail.
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5.2.2 IP Camera / Video Server Setting panel

IP Camera / Video Server Setting ﬂ“
Network =—————— Nstwork
Name: ,—
IP Address: [ .~ . roms
Port: ,30—
User Name: [—
Password:
Protocol CTCP C UDP & HTTP
Device — Device 1
Vendor: [— | Auto Detect
Camera Model: = A
Video Channel: F1 02 03 D4

DeSC r | pt | () ) =ett= - Description
Video Codec:
Audio Codec:
Camera:1, DI:4, DO:3

[,/ oK | [x Caﬂcel‘

Network: Fill in required info of the Network field (including Name, IP Address, Port, User Name, Password and
Protocol) referring to the instruction provided by the camera manufacturer. Check “Use DNS” to use
domain name instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu. Alternatively Click *Auto Detect”
and the detected vendor /model name will show in the box.

Description: Shows information for the IP camera.

5.2.3 Camera Settings

General Camera IIIO Device | PTZ Conﬁg] Hoﬂinel Address Book| MonilorDlspIay] Joyslick]

Camera List \ PEml &

™~ 45 CAMO1 Arecont AV10005
&5 CAMO02 IVS_Shopping Mall
&5 CAMO3 Fish eye

45 CAMO4 Lobby

&5 CAMOS5 IVS_Roof

45 CAMO6 AV2125

15 CAMO7 Park1

Camera Settings ~Show Video Infos
IAV2125 [~ Date 2013/08/15 2
Camera Settings [~ Time PI05:48:00 -

Stream Profile v Camera Number

[V Camera Name

Lens Setting [~ Bitrate

|
|
[ Go to Web Interface
l
l

Video Parameter l Apply All ] l Font ]

v/ oKk | [x Cancel]

- Stream 1 (Main)

Video Format [hzee o
Resolution T

Frame Rate: 10 -

Quality: Normal(10) -

Camera List: The camera(s) connected to the system will show on the panel,
click the name of the camera to adjust the setting.

Camera Name: Name the camera.

Camera Settings: Set the camera parameter such as resolution and frame I !
rate offered by camera vendor. If the camera supports Multi-stream, you % Enaie Fip i
can enable the function by check “Enable Multi-Stream™. Liing: bikz ERN

_ 84 _ Audi !

™ Enable Audio Input from Carmera)

[« oK ] [X Cancel )
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Note: Multi-stream function allows Mainconsole receive 3 different video streams and configure each
stfreaming parameters ex: fps, video format, resolution. Please check Mainconsole device pack
support list for supported feature.

Note: Not every camera model support Multi-stream configuration, please refer latest camera
support list for detail description.

(http://www.nuuo.com/SupportCamera.php2node id=4#)

Now you can confi%ure the parameters for the 3 different streams.

Set camera stream guality
¥ Enable Multi-Stream
Camera : AV2125 I
Stream 1 (Main) Stream 2 Stream 3
Video Format |H 264 j Video Format: |H 264 j Video Format: |H 264 j
Resolution |FULL j Resolution |HALF j Resolution |HALF j
Frame Rate: |WU ﬂ Frame Rate: |20 ﬂ Frame Rate: |1 ﬂ
Quality: [Normalc10) - Quality: [Normalc10y - Quality: [Normalc10y -
Itis recommended to config Stream 1 with highest resolution and frame rate since Stream 1 would be binded to “Main Profile” as default.
Image Adjustment
[¥ Enable Flip |
Lighting: 60Hz j |
Audio I
r
I
IJ OK ] [ X Cancel ]

For NUUO DVR card, "Main” and "“Sub” is offered, and the poramé’rer can be set o-s below:

SCB-6000S series:
Main: D1/ PAL: 6.5fps, NTSC: 7.5fp
Sub: CIF/10 fps

SCB-7000S series:
Main: D1/ PAL: 25fps, NTSC: 30fp
Sub: CIF/10 fps

SCB-8000HD series:
Main: Resolution depends on the camera input. / PAL: 25fps, NTSC: 30fps
Sub: Resolution is a half of Main stream / PAL: 10fps, NTSC: 10fps

Stream Profile: Stream profiles are pre-defined to preferred settings which will respond from the query of the
remote live view function. Each profile has different Format, Frame, Resolution, Quality and Bit rate (Kbps)
settings, you are able to config them individually.

For the camera support Multi-stream function, the 3 different source streams could be connected to
Mainconsole and automatically maps to different stream profiles. Click stream profile to select the source
stfream you would like to change.
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Stream Profile

» Camera: AV2125

Selectto Set stream profile (Multi-stream : On)
: H  Stream Profle | Source Stream | Format | Frame Rate | Resolution | Qualty| Bitrate (Kbps) |
CIIC k S"ec m PrOfIIe Main Stream 1 H.264 10 full 10 =
o . High Stream 1 H.264 10 full 10
for configuration Hormsi Seam 2 oot 20 hat 10
Low Stream 2 H.264 Key frame half 10
Minimum Stream 2 H.264 20 half 10
~ Profile Properties (Change for profile) ~Video Preview
» Main

Source Stream: Stream 1 Camera Settings

[~ Keep key frame only

~Advanced Profile Setting

Set Profile for ocl dspay ot an [ SetLajoupratie ]
LOCQI DISpIGy Li# Profile for analysis: Main v

(For Transcode Record/ Motion Record/ IVS/ Smart Guard/
Counting Analysis)

Set PI‘Of"e fOf Notice: Profile quality should be higher than CIF, 15 fps.
Video Analysis

e Advance Profile Setfing
B local display profile: It shows which stream profile of this channel being used currently for local
display. Click the button “Set Layout Profile” to configure which stream profile expected to be used
under different layout. For example, choose “Main” profile for layout 1x1 and choose *Minimum”
profile for layout 5x5, so the video quality will be different on the two different layouts. By adjusting
the setting, the CPU decode loading can be saved efficiently.

Layout Settin

Camera: I¥VS Shopping Mall

Faor this camera, please choose a layout and set stream profile for different grid size

LB IEE@‘@
HH B Hd B BN B

(| ~Layout Profile Setting

Layout type: (4:3) 11

l Stream Profile: lh |

k Video format: H264
Frame rate 10 fps

! Resolution 1920x1080 I~ Change Stream profile
Quality: Mormal

i Bitrate: = manuclly

Apply setting to other
l Apply to All Layout /]'—l/ |Cly0u’r

[./ oK ][x Cancel ] |

4

A set of default stream profile was chosen as below, but user can change the setting manually.

Grid Profile | Profile 1(IP cam) | Profile 2 (IP cam) | Profile1 (DVR card) | Profile 2 (DVR card)
(16:9)1+3 Main Normal Main Sub
(16:9)2+4 Main Normal Main Sub
(16:9)1+8 Main Normal Main Sub
(16:9)4x3 Normal Sub
(4:3)1x1 Main Main
(4:3)2%2 Main Main
(4:3)3%3 Normal Sub
(4:3)4x4 Normal Sub
(4:3)1+5 Main Normal Main Sub
(4:3)2+8 Main Normal Main Sub
(4:3)1+12 Main Normal Main Sub
(4:3)NxN Minimum Minimum
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(HotSpot)1+12 Main Normal Main Sub
(HotSpot)1+17 Main Minimum Main Minimum

B Profile for analysis: In order to conduct video analysis such as event detection and advanced IVS,
user need to assign a steam profile for this task. To make sure the video analysis accuracy, the
minimum resolution and fps would be: CIF/15 fps.

° Copy fo: Allow user to copy the stream profile of this camera to all the other cameras
Settings will be copied includes:
1. The mapping relation between source stream and stream profile
2. Keep key frame only setting.
3. The selected stream profile for analysis.
*Cameras with Multi-stream enabled can only be copied to other cameras with Multi-stream on while
cameras with Multi-stream disabled can only be copied to other cameras with Multi-stream off.

Go to Web Interface: Go to vendor’s website interface to General Setting the camera setting
Lens Sefting: ImmerVision Lens and Generic dewarp are supported. Click fo enable lens or setup
General Settings, such as camera position.

-

Lens Setting

¥ Enable Fisheye Lens

Lens Type: |Generic Dewarp j

Camera positon - |

[ Fisheye calibration ]

[/ oK ] [x Cancel]

Click on Fisheye calibration to open calibration window. Please note only Generic Dewarp supports
calibration.

r &
fspgy fbaton ————— e — e

¥ GPU acceleration

Original video: Dewarped video:

FOV: |180 ::J Degree

[ Reset to default | v ok | [X cancel |
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Depending on the hardware, GPU can assist in the fisheye dewarp decoding by selecting the “GPU
acceleration” option.

Original fisheye video is shown on the left window. System will automatically calibrate according to
fisheye video, but you can now calibrate manually. Simply click on the green circles to adjust the size
of the calibration areaq, or rotate the area. Dewarped video is shown on the right window so you can
adjust the calibration on-the-fly.

Video Parameter: Adjusts the video's brightness, contrast, saturation, and color hue values.
Show video Infos: Select the information that you wish to see in the on-screen display, or the
sub-screen of the camera. Click the Font button to setup the font style.

Note:
The types of stream profiles and opftions will differ among stream sources.
° IP cameras on NVR IP+ License:

5 profiles include Main (not General Setting), High, Normal, Low and Minimum (for Smart Phone Clients).
° IP cameras on NVR Lite License:

3 fixed, not General Setting profiles including Main, Low and Minimum (for Smart Phone Clients).
e  Analog cameras on SCB series 6000S/7000S/7100 :

4 profiles include H.264 (H.264 format only), High, Normal, Low and Minimum (for Smart Phone Clients).
° HDCCTV cameras on SCB series 8000HD series:

4 profiles include H.264 (H.264 format only), High, Normal, Low and Minimum (for Smart Phone Clients).

96CH Support (adding more than 64CH of camera)
From version 5.1 onwards, Mainconsole is able to support up to 96CH of cameras per server. However, to
ensure system stability, if more than 64 camera is added, the following error message will be displayed:

“You have added more than 64 cameras. To ensure system stability, Mainconsole will now only display 1
channel, and disable autoscan. To see live view or playback, please use Remote Live Viewer or Playback
System on a client PC.”

You can choose to not to be notified of this message. It is highly recommended to use Mainconsole solely as
recording server when recording more than 64CH of cameras.

5.3 Setting - 1/O Device

General} Camera /0 Device } PTZ Config I Hotlme] Address Eook} MonnorDlsplaﬂ Joyst\ck]
1/O Device Seﬂing eetlleer 110 Device Setting Digital inputfoutput pins of selected /O module
Name [Input 0 . .
Device Setting
Module Device Type: ‘NJO j
‘| Fish eye IP Camera
\§ Lobby P Camera Associated Camera: ‘F\sn eye j
' vs_Roof TP Camera
. . If parki P Camera
List of devices ——f— |[@cmenos 1P Camera Pin Name Signal Type
'@ camera 07 IP Camera D10 Input 0 Njo
'@ camera 08 TP Camera DIL Input 1 N/O
-If IvS_Shopping Mal P Camera D1z Input 2 N/O
DI3 Input 3 N/O
X poo Qutput 0 n/Q
Module name Fish eye poL Output L N/
Device: IP Camera Do2 Output 2 N/O
IP Address FakeVideotest dat
Port: a0
Digital Input Monitor Digital Output Simulation
o e .
Digital InputMonitor - @ @ @ @ Q@ O 0 Digital Output
et ot Simulation
W 0K ] [ X Cancel ]
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1/O Device Setting:
. Module Sefting: Name the module device and ID that has been connected to the digital input/output
device(s) to your system.

. Device: This column displays the device(s) already installed to the system.

. IP address: key in the IP address for I/O device via TCP/IP connection

. Port(for TCP/IP connection)/COM Port(for USB connection): key in port or COM port

. ID: Select the number of the I/O port to which you plug the ribbon cable.

= Ed

Click - for test connection, b for add, for delete and -] for modify.

Digital Input Monitor: The device(s) is furned on if the doft is red. By triggering the digital input device, the
related icon will light up. This is used to check that the device is correctly connected.

Digital Output Simulation: The device(s) is turned on if the dot is red. By clicking on the icon, you may trigger
the digital device connected to the system. This can be used to test if the output device is correctly
connected.

Device Setting

*  Name: Insert the name of the device (input and output).

*  Type: Select the device type from the drop-down menu.
1. N/O: Normal Open.
2. N/C: Normal Close.

* Associafed Camera: You may assign one camera to each digital input device. Smart Guard will
collect snapshots from these cameras upon certain triggered events. For details please refer to 4.2 -
Action. DlI's included with IP cameras will keep its own camera as default associated camera.

5.4 Setting - PTZ General Setting

General | Camera | O Devics PTZ Config | Hatiing | Address Baak | Manitor Display | Joystick |

Basic Setting A - pasic sating
Camera Model 1P Camera -
[ & cAMO3 fake_video
—H ey comor r
Baud Rale: =
Address. st
. n P Ar—
Advanced Setting
Miscallaneous
Miscellaneous  —}| R

\ atrol Group Setup

—————
P ——

Install PTZ cameras and follow the instructions of the camera manufacturer. A PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ camera.
Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ camera.

Note: If the camera model is an IP PTZ camera, you can work PTZ function directly without the com port,
baud rate, and address settings.

Advanced Setting: You may setup the pan speed, filt speed, zoom speed and auto pan speed. Adjust the
settings by dragging the bars.
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. Patrol Group: You can setup the Patrol Group, please see page 33 for detail.

. Default PTZ Preset: By enabling this function, the PTZ camera will automatically go back to a default
preset point when no PTZ commands are under action.

preset after idle” and define idle periods and a default preset point.

User-Defined Preset Dialog @

Configuration

Preset Name:

Preset Number:

—
—

Preset Type: (" SetPreset
 GotoPreset
ID | Name Preset | Type |
1 point 17 80 Set
2 function 1 99 Set
3 function 2 95 Go
4 function 3 65 Go

[J oK ][x Cancel]

. User-Defined Preset: User-Defined Preset for the analog speed dome can trigger the extra-function of
the speed dome itself, for example auto-tfracking, login menu of camera...etc.
detailed description of each analog speed dome on its user manual.

Step1: Type the Preset Name.

Step 2: Type the Preset Number.

Step 3: Select the Preset Type.

Default PTZ Preset Tool

FTZ preset default sefting

Tirme interval of idle timeout:

Backto preset point after idle:

To enable this option, check “Back to PTZ

X

,307 Sec.
PTZ home A

[«

ok ] ’ X Cancel ]

Step 4: Press the buttons to Add, Delete, or Update preset setup.
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5.5 Setting — Hotline

General | Camera | 0 Device | PTZ Config Hotline | Adaress Book | Monitor Display | Joystick |

E-Mail Telephone
*SMTP Server: *Port: ,T Modem: v
*E-Mail Sender: [ Wave File: Lo
E-Mail Subject [<No subject- Automatic hangup after [30 " sec
Body Content Make test phone call to:
I~ SMTP server needs authentication r == pres—
o

[ Send Test Mail S moden

Port:

FTP

*Server: *Port: 21

*Login ID: |

Password: | Send atest message to:

Upload directory: i [

Upload Test File

:\/ oK | :x Cancel:

General Setting the settings of various contacts or devices, including E-mail, FTP, GSM modem and
Telephone calls which will be triggered upon event detection.

E-mail: Input the following information: Server, Port, and Sender’'s E-mail address, E-mail’s subject title, Body
content and SSL opftion for encrypted fransmission. Click the Send Test Mail button to fest the seftings.
Note: * indicates mandatory fields
FTP: Input the following information: server, Port, Login ID, Password, and Upload directory, according to your
FTP type to enable/disable Passive mode. You may Click the Upload Test File button to test the setftings.
Note: * indicates mandatory fields
Telephone: Select the modem that the system is going to dial the info call with, and then insert the phone
number you want to dial to. (A modem is required for voice transition.)
Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the phone to alarm the person who picks
up the phone call.
GSM modem: Set the Port and Baud Rate of the GSM modem device, and then enter PIN code. You can
setup the interval of send SMS message. You may Click Test to send a test SMS message.
Note: The interval is set to fix a minimum time period between two SMS messages.  If set as 60 min, the
SMS between 60 min would be deleted and not sent to user.

5.6 Setting - Address Book

Manage the address book from which you may send out a phone call or an E-mail when an unusual event is
detected.

General‘ Camera} 10 Davica‘ F"IZCnnﬁg[ Hotline Address Book I Monitor D]splay] stucﬂ

Please input the name and contad information

User Name

Phone:
E-Mail: [
Description: |
Clear Madify Remove
Contact persons
User name Phona E-Mail Description
T Michael 5551123125 mike@hotline.com

_,/ OK‘_XCamxI‘
- . e |
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Generall Cameral o Dewce| PTZ Conﬁg| Hotline | Address Monitor Display |Joystlck|
Primary |Sec0ndary|
Select Channel Selected Channel
—Auto Scan

$5 .01 vS_Shopping Mall #5.01 WS_Shopping Mall_1 ) I(NotUsed] J

.02 Fish eye &, 02 Fish eye_1 Primary Channel

5,03 Lobby 45,03 Lobby 1

IE 04 IVS_Roof I 04 IVS_Roof_1 Secondary Channel I(Nut Used) -

45,05 Parkl 5,05 Parkl_1

Auto-scan Interval |3U SeC
| ~Layout
NxM Type: 5x5 =)

Software Display on Monitor

Run Mainconsole System on Monitor |1 -

Run Mainconsole Secondary screen on Monitor |2 -

Run Playback System on Monitor Iz -

7
/ lJ oK I l X Cancel I
— — —— e e

Software Display Option

Auto Scan

\

Layout

|

Software Display Option: Execute Mainconsole and Playback System on the assigned monitor by checking

the box. Make sure to adjust the display setting of your computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the cameras shown on primary/ secondary
monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display screen.

For instance, you may select to show only 4 sub-screens on the Mainconsole while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns. You can set up a primary channel that will always be on the screen and a secondary
channel that has secondary priority.
Layout: Choose the number of divisions for NxN division on the Mainconsole screen.

5.8 Setting - Joystick

* Note: This function is not available under NVR Lite license.

i Function

Y Parameter

@‘ Setting

General | Gamera | U0 Device | FTZ Gafily | Hotine | User Account | Address Emyﬂnnmmrmsmay Joystick |

Active Joystick ICH F'ROWTS IP DESKTOP CONTROLLER

/=

Button

| Function /"

[ Parameter /|

Button 1

Goto Preset Point,

1

Button 2
Button 3
Button 4
Button 5
Button &
Button 7
Button 8
Button 9
Button 10
Button 11
Button 12

Goto Preset Point
Goto Preset Point
Goto Preset Point
Goto Previous Camera
Goto MNext Camera

Toggle Single Camera View

Toggle Full Screen
Switch Screen Layout
Switch Active Monitor
PTZ Speed Down
PTZ Speed Up

2
3
4

Impart | [

| Export ] [

‘Default

Import

Export

Default

[v

] [x Cancel I
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Function: You can choose the function from the drop-down menu for the button of the joystick.
() Setting

General | Garnera | 10 Device | PTZ Config | Hotine | User Account | Address Book |

Active Joystick: |CH FPRODUCTS IF DESKTOR COMTROLLER j
Button Function Parameter
Button 1 |Goto Presat Point x|
Button 2 A 2
g“gm 2 Soto Braset it i
LILLon Goto Camera
Button 5

Goto Previous Camera
BUtton & |Gato Mext Camera
Button 7 |Switch Screen Layout
Button 8  |Toggle Single Camera View
Button 9 [Toggle Full Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down
Zoom Wide

Zoom Tele
Start/Stop Patrol
Switch Active Monitor

Import ] ’ Export ] [ Default
Note: Following is a complete list of all functions:
1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point (including Home) 10. PTZ Speed Up
3. Goto Camera 11. PTZ Speed Down
4. Goto Previous Camera 12. Zoom Wide
5. Goto Next Camera 13. Zoom Tele
6. Switch Screen Layout 14. Start/Stop Patrol
7. Toggle Single Camera View 15. Switch Active Monitor
8. Toggle Full Screen

Parameter: You can choose the parameter of the function from the drop-down menu.
Default: You can set the default setting for the joystick.

Export: You can export the setting of the joystick.

Import: You can import the setfting of the joystick.

DCZ Joystick integration
Support function:
e “F1":select full screen display in current monitor

"F2": select 2x2 display in current monitor

“F3": select 3x3 display in current monitor

“F4": select 4x4 display in current monitor

"CAM" + "number”: select a camera and open instant playback

“"MONITOR” + “number”: select a monitor

“LIVE" + *number”: select a camera

“PRESET” + “number”: go to a preset

“TOUR": go to a patrol

o When focus on a channel, and press "“tour”, camera will execute the assigned ftour (one of

the 4 tours.) for this camera.

e “-PREV": display the previous camera
o Keep press “-", display chance would be chl -> ch3 -> ch2 -> ch]l
o —is not applicable in multi-view

e "+NEXT": display the following camera
o Keep press “+", display chance would be ch1 -> ch2 -> ch3 -> chl
o +isnot applicable in multi-view

e "“1/PLAY": play video in instant playback

e "2/STOP": stop video in instant playback

e "3/PAUSE": pause video in instant playback

e “JOG/SHUTILE": step forward/backward and speed up/down in instant playback
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5.9 Storage Setting
Storage setting allows you to set up your storage group, record group, edge storage, video recycle, and log
recycle setftings.

5.9.1 Storage Group

Storage group is where you can set up disks in groups for various purposes, such as recording the important
videos into higher quality disks, or simply organize certain camera recordings into certain disks for better
video management.

It is recommended not fo save in system HD (C :\) to avoid PC efficiency drop when free storage is low.

iﬂ) Storage Settin
| Storage Group |Recurd Groupl Edge Slurage' Video Recyclel Log Recycle |

Storage Group List = =

DDeﬁurt Group (Default) Location Storage Space
C:\Program Files (x86)\NUUO... | 133.18GB frde of 270GE |

Default Group [Default)
133.18GB free of 279GB

[T Enable disk load balance (Recommend same volume disk)

v OK | [x Cancel ]

On the left column, Storage Group List lists out all the storage groups.
1. Click on the + button to add a storage group.
Click on the — button to delete a storage group.

2. On the right column, disks in the storage group are listed.

Change the location by clicking the =l putton.
Right click on a disk to move to another group (see below), or click on the upper right + button to add a
disk info the group.

D I
| Storage Group | Record Group' Edge Storage | Video Recycle | Log Recycle |

Storage Group List

DDeﬁuIt Group (Default) Location Storage Space

15t Floor D:\ I P LWL YT W T Yo |
Move to group 3 Default Group

1st Floor

If you have more than one drive available for recording, you may check “Enable Disk Load Balance
(Recommend Same Volume Disk)” to evenly distribute recording to multiple drives.  This will increase
efficiency of the system. Please refer NUUO design tool for evaluation. (http://www.nuuo.com/calculator/)

Note:
1. Default Group cannot can be renamed, but not deleted.
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5.9.2 Record Group
Record group is where you assign where each video from a camera is recorded to. Cameras that are active

are listed here.

1. You can choose which video (Record 1, Record 2, or Edge video) is to be recorded to the intended
storage group individually.

Storage Group Record Group | Edge Storagel Video Recyclel Log Recyclel
Assign record files to storage group.
SelectAl Set [Record 1 | saveto =]
Mame Record 1 Record 2 Edge Retrieving
|7 Fisheye Default Group Default Group Default Group
[ store1 1st Floor Default Group Default Group
[T storez 1st Floor Default Group Default Group
[[] store3 1st Floor Default Group Default Group
|7 Store4 1st Floor Default Group Default Group
[ Elevator1 Default Group Default Group Default Group
[./ OK ] [ X Cancel ]
i
—— = == = ——— i

2. You can also choose to multi-select the cameras, and assign as a group.
Click on the checkbox on the left and select the desired cameras, and select the type of Record, and select
the Storage Group to assign as a group.

Storage Group Record Group | Edge Storage | Video Recycle | Log Recycle |

Assign record files to storage group.

l SelectAll ] Set IRecordZ j save to Default Group j
Mame Record 1 Record 2 Edge Retrieving Default Group
["] Fisheye Default Group Default Group Default Group

Default Group Default Group Default Group
1st Floor Default Group Default Group

Store3 1st Floor Default Group Default Group
[T store4 1st Floor Default Group Default Group
[T Elevatorl Default Group Default Group Default Group

3. Click on [Select All] fo check all cameras on the list, and assign as a group if needed.

4. Press [OK] to confirm the change.

5.9.3 Edge Storage
Edge Storage is where you can set up edge recording. The feature works as a recording failover mechanism

as the lost videos that are not recorded in Mainconsole due to unexpected disconnection can be retrieved
from the edge cameras after reconnection.
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.&StwagESettin

Storage Gmup} Record Group  Edge Storage I\Imen Recycle] Log Recycle}

I Edge record overview

Retrieve Mode
d Camera Name Status
Auto <
W | CAM 11 E-Video1 Auto hd Idle
v | CAMA12E-Video2 Auto hd Idle

To ensure time synchronization between camera and recording server, please enable camera NTP setting.

lJ oK ][X Cancel I

Below list the conditions for Mainconsole to retrieve videos from edge cameras:
1. Recording schedule is started at the time
2. Edge record setting is enabled (default is enabled).

Edge cameras that are connected and supported will be listed in the page automatically. A connected
camera which does not support edge record will not be listed.

Setting up Edge Storage
Camera Name
List the camera number and its name as set up in camera settings.

Retrieve Mode

With Auto, when re-connection is detected by system, the lost video record will be retrieved.

With Daily, you can set up a preferred time to start retrieving the videos, for example at 2am, where the total
bandwidth is lower to ensure smooth video retrieving.

Daily Retrieving [é]
Schedule: 02:00 AM -

’J Ok ] IX Cancel ]

Status

Below list the possible status indicators and its explanation

® Reftrieving... : Lost video is being refrieved from camera

® |dle: There is no lost video

®  Waiting: A maximum of 3 videos can be retrieved at the same time. So when there is more than 3
cameras with lost video, this is shown when the camera is queuing to be refrieved.

® Prepare to stop: This is shown when during retrieving, user manually disable the retrieve progress by
unchecking (and pressing [OK]) the edge camera. System will not immediately stop retfrieving video,
thus displaying this message.

® Disable: When the specific camera is disabled from edge reftrieving.
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Note:

1. Retrieved videos are considered as Record 1, and automatically joined with server recorded videos
seamlessly.

2. Onyl videos within 7 days of reconnection can be retrieved.

3. Below are conditions where Mainconsole will not refrieve videos from edge cameras:

® Mainconsole application is closed manually.

® Power of Mainconsole server is switched off.

&

To ensure time between camera and recording server are synced, please enable NTP on camera.

5.9.4 Video Recycling:

This setup allow user configure different recycle criteria for different cameras and for different Record video
of the same camera.

General setting: Set the standard limit to let the system recycle automatically. The system will start to recycle
if the disk space is less than the indicated percentage (default is 10%, minimum is 5%).
Opftion setfing: Set different recycle days for Record 1 / Record 2 so can keep different length of recordings.

General setting:
Always keep 5 % disk space.

Optional setting: keep defined recording days

[+ Only keep 365 day(s) for Record 1.

[v Only keep 365 day(s) for Record 2.

i [v Allow exception

Select camera to customize Exceptional recycle duration Edit
Camera Camera Recordl Record2
.02 Fish eye & 01 1v5_Shopping Mall 7 day(s) 30 day(s)

03 Lobby
& 04 IVS_Roof
& 05 Parkl

Motice: *-" indicates the channel follows the General Setting setup (% of disk space.)

’/ oK ] ’)( Cancel]

_ -

Allow exception: Drag and drop the camera(s) to the right panel and will pops up a setup window as below
to input the special recycle criteria. In below, the 2 recordings of the first camera were configured with
different recycle criteria: Record 1: 7 days; Record 2: 30 days.

r 5
Recycle Exception &J

Camera: |IVS_Shopping Mall

Exceptional recycle dration:

¥ Keep 7 day(s) for Record 1
v Keep 30 day(s) for Record 2

l\/ OK Hx Cancel ]
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If you expect a recording utilize the space in maximum, you can leave black in the keep x days.
By setting this, the symbol would become “-", ad the length of Record 2 will depend on the remaining space
of available space. This also means this recoding has lowest priority, so it would be recycled first when disk
space is insufficient in order to meet or recording settings.

Recycle Exception == Camera Recordl Record2
&5, 08 Camera 08 10 day(s)

Camera ‘Camera 0s

Exceptional recycle duration:

¥ Keep 7 day(s) for Record 1
I~ Keep

[J oK HX Cancel ]

Note:
1. The system will detect the storage space of default location firstly, if the default storage space is
exhausted, the video will be stored to the next directory.
2. If all the status of locations exceeds the storage rule, the system will start recycling in an hour
progress.
3. Recycle priority: keep % of dis space > keep x days > keep — days.
4, Recycle example:

Example 1: Set “keep 10% of disk space”; Current available space is still more than 10%, ex:15%.

a. Forthe recordings set as “keep x days”: Mainconsole will start to delete the oldest recording
when it's data length reach x days.

b. For the recordings set as “keep - days”: Mainconsole continue record and will start delete the
oldest recoding when available disk space reach 10%.

Example 2: Set “keep 10% of disk space”; Current available space is10%.

a. Forthe recordings set as “keep - days”: Mainconsole will start to delete the oldest recording.
The new space after delete will be used to store the recording which set as “Keep x days”.

b. For the recordings set as “keep x days”: Mainconsole will start to delete the oldest recording
when it's data length reach x days.

c. Mainconsole confinue delete the oldest recordings of “keep — days™ until it remain only 1 day
Then, Mainconsole will start to delete the oldest recordings of “keep x days” in order to follow
the rule: keep 10% of disk space.

5.9.5 Log Recycling: Click the button to obtain the Advanced Recycle Setting panel. Set the days that you
want to keep the event or Keep all event logs within interval of video files.

Event Log: Delete the event log data that is older than the number of days seft.

System Log: Delete the system log data that is older than the number of days seft.

Counting: Delete the counting application data that is older than the number of days set.

Metadata Transaction: Delete the metadata transaction data that is older than the number of days seft.
Resource Report: Delete the Resource report data that is older than the number of days set.

Edge Storage: Delete the Edge Storage Log that is older than the number of days set.
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Storage Group | Record Group | Edge Storage | Video Recycle Log Recycle

~Event Log
" Keep event log within interval of video files

@ Keep eventlog for 7 days

—System Log

© Keep system log within interval of video files

& Keep system log for 14 days
~Caunting

" Keep counting log within interval of video files

@ Keep counting log for a0 days
~Metadata Transaction

" Keep Metadata transaction within interval of video files
' Keep Metadata transactioin for ao days

~Resource Report
" Keep resource report within interval of video files

= Keep resource report for a0 days

 Export and Backup Log

© Keep export and backup log within interval of video files
@ Keep export and backup log for 14 days
" Keep export and backup log forever

- Edge Storage
" Keep edge storage log within interval of video files

@ Keep edge storage log for 14 days

[\/ OK l[x Cance\]

5.10 User Account Setting
General Setting all user accounts under this setfings page.
Note that this page is only accessible by the default admin account.

User

Add new users and modify or remove existing users.

You may choose to add Basic Users directly in the system or import users from MS Active Directory (MSAD) as
Windows Users.

*Note: Please remember to add your Windows login AD user account to the local PC's administrators user
group. Mainconsole can be launched by administrators only.

User |F'r|\ﬂ|ege|

- - - UserAccount
User name | Group | Description | Login Username
& admin Admin Administrator admin UserAccount Type: Basic User
o User Basic User
User Mame: |ad
Group: |User j .
_ . User account Settings
Description: IBE[SIC User
Password: I"""”
Password Confirm: I"*‘*
¥ Enable dual password validation
Second password: I*’“‘*
Password Confirm: |****

[~ Disable UserAccount

[~ Keep remate login for |3 minutes

[~ Access Video Period for I7 day(s)
Delete Basic User
)l i | - Automatic Synchronize |
& &8 8 Windows User Setting
\ [,/ OK ] [x Cancel I
Add Basic User Add/Remove/Synchronize Windows User
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Basic Users
Click & to add a new Basic User. Click & to delete an existing Basic User.

Create and modify the content of each user account under User Account Setting:

User name: Insert the user name.

Group: Assign the group for each user.

There are 3 default privilege profiles of account groups:
Admin: Have privileges of all system functions and devices, except adding/deleting/modifying
privileges of other users.
Power User: Have limited privileges of system functions and complete privileges of assigned devices.
User: All the privileges of system functions are forbidden. Users can only manage assigned devices.

Descriptfion: Insert the description related to each user.

Login Username: the user account display name when login.

Password: Insert the password assigned fo each user.

Password confirm: Insert again to confirm the password.

Enable dual password validation: Insert the second password assigned to each user. If this function
enabled, the second password will be required for certain operation depends on the setting of
“Privilege” page.

Disable User Account: By checking this option, the account’s access to the system will be blocked.
Disabled accounts will be marked with a cross on the icon .

Nofe: Only the default admin account cannot be disabled.

Keep remote login for _ minufes: Insert the duration to auto kick out account after logging in from
Remote Live Viewer or Remote Playback server.
Access Video Period for _ day(s): Insert the duration for the account to access video period.

Windows Users

Click & to add/remove/synchronize Windows Users.

Select User
Check users or folders under Select Active Directory user(s) and click OK to add Windows Users.

Select Tser

Click Select All to check all available users and folders, or click
Deselect All to uncheck all users.

Active Directory Domain EricChen

Select Active Directory user(s):
= 2 Adrinistrators (Administrators 5 BISE2-FEERAINTTE ~ |

F g Administrator GrOUp Mdpping:
M8 D trati . . :
182 USER (e ohem Selected Windows users will be grouped according to default
O Backup Operators (Backup Operators REEES i fvng - ma pp|ﬂg
O Guests (Guest IRIETESAT User 3RS EERERT B
411G HelpSencesoroup GUSRR £ 24E) MSAD Group Mainconsole Group
O3 metwaork Configuration Operators (3 EEEHAPAIMST ini i
05 Power Users (Power Users BERZERA T FRERSIRI TR AdmlnlSTrOTor Admln
O Remote Deskiop Users (ESSBRHE RIS EEIBET Guest User
O Replicator PSR DS REE =
e e | Other PowerUser
[ selectan || Deselectal

You may modify group setting for each user later under the User

Group mapping Account page

MSAD Group Main Consaole Group
(=3 Administrators Admin

Click OK when you are done adding Windows users.

[\/ 0K Hx Cancel ]

Synchronization results will be displayed for confirmation.
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Active Directory Sync Tool Please refer to the default solution for all conflicts:

Canflicts:

User Mame Description Solution d New accounts added from AD domain:
M8 sdministrator  EIRE /R ARIER Add to MainConsole Add to Mainconsole
#1828 Dermanstration 2dd to MainConsale 3
EI82usER Add to MainConsols . Accounts from AD domain removed:
[A8ISUPPORT 3. EREHARTERFTAEEIRS  Add to MainConsole :
[F8SHanAsistant 1R {EEHREITIES 2dd ta MainConsale Delete from Mainconsole

. Account description modified:
Update description

. Encountered admin account:
Skip admin account

. Newly added account from AD domain
conflicts with existing basic user account:
Replace basic user account

v 0K IX Cancel ]

Uncheck items to skip applying solution to Mainconsole user account settings.
For example, if you uncheck an *Add to Mainconsole” solution, the new account will not be added to
Mainconsole’s user account list.

Automatic Synchronize Windows User Setting
Instead of manually adding and updating Windows users, you may also config the system to automatically

synchronize all Windows users at a specific period. Click &7 1o do this.

Automatically Synchronized Seting

Automatically synchronized setting

v Automatically synchronize Windows users

Bynchraonized period 1 Dayts)
Synchronized time: 10:00 =

. Automatically synchronize Windows users:
Check to enable automatic synchronization.
. Synchronized period:
Config the synchronization to start every ___ days.
. Synchronized time:
Define at what time the synchronization should start.

Note: Auto synchronization will apply all default solutions to conflicts.

Privilege: Define detailed privilege of functions and devices for each user account.
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i 4 a . ™ -

fﬁ?’i

User name [ Group | Description [ Login Username | Privilege:
& admin Admin Administrator admin =] Function -

E Login Mainconsole
L. Meed Dual Password Validation
-.[ ExitMainconsale
-.[d Configure Mainconsole
[ start/Stop Monitor All
[ Start/Stop Network Senvice
=B Login Local Playback System
: Meed Dual Password Validation q
=[] Login Local Backup
.0 Delete Recorded Files
|:| Meed Dual Password Validation
[ erowse Log
-.[] Minimize Mainconsole
E1-[) Remote
EID Login Remote Live Viewer
i [0 Need Dual Password Validation
=0 Login Remote Playback System
|:| Meed Dual Password Validation
= Login Remote Backup
.0 Need Dual Password Validation
=[5 Device

Sad User Basic User ad |_:_|E| Local (Mainconsole) ‘

Privilege

[ 2

lJ 0K ] [x Cancel]

Copy Privilege to

Function: General Setting setftings, operation related, system General Setfting, and privilege of remote
access.*

Device: General Setting device privileges of camera, digital output and metadata sources in
Mainconsole and client applications.

Copy Privilege to...: Click this button to copy privilege settings of any account to another.

Note: The privilege of default admin account cannot be configured.
“Setup TV-Out function” is not available if there is no SCB-7108/7116 card installed.

5.11 Auto Backup Setting
General Setting your system to automatically backup video data on a daily or weekly basis.
* Note: This function is not available under NVR Lite license.

Auto Backup Config: General Setting auto backup settings on this page.

Enable Schedule Backup: Check to enable backup process.

Select Camera(s) fo Backup: Choose all channels to backup.

Option

Location: Define backup route.

Backup Playback System: Check to backup the playback application with each process.

Send Mail when Backup Failed: Check to receive an email nofification when backup fails. Click Setup
for email General Setting. Select one or more contacts from the address book and General Setting
customized message content.

Recurrence: Choose start time and Recurrence: Daily or Weekly modes.
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Auto Backup Config |Aut0 Backup Statistic |

[¥ Enable Schedule Backup

Select Camera(s) to Backup:

[ §5 camol Ivs_Shopping Mall
&5 CAMO2 Fish eye

15 CAMO3 Lobby

15 CAMD4 IVS_Roof

15 CAMOS Parki

NVR/DVR/Hybrid NDVR System

-
—— [ Edit Address Baak |
Marne E-Mail Address
- Option E rmousie mousie@ernal.com
Location ci OF ayu ayumi@aves.co.jp
O swril ArilLisory.com
Backup file: [RecorsT ]
[~ Backup Playback System /
[v Send Mail when Backup Failed
- Recurrence
Start Ti 01:00 =l
art Time =l
R IDa"Y :I' Customized message content;
Every IT— Dayis) Backup failed, please check network settings and storage.
’\/ oK ] [ X Cancel ]
[ oK [ X Ccancel ]

Auto Backup Statistic: Shows stafistics on current or latest backup status.  Click Refresh to update.

Eb Auto Backup Setting
Auto Backup Config  Auto Backup Statistic |
Refresh
Current Backup Status: Idle |
Mext Backup Start Time: A
Mext Retried Process Time: MiA
- Last Backup
Last Backup Start: (W15
Last Backup Stop: (Y
Backup Video Period: 0 rmin 0 sec
Backup Size: 0.006B
Backup Result: Complete

. Current Backup Status:

Idle: not active or awaifing next backup process
Backup...: Backup under process
Retry...: Previous backup failed, awaiting retry

. Next Backup Start Time: Scheduled time for next backup process

. Next Retfried Process Time: Scheduled time for next backup retry process. N/A when status is Idle or

under Backup.

. Last Backup

Last Backup Start: Time and date last backup started.

Last Backup Stop: Time and date last backup was completed or had failed.
Backup Video Period: Total time spent on last backup process.

Backup Size: Total file size of last backup.

Backup Result:

Completed: Last backup succeeded.
Failed: Last backup failed, under retry process.
Timeout: Last backup failed, retry process timed out.

5.12 Counting Report Setting

Configure system to automatically send out the people counting report via E-mail or FTP periodically.
* Note: This function is not available under NVR Lite license.
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General setting:
. Mode: Select counting source you would like to backup.
. Frequency: Define the report frequency.
. Resend if first fransmitting fails: Setup retry internal and times.
. Report through: Select report method.

Format Setting:
. Report format: Select report format (Diagram / .CSV) and file name prefix.
. Advance setting: Customized column name for .CSV format.

E-mail Setting:
. Synchronize with Hofline E-Mail setfing: Click this option to synchronize the setting so no need to input
information again. Skip the option to input all necessary information of an SMTP server.

FTP Setting:
. Synchronize with Hofline FTP sefting: Click this option to synchronize the setting so no need to input
information again. Skip the opftion fo input all necessary information of an FTP server.

Counting Report &
—

[+ Enable Auto Upload Counting Report

General Setting | Format Setting | E-mail Setting | FTP Setting

Basic

Mode: * Basic Counting i Adv IVS Counting

Frequency: IHourIy vl Send every |1 vl Hour(s)
Start fram 01:05 = To 01:05 =

Resend iffirst transmiting fails:

Retry interval: Min{s)

[
Retry times: |10

Report through:
[~ E-Mail
[ ETP
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5.13 Language Setting )
Language setting allows you to switch the language e r——— M - B
of the application. Select the desired language, and & storage Settng ! :
system will prompt you to restart the application. After = o
application is restarted, the new language setting will
be applied.

License Manager
Save/Load Configuration

@ Counting Report Setting Metadata Application
A W Metadata Search
Log Viewer
Backup

Network Service

Help
About Main Console...

5.14 License Manager

| EENF

The license of the software should be registered first before operating the Setting »
former version of Intelligent Surveillance System. e

Save/fLoad Configuration 4

Video Analytics »

Execute the License Management Tool in General Sefting >License
Manager to activate the license from dongle or serial number allocated
with the software package, or de-activate the license then bring it to

Metadata Spplication
i Metadata Search
Log Viewer

another PC to activate it again.
Note: Please refer to page 145 for the detail setting of License
Management tool.

5.15 Save/ Load General Setting

The Save/ Load General Setting function allows system users
to save any specific setting as a CFG (General Setting) file.
You may save several different CFG files at a fime.

Save General Setting: To save a specific setting, go to
General Setting - Save/Load General Setting - Save. In the
popup window, type in the file name and then save it as a
CFG file.

Load General Setting: To load a specific setting, go to
General Setting - Save/ Load General Setting - Load. In the
popup window, go to the directory that you saved the CFG
files at, select any one of them and then click OK to load the
file.

Note: Mainconsole will be automatically shut down after
loading a new General Setting. Restart Mainconsole
manually.
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5.16 TV-out Setting

* Note: This function is not available if there is no SCB-7108/7116 card installed.

Afterinstalling a SCB-7108/7116 card, a new feature will be added in Mainconsole automatically, Click
M General Setting | and select TTV-Out Setting | .

Setting 4
B8 Licensa Manager
Save/fLoad Configuration »

Wideo Source

TW-0Out Setting

Wideo Analytics r
gB Metadata Application
@ Metadata Search
B Log viewer
B Backup

Metwork Service

Help

Ahout Main Consale. ..

FTV-Out Setting ;| window appears.

TV-Out Monitor Camera Monitor Display
T¥-Ont Setting |z|
I TW-0ut Manitar I Maonitor Display
=@ Card 1 (Cam01~Camlf) 01 Camera 1 A
[ ™ 1 F0Z Carmera 2
TV 2 F03 Camera 3 5
i % I ] ‘F04 Camera 4 9
@@ Card 2 (Cam17~Camz24) E & 05 Camera 5 ||
@@ Card 3 (Cam25~Cam2s) &06 Camera 6
@ Card 4 (Cam29~Cam32) E @07 Camera 7
‘G032 Camera 8
YF09 Carmera 9
g 10 Carera 10
‘F1l Camera 11
g2 Camera 12
=12 Camara 12 )

-Auto Scan

TV Adjustment

Layout: dxd - @
Frimany channel: IIZI'I Camera 1 j @ @
Secondary channel: |32 camera 32 -

_\|
w
i)
g

/ Auto-scan interval:

Default

-Miscellaneous

v Enahle OSD display:

¥ Enable manual Tv-0ut pop-up

[/ oK l [x Cancel]

Auto Scan TV Adjustment Miscellaneous

TV-Out Monitor: Display all SCB-6000S/7000S/7100 series cards installed in this computer, choosing SCB-7100
series one to Click for TV-out function then users can start to edit the right parts.

Camera: Displays a list of all cameras.

Monitor Display: Modify the cameras shown on Monitor Display in the right window. Show the video cameras
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which are playing in sequence. Choose the cameras in Camera (Multiple choice), then cIick, the system
will have the selected cameras show below Monitor Display. If user wants to remove the cameras, select the

cameras then click, the system will remove from the list.

Auto Scan: Set “Layout”, “Primary channel”, the form of “Secondary channel” and the interval fime of
“Auto-scan interval”.

TV Adjustment: Users can adjust the position of TV-out screen by this function. Click to apply all

the settings back to default value.
Miscellaneous: "Enable OSD display" and "Enable manual TV-Out pop-up" setftings.

5.17 Video Analytics - C Intelligent Video Surveillance
Please refer “IVS Manual” for detailed explanation and configuration.

| . User Manual
@ Burn-in Test
"L Installation Guide

& Metadata User Manual

TE Quick Start Tips
'@ User Manual

5.18 Video Analytics - Counting Application

Count objects, people or vehicles passing through pre-defined detection zones.

To access this page, login with admin account or user account with privilege of config main system.
* Note: This function is not available under NVR Lite license.

-Video Preview
[7] (5 CAMO2 (Road1)
HETTEl CAMO3 (fake_video)
1 E cAM04 (Tradeshow)
[7] (& cAMOS5 (Cisco)

Camera List

Region Definition
Region Definition - Options Runtime Result
@ Define detection zones € 1 Way Counting ¥ Show counting result In: 0

" Define object size @ 2Way Counting Out: 0

start Simulation e e I
\ v oK X_Cancel
Options Runtime

Camera List: Select which camera would enable counting application.
Operation:

Define detection zones: Defined the detection zone.

Define object size: Defined the size of the object to count.

Options: TWay Counting will take objects going from Region 1 to Region 2 as one count. In 2 Way Counting
mode, it counts either going from Region 1 to Region 2 or from Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen and/ or show object bounding box,
which draws the shape of the object that the system detects in red squares. You can choose from the
drop-down menu of how long you want to reset the counting number.

Start Simulation: Click fo test the setting.
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5.19 Video Analytics - Privacy Mask
Mask your video with dark areas to protect your privacy.
To access this page, login with admin account or user account with privilege of Config main system.
* Note: This function is not available under NVR Lite license.

Privacy mask settings will apply to local and remote live view, web live view, local playback, remote
playback and web playback.

[ Privacy Mask Configuration

[ ——  ~Regional Definition Preview
A EcamoL —

CCImeI‘G LISf ECAMD2
O & camos
O & camo4
O & camos
O & camoa
O & camo?
O & camos
O & camog
O & camio
O & camil
O & camiz

Rectangle Count

— Clear All

Rectangle Count: 5 (Max: 10)

’J [ol4 ] ’)( Cancel ]

Camera List: Check cameras to enable privacy mask.

Regional Definition: Click and drag to define privacy masked areas.

Rectangle Count: Maximum 10 rectangles can be drawn to define privacy masked areas.
Clear: Click to clear all rectangles.

5.20 Metadata Application

* Note: This function is not available under NVR Lite license.

The Metadata application now supports three different data types, including POS, LPR and access control.
This tool can be used to General Setting these devices. Note that you will need additional licenses to use
these features. Instructions on license activation can be found on page 145. Refer to the Metadata User
Manual for more details.

e
2 Metadata Apphca(n_ . ]
Data Source | Display | Plug-in |
Inset & Delets Configure Settings
508 Metadata ¥ Record Metadata Transaction
I =S5 POS ¥ Display on Video Preview
POS
% @ Aways Display
¢ Lastfor 10
Tag Filter
[Pos =~
[ wew ][ B ][ oeete |  mpont | [ Expon

Associated Cameras

[ &5 cAMO1 Parkl

¥

] &5 cAMO3 fake_video
[ & CAMO04 Tradeshow
[£1 &5 CAMOS Cisco

Display Region Definition

@ Default € UserDefine
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5.21 Network Service

There are 5 types of network services: settng ,
Live streaming server, Remote playback server, 3GPP service, Remote Desktop, - ;:j:/‘fo?:";z:mm !
and Central Management Service. From the Mainconsole, go to General i -

@8 Metadata Application
@ Metadata Search
B Log Viewer

B sackup

Network Service

Help

Setting - Network Service to obtain the Network Service panel.

An icon shows for each network service in the information window of
Mainconsole when started. See 1.1 User Interface Overview for details.

y About Man Console...

a2

}

3, T

LiveView | Playback 3GPP Desktop CMS
e
o 2

[l
Stop ﬂ E

5.21.1 Live Streaming Server

When starting the live streaming function of computer, the system allows remote users to log in to the specific
computer and view cameras that are connected to it. As system administrator, user could be able to
monitor these accounts in order to maintain the system efficiency.

On Live Streaming Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the live video from the remote side.

rNe‘tworkSmice - - ’; B —-gi
Wain | Black/ White List | Parformance |
Lve Client Count o [ k[ kma |
Streaming
= Siate IP Camera BBitrate (Kbps)
Remote . .
Plyback Client list
IGPP Semvica Service
Service Server Status: Stopped Start
| @ Options
Remote Port [s150 | Detault
| Desktop Maximum Connections: 128
| ¥ Use Default Web Server
Central Port 80 Options
M. ”
TITHL W Save Log |L'rueSewer_Io;| 53 ]
W Enable Audio
Push
MNotification

:\/ oK :x can:el:

Client list:

. Client Count: Show the amount of channels that are connecting to system.

. Kill: Highlight an IP address and Click the “Kill Client” button to block the client from your client list.
. Kill All: Click this button and all clients are blocked from logging into your system.

Service:
. Server Status: Click Start/Stop to turn on/off this option.
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Options: Adjust the setting only when the server is stopped.

Port: Assign a port for the clients to connect to your system via Remote Live Viewer. Default port is 5150.
Maximum Connections: Number of connections that are allowed to connect to the system. Default and
maximum is 128, one camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.

Note: This must be checked in order to access system via |E*.

Save Log: Save the log information at appointed folder.

Enable Audio: Select this option to enable the audio transmission along with video stream.

Black / White List

Main  Black/Wnits List | pertormance | Enable list

Lve ¥ Enable Wnite List

Streamng @ Enable Black List J IP address

= I[wz 8.2 % w [192 182  ® |-

Remote

Plyback \ Add to White List ]

[E] \ Add 1o Black List |

e Black/ White

: D | P Range Access .
Sarel 0 192.168.4.39 - 192.168.4.40 Accept list
1 192.168.4.50 - 192.160.4.55 Accept

@ 2 102.168.1.80 - 192,168.1.90 Deny |

Remote

Desktop

Central
Management

Apply to all
Notheaton Apply to All Network Servers 1
[« oK [ X Cancel

White List: Check the "Enable White List” box to activate the white list filter. Only IP from the white list is

allowed to log in.
Black List: Check the “"Enable Black List” box to activate the black list filter. IP from the black list will be

blocked.
IP Address: Enter an IP address into the IP address field on the left. To add an IP address range to the

system, enter 2 sets of IP address to indicate a series of IP(s).

Add/Delete: Add the IP(s) onto the list or remove it from the list.

Apply to All Network Servers: Apply the settings to both the live streaming server and the remote
playback server.
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Total bit rate Individual Camera bit rate information

Network Service - 192.168.1.199 =

Main | Black/white st Performance |
Total tetrate. 195 9Kbp: Camera 1 bitrate. & 7Kbps

Remote
Playback

fw
0}
=0
(DU

[200512/05 14:56:24] User Logn admin Acoept
[2005/12005 14:56:24] Play CAM 1 3dmin
Remote |2005/12/0% 14:56:29 Play CAM 2 admin
Desktop [2004/12/04 14:46:31] Play CAM % acmin
Play CAM 9 admn
Play CAM 12 acrnin
8] Play CAM 14 aamin
Central
Management
Push
Notification

(Vo) (X cmea]
/

Live Streaming Server log information

5.21.2 Remote Playback Server

When starting the remote playback function, the system allows remote users to log in to the specific
computer and withdraw data files that are stored on it. As system administrator, user could be able to
monitor the accounts logging in to maintain the system efficiency.

On Remote Playback Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the playback video from the remote side.

) _ _ - I
. - [ -
Main | Biack/white List | Performance |

User Count o | Kill | [ o | l

Live
Streaming

IP User Bitrate (Kbps)
>y

z

r—
3.
a
3
m

Client list

| Playback

H
X

3GPP
Service =
Sernvice
l @ Server Status: Stopped Stop H Service
Remote X
I Desktop Options
Fort 5160 Default
I |,—
: Maximum Users: 64
Centra .
Management ¥ Use Default Web Server L ophons
@ Port 80
Push ¥ Save Log |RemoteP|aybacklog w

Notification

[/ 0K ] [x Cancell

Client list:

. User Count: Show the number of users that are connecting to system.

. Kill: Highlight an IP address and Click the “Kill Client” button to block the client from your client list.
. Kill' All: Click this button and then block all the clients logging to your system.
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Service:
. Server Status: Click Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote playback server. Default port is
5160.

. Maximum Users: Number of connections that are allowed to connect to the system. Default and
maximum is 64.
Note: One user counts as one account that is logging in to the server.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.
Note: Must check this item for system access via IE*.

. Save Log: Save the log information at appointed folder.

|Block / White Lis’r| and |Performc|nce| - Please refer to Live Streaming Server section

5.21.3 3GPP Service

When starting the 3GPP service function of your computer, the system allows remote users to log in and view
cameras that are connecting to it with 3GPP supported mobile phone. See Appendix A for more details
about 3GPP Service.

s 0 =

Main |
Live Client Count 0
I |

Streaming
>

Remote . .
Playback Client list

| [E] [ Sence } Service
Server Status: Stopped Stop

P Camera User Agent

—Options
Port | 554 Default

Management [~ Enable UserAuthentication 1 Ophons

Push
Notification

Central

’\/ oK ] ’x Cancell

Client list:

. Client Count: Show the number of channels that are connected to system.
Service:

. Server Status: Click Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via 3GPP Service. Default port is 554.

. Enable User Authentication: User need to insert the username and password to login to the 3GPP server
and view the video stream.
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5.21.4 Remote Desktop

When startfing the Remote Desktop, the system allows remote users to use Remote Desktop Tool to login
and General Setting system. See Appendix B ’rq in§’roll and use this tool.

N s I, _ MR . ==

R - |
l Main |
Live —Options Opﬁon
St i
eamng Port: 5140 Default |
&
Discennect idle client after (300~3600 sec.) |300
Remote
Playback e ————————————— . .
- Authentication Avuthentication
R —
™ Enable UserAuthentication (Use admin passward)
3GPp
Service ———————————————————————————————————
— ~Senice Server Status
I b Server Status: Stopped Start | Stop ‘ Lt /
Remote
I Desktop
—
Central
Management
Push
Notification
[/ oK ] [x Cancel ]

Options:
. Port: Assign a port for Desktop tool to login and General Setting system.
. Disconnect idle client affer (300~3400 sec): Auto disconnect the on-line user who idled more than set

period.

Avuthentication:
Enabling this option would only allow admin account to use Desktop tool to login system.

Service:
. Server Status: Click Start/Stop to turn on/off this option.
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5.21.5 Central Management Service
* Note: This function is not available under NVR Lite license.
This service only supports Central Management System (NCS). Having started the Central Management
Service, Mainconsole sends event information to NCS and allows the NCS system to control I/O devices from
a remote site.
Note:
1. To enabile this action, go Guard >Action and select “Send to Central Server” to enable the action

triggered by preference event.
2. Please refer to the user manual of 's Central Management System for detailed information.

T % W
- — -
Main |
Live | Client Count ’T [ Kill H Kill All ]
Streaming
State  IP
= Client

Remote
Playback

i
|
|

3GPP
Service

. ~Senice

Tema Server Status: Stopped Stop SerViC e
Desktop
—Options
]
= Port |5170 Default
Central N
Management Maximum Connections: IB Ophons

Push
Motification

’/ OK ] ’x Cancel]

Client list:

. Client Count: Show the amount of NCS Servers that are connected to system.

. Kill: Highlight an IP address and Click the “Kill Client” button to block the client from your client list.
. Kill' All: Click this button and then block all the clients logged in to your system.

Service:
. Server Status: Click Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.
. Port: Assign a port for NCS System to connect Mainconsole system. Default port is 5170.

. Number of connections from NCS Servers that are allowed to connect to the system. The default is 8
NCS Servers and maximum is 16.
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5.21.6 Push Notification
When starting the Push Notification service function of your computer, the system allows users to view and
delete mobile device.

H-ain | | '

Live Device Receive Count 0 Kill [ wnan
Streaming
Usar name D Leasa time LogQin Usainame ]

B 2

Remote |
Playback

|

3GPP
Service

Central
Management

|| @

Push
Notification

« ok | [ X cancal |

Device list:

. Device Receive Count: Show the amount of user with mobile device that are connected to system.
. Kill: Click the “Kill" button to delete the user from your device list.

. Kill All: Click this button and then delete all the devices logged in to your system.

5.22 Help
Click Help to connect to FAQ of website http://www.nuuo.com/wiki.ohp#

5.23 About Mainconsole
Go to About Mainconsole for detailed system and license information.

About Main Console

IP Surveillance 5.0.0

© 2004-2013
MUUQ Inc. All rights reserved.
hittp A ouno.com
i~ Product Information
- Model Type SCB-IP+
Setting £ Device Pack Version: 2.19.0
B License Manager Camera
Save/Load Configuration » IP Camera License Mumber: 64
Advanced Video Analytics
Video Analytics > V3 Advanced License: 0
@8 Metadata Application IVS Surveillance License: 0
& Metadata Search IVS Counting License: 0
IVS Presence License: 0
m Log Viewer Metadata
8 Backup POS License Number: 1
) LPR License Number: 4
Network Service - Access Control License Number: 4
Help Video Analytics License Number: 0

About Main Console...
_A_LA,E Build 5.0.0.33
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5.24 Video Source
Note: Not supported under Lite license

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.

Step 2: Adjust the maximum Video Resolution for all analog cameras.(MPEG4 only)

Step 3: For MPEG4, click “Sync all video signal level™” after pressing OK to synchronize video signal level to the
optimized display (Auto-gain control).
For HD, click “Sync all video signal level” to auto detect video resolution (1080P/720P)

Setting >
License Manager
Save/Load Configuration 4

»

Video Analytics
@8 Metadata Application
@) Metadata Search

E Log Viewer

B Backup

Network Service

Help
About Main Console...

Yideo Standard:

P — —

[ Video Source

I’Video Standard:

[ Sync all video signal level after pressing OK

[J OK ] [x Cancel]
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6. E-Map

HE-tiay 5[]

-5 Map
= Airport
=B East
BT Gate
7 Bistro
==& Device
> camit
2 Cam3(192.168.2.219)
2 Camd4 (192.168.2.213)
2 AXISQ1755(192.168.2.7
;,-" Cam3{192.168.2.219)-Ir E

3 Cam3(19 9)-0
o/ Cam4 (192.168.2.213)-l
 Camd (192.168.2.213)-C

Cam3{192.168.2.219)-Output 0 (I/0)
state:OFF

With E-Map, users can easily frack the actual location of an occurring event, at the moment it
happens.

The arrow and lightning icons on E-Map represent cameras and I/O devices. These icons will furn
red once fthey are friggered by alarms.

To launch the E-Map application, simply Click Start and select Open E-Map from the start menu for
the E-Map window.
There are 2 modes available in the E-Map application:

:/ Edit mode: Allows users to add/edit maps and indicators of devices. In Edit mode, the
function buttons on the bottom of the window will be available. Please complete General
Settings before running E-map function for the first time.

i Operate mode: All settings will be activated in this mode.
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6.1 Edit Mode
All E-map modifications must be General Setting in Edit Mode.

HE-Map —[O]X]
= Map
=B Airport
-8 East
BT Gate
o LB
- Device
> cami
2 Cam3(192.168.2.219) .
2 Cam4 (192168.2.213)
2 RIS Q1755 (192.168.2 . (RPN Q. * 2 4
o Cam3(192.1682.21941r - ¥ w'dy
; ) ® 8
¥ Cama192168.2.219-0 sesTIRRR o8
o7 Camd (192.168.2.213)11 =
J Camé (192.168.2.213)-C Bistro (Map)
% de
& ot
[ 4
| — A
| Add Map l Edit Map | Delete | Roiale |

A ¥

\
Edit mode/ Operate mode
Switch button

Function button
6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Click the switch button to switch to Edit mode. Make sure all devices are connected and setup
properly.

Step 2: Right Click the Map B# icon in device and map list to obtain the option menu to add map, or
just click "Add Map” button to obtain the "Map General Setting” dialog.

Map Config

Map Image File: |

hap Name: |

[ ok | ’X Cancel]

Step 3: Select the map file and insert the map name. Click OK, and then the map you added appears in
the tree structure of device and map list.

Step 4: The map indicator appears on the left-up corner of parent map. Drag it to the position you want
on appointed map.

Edit E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right Click the “Map B " icon to obtain the option menu to edit map, or just click the “Edit Map”
button to obtain the “Map General Setting” dialog.

Step 3: Modify the required details, and then click OK to save General Setting.

Delete E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right Click the “Map B " icon to obtain the option menu to delete map, or just click the Delete
button to remove appointed map from list.
Note: The root map cannot be deleted.
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6.1.2 Add/Rotate/Delete Device Indicator

Add Indicator:
Step 1: Make sure you are in Edit mode and all devices are connected and inserted.
Step 2: Click the “B& Map» icon to go to the desired map layer.

Step 3: Please make sure the map you want is displayed. Select device from the list and drag a device
directly to the desired location on the map.
Note: Different devices are symbolized by different indicators.

.— Camera indicator, ;— Digital Input indicator, & - Digital Output indicator
‘EJ - Access Control indicator, $ -POS indicator, @ - LPR indicator

Rotate Indicator:
Step 1: Click an existing camera indicator on your map under Edit mode. This camera indicator will be

 /

marked with a green ring .
Step 2: Each Click the Rotate button rotates the indicator 45 degrees clockwise.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:
Step 1: Click an existing camera indicator on your map under Edit mode. This camera indicator will be

 /

marked with a green ring .
Step 2: Click the Delete button and the indicator will be gone.

6.2 Operate Mode
After General Setting under Edit mode, switch to Operate mode to commit settings.

eMap
E-§E Map ;) .
=8 Airport
=-#F East
BT Gate
B& Bistro
=& Device
2> camil
2 Cam3(192.168.2.219)
2 Cam4 (192.168.2.213)
2 AXIS Q1755 (192.168.2. 0 &
oF Ir

o 92.168.2.219)-0f
Fd 192 .2.213)-I
3 B b Cam3(192.168.2.219)-Output 0 {(IFO)
é dC:m (192.168.2.213)-C state:OFF
& ot
| i —

Operate mode/ Edit mode

6.2.1 Device and Map Tree list Switch button
This window will list all devices and map hierarchies; click device or map indicator to show related
information on E-Map windows.

L | Map - Select the map you want to show on E-Map Window.

2 Camera- A preview of the selected camera will show in the preview window. The indicator, if
previously created, will be highlighted on the map.

& o Digital Input/Output — Select to highlight the device with a green ring on the map and show status on
Information window. If the Digital Input/Output is from an IP camera, the preview window will display
live video of the camera.

BB ® Access Control/POS/LPR - Select to highlight the Access Control / POS / LPR device with a green
ring on the map, and display live video of the first associated camera on the preview window.
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6.2.2 E-Map picture

This window will show the map layer and indicators.

Device Indicator:

Select device indicators from the Device and Map Tree list for related information and to preview video.
Map indicator:

Selecting a map indicator will bring you to that map layer. To return to an upper layer, right Click the map

[ aid
and select UP or click "/ on the map layer.
6.2.3 Information and Preview windows

This window will show the related information of each indicator.

= Map Info — Shows map name.
2 ‘Camera - Shows camera name and connection status.
& o Digital Input/Output — Shows Digital Input / Output name and status (0 or 1).

B R & Access Control/POS/LPR — Shows metadata device name, connection status, first associated
camera name and connection status.

Triangular
6.3 Layout Adjustment indicator

E-EF Map
=B Airport
-8 East
B Gate

& EE

=& Device
2 camit
2 Cam3(192.168.2.219)
2 Camd (1921682.213)
2 AXISQ1755(192.168.2.]
5 Cam3{192.168.2.219)-Ir
w Cam3(192.168.2.219)-0
Camd (192.168.2.213)-li
o Camd (182.168.2.213)-C

Bistro {Map)

Add Map | Edit Map | Delete | Rotate v Save
Shrink the window: ociin B

Click * B 4 Triangular indicators” to hide the “Device and Map” or
“Preview” and “Information” windows on the right and left sides. Click
again to go back to the default layout.

Full screen display:

. . . . . wne Lo -
For systems with dual monitor, users can view Mainconsole on the primary ) .::. Peehed - &

monitor, and view a full-sized E-Map on the secondary monitor.

Step 1: Click * B « Triangular indicators” to hide the “Device and Map”
or “Preview” and “Information” windows on the right and left
SldeS Add Map Edit Map I Delete | Ratate | v Save |

Step 2: Click “ " on the upper-right corner of the window for the full
screen mode of E-Map.
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/. Log Viewer

System Log |Exp0r1 and Backup L0g| Unusual Event' Edge Storage | Counting Application | Counting Application (Diagram)' Vs Event' MetadataLog'

Log Type: IAII j

Date: [ 2014112119 - 2|

Exportto...

Date Time: [ 201412119 18:4188 ~ =] to [T 201411219 12:4158 - =

Event Time

| Event Type

Description

2014/12/19 10:06:04
2014/12/19 10:06:04
2014/12/19 10:09:01
2014/12/19 10:12:13
2014/12/19 10:12:14
2014/12/19 10:13:54
2014/12/19 10:13:54
2014/12/19 10:13:54
2014/12/19 10:14:31
2014/12/19 10:15:16
2014/12/10 10:15:17
2014/12/19 10:16:19
2014/12/19 10:19:33
2014/12/19 10:19:34
2014/12/19 10:21:17
2014/12/19 10:21:18
2014/12/19 10:22:56
2014/12/19 10:23:11
2014/12/19 10:40:00
2014/12/19 10:40:00
2014/12/19 10:45:04
2014/12/19 10:50:08

Main Console Startup

User Login

IP Camera Connection Lost

IP Camera Connection Regained
IP Camera Connection Lost
Enable Channel

Enable Channel

Enable Channel

Modify Configuration

IP Camera Connection Regained
IP Camera Connection Lost
Modify Configuration

IP Camera Connection Regained
IP Camera Connection Lost

IP Camera Connection Regained
IP Camera Connection Lost
Modify Configuration

Main Console Shutdown

Main Console Startup

User Login

IP Camera Connection Lost

IP Camera Connection Regained

admin

people counting siversea.avi
people counting sitversea.avi
people counting siversea.avi
CAMZ2

CAM3

CAM4

System Setfing

people counting siversea.avi
people counting sitversea.avi
Storage Setting

people counting siversea.avi
people counting siversea.avi
people counting sitversea.avi
people counting siversea.avi
Storage Setting

admin
people counting siversea.avi
people counting sitversea.avi

<

View the history and export reports of unusual events detected by the Smart Guard System.

To launch Log Viewer, simply Click General Setting and select Log Viewer from the menu.
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7.1 System Log

- Log Viewer .

System Log l Export and Backup Log ] Unusual Event] Counting Application | Counting Application [Diagram}] e A »

Log Type: |AII

[ 2013n2i23 - £

=

NVR/DVR/Hybrid NDVR System

Exportto..

Search

Event Time

2013/12/23 01:30:07
2013/12/23 01:30:10
2013/12/23 14:03:03
2013/12/23 14:03:04
2013/12/23 14:03:05
2013/12/23 14:03:05
2013/12/23 14:03:05
2013/12/23 14:03:05
2013/12/23 14:03:45

Event Type

User Login

Stop Central Management
Main Console Shutdown
Main Console Startup

Start Live Streaming Server
Start Remote Playback Server
Start Remote Desktop

Start Central Management
User Login

Description

Step 3

alf

LU

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of
events. Select Log Type form the drop-down menu. There are in total 37 types of log types, including:

Mainconsole Startup
Mainconsole Shutdown

User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle

Enable Channel

Disable Channel

Start Smart Guard

Stop Smart Guard

Modify Smart Guard

Modify Schedule

Modify Configuration

Start Live Streaming Server
Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server

AN N N N R N N N N N N N NN

AN N N N N N N N N N N N VR NENEN

Modify Remote Playback Server
IP Camera Connection Lost
Restart Windows

Modify Metadata Setting
Metadata Connection Lost
Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management

Stop Central Management
Modify Central Management
Start Counting Application

Stop Counting Application

IP Camera Connection Regained
Sync. Microsoft Active Directory User
IP Camera Parameter Changed
Update Metadata Plug-in

System Notification

*Note: Detection of some system logs is not available under NVR Lite license.

Step 2: View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular date: check the Date box right and indicate the date.
For a period: check the Date Time and then enter the date and time.

Step 3: Click Search.

7.2 Export and Backup Log

View the Export and Backup Log history that had been operated by local or remote user.

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of

events.

Step 2: View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular data: check the Date box right and indicate the date.
For a period: check the Date Time and then enter the date and time.
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7.3 Unusual Event

Step1
Step2

Step 3

- Log Viewer =)<
Systern Log  Export and Backup Log I Unusual Eveml Counting Application | Counting Application (Diagram) ] Metadata Log
Log Type: All -
Date '7 2010001725 = 3 Exportto...
DateTime ‘r -2 ‘r - Search
Event Time Ewvent Type SLccess Username Start Time End Tirne Length Carnera Index | File Path (w=] Audio
2010/01/25 18:35:05 Export Wideo  Yes admin 2009/07f06 17:43:17  2009/07/06 17:43:28  Odays 00:00:11.000 3 ChDocuments and Set..,  MfA Mo
2010/01f25 18:35:46 Backup Yes adrmin 2009/07/06 17:43:17  2009/07f06 17:43:28  Odays 00:00:11.000 2,5 DyRUUOY s\ DorcUs26... 2 Mf e
2010/01/25 18:36:24 Backup Yes admin 2009/07f06 17:42:17  2009/07/06 17:42:28  Odays 00:00:11.000  2,2,4,5 Ci\Documents and Set.., 2 WY

. Log Viewer

<]

| Log Type All

L.Channel All

System Log ] Export and Backup Log  Unusual Event I Counting Application | Counting Application (Diagram) \ hetadata Log ]

/’Dale r
| DataTime [+ 20000808 2015 ~ =

to [[~ z000i07/08 20:25 - =

Export to
Search >

Event Time
2009/07/06 19:28:21
2009/07/06 19:28:49
2009/07/06 19:28:52
2009/07/06 19:28:56
2009/07/06 12:22:10
2009/07/06 19:29:12
2009/07/06 19:29:18
2009/07/06 19:29:20
2009/07/06 19:30:04
2009/07/06 19:30:07
2009/07/06 19:30:17
2009/07/06 19:30:21
2009/07/06 19:30:27
2009/07/06 19:30:29
2009/07/06 19:30:42
2009/07/06 19:31:12
2009/07/06 12:31:14
2009/07/06 19:31:16
2009/07/06 19:31:30
2009/07/06 19:31:36

Event Type

General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Motion
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation
General Mation

Camera

Description

{A

~ Step 4

[

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all. The
types of Unusual Events include General Motion, Foreign Object, Missing Object, Focus Lost, Camera
Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual, Digital Input Triggered and

* Note:

Step 2:
Step 3:

Step 4:

General Motion (Device).

Detection of some events is not available under NVR Lite license.

Choose the camera channel you wish to view or select All for all channels available.

View the events that happened on a particular date or during a given time period by defining a
search period.

For a particular date: check and specify date in the Date box.

For a period: check the Date Time and then enter the date and time.

Click Search.

Note: When working with a video record, as default, Log Viewer will search for Unusual Events in the
video record in Date & Time mode, starting from the beginning to the end of the record.

Alink (&) will appear next to each event time where video is available.

By clicking on the link, an instant playback window will pop up to show recorded video.

Note: Instant playback is available under the following Smart Guard events: General Motion, Foreign
Object, Missing Object, Focus Lost and Camera Occlusion.

7.4 Edge Storage
View the log history of edge storage related actions

Step1: Choose the type of log you wish to view or select "All” from the drop-down menu to view all types of

Step 2:

logs. The types of logs include Start Retrieve, End Retrieve, Stop Retrieve, Check Edge Video, Query
Edge Video Fail.

Choose the camera channel you wish to view or select All for all channels available.
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View the logs that happened on a particular date or during a given time period by selecting search
period.

For a particular date: check the Date box right and indicate the date.

For a period: check the Date Time and enter the specific date and time.

Click Search.

* Note: This function is not available under NVR Lite license.
Display the history of Counting Application during a given time period.

Select the channel you want to check or select All from the drop-down menu for all channels.
Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.

For a particular date: check the Date box right and indicate the date.
For a period: check the Date Time and then enter the date and time.

o Log Viewer @

Unusual Evem] Systern Log  Counting Application 1 Counting Application (Diagram) I

Channel: |All hd

Date: | -2 Expartto...
Date&Time ||— = 1o ”_ = Search
Event Time Channel In Qut
2007/07/25 19:00:00 Camera 3 14 12
2007 /07,25 19:30:00 Camnera 3 u] 4

200707425 19:32:42 Camera 3
2007/07/27 11:30:00 Camera 3
2007/07/27 12:00:00 Camera 3
2007/07/27 12:30:00 Camera 3
2007/07f27 12:32:15 Camera 3
2007 /09426 13:29:48 Camera 1

oosmeO
== N ]

Step 3: Click Search.

Press the button Export to.

Type the file name and choose the file format (.xls or .txt).
* Note: This function is not available under NVR Lite license.

Display the Counting Application data in diagram format.

Log Viewer e = e S|

System Log | Export and Backup Log | Unusual Event | Counting Application Counting Application (Diagram) | rv; 4 | »

| Mode: |Basic Counting v

1 Channel (011123 v
Period |one Day | _ Exportto
Date 2012/09/05 ~ 3 Search

20120905 [ ——y 111}

01 2 3 456 7 8 910111213141516 17 18 1920 21 22 23 24

Select the channel you want to check or select All from the drop-down menu for all channels.
From the drop-down menu, set up how you would like the diagram to be displayed. You have the
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Step 3:
Step 4:
Step 5:
Step 6:

NVR/DVR/Hybrid NDVR System
opftions of one day, one month, or one year.
Select a specific date to make it the start point of the diagram.
Click Search.
Press the button Export to.
Type the file name and the file will save as BMP files.

7.7 Metadata Log

* Note:

This function is not available under NVR Lite license.

View the Metadata Log history detected by the Smart Guard System.

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all types of

Step 2:
Step 3:

Step 4:

Step 5:
Step 6:

events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer to the User manual of Metadata
plugins for details.

Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the Date Time and then enter the date and time.

Click Search. Alink (@) will appear next to each event time where video is available.
By clicking on the link, an instant playback window will pop up to show recorded video
Press the button Export to.

Type the file name and choose the file format (.xls or .ixt).

— Log Viewer

8= %

Export and Backup Log} Unusgual Evem} Counting Application} Counting Application (Diagrarm) Metadata Log I A r

Cipen Cash Drawer -

All ~
Transaction Start
Transaction End

Open Cash Drawer
Cannection Last

User Defined Event Rule 1

Log Type:

Metadata:

Exportto :
to | - Search \
Step 5

Date

Date Time,
User Defined Event Rule 2
User Defined Event Rule 3
User Defined Event Rule 4
User Defined Event Rule &
User Defined Event Rule &
User Defined EventRule 7| %

Ewent Time Metadata Mame | Carnera | Description

7.8 Export
After each log search, export needed info to .xls or .txt files.

- 2

Systermn Log l Export and Backup Log ] Unusual Event] Counting Application ] Counting Application {Diagram) ] Metadata Log

o Log Viewer

Log Type: All -
Date: |720111031’29 == Exportto... :‘-\
Date Tirne: = to = Search

I ™ Step 1
Event Time Event Type Camera Description
2011/03f20 16:02:22 Main Console Startup
20110329 16:02:23 User Login adrmin

2011/03/29 16:02:28
2011/03/29 16:02:28
2011/03/29 16:02:28
2011/03/29 16:02:28

Start Live Streaming Server
Start Remote Playback S...
Start Remote Desktop
Start Central Management

Step1: Press the button Export to.

Step2: Type the file name and choose the file format (.xlIs or .1xt).
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A | B @ D | E
| | |EvenTime EventType Descigtion 1
| 2 2007061200451 |Main Console Statop
| 3 2007091200454 |UserLogin adsain,
| 4 20070912 01:1110 | Main Consols Shotdown
| 5 [2007061201:2704 | Main Console Stutop
| 6 [2007091201:2705  |UserLogh admin,
| 7 [2007091201:2827 | Main Console Shutdown
| 8 20070812 150651 |Main Consol Stautop
| 9 20070912 150652 |UserLogh aduain
| 10 20070812 150704 | Main Console Shutdown
| 11 20070612 15:0838 | Main Console Stutop
| 12 20070612 150840 | Main Console Shusdown
| 13 20070612 150854 |Main Console Stutop
| 14 20070812 150901 | Main Console Shusdown
| 13 20070612 1514:11 | Main Console Strtop
| 16 20070812 15:14:12 | Main Console Shotdown
| 17 20070912 1514:31 | Main Console Statop
| 18 [2007091215:1520 | Main Consols Shotdown
| 19 20070912 1944:15 | Main Console Stutop
| 20 20070912 194458 | Main Console Shutdown
21 [20070912.22:51 57 Main Consels Startup
20070612 22:51 59 | Main Console Shutdown
2007091222:52:14 | Main Console Stutop
aduain

20070612 22:52:24 | Main Console Shutdown
20070612 22:5519 ain Console Starmp

1OV Syselog /7

|22 |
|3 |
| 34 |2007061222:5218 | User Login
|2 |
%

[z0B7 7 89/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12

B8:45:
068:45:

a1:11

22:51
22:51

4,
uy,

:18,
81:27:
81:27:
81:28:
15:86:
15:86:
15:87:
15:88:
15:88:
15:88:
15:89:
15:14:
15:14:
15:14:
15:15:
19:44;
19:44;

o4,
05,
27,
51,
52,
oa,
28,
48,
54,
01,
11,

3,
28,
15
58,

57,
:59,
22:52:
22:52:
22:52:
22:53:

14,
18,
2y,
19,

Main
User
Main
Main
User
Main
Main
User
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
User
Main
Main

Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Gonsole Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
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rEl Backup System [Localhost] @m
: Backup Help
@ - * New Period &= Remove Period E Backup x Delete
Start Date Time End Date Time | Camera | Record File Size

2013/12/23 M 05:35_. 2013/12/23 T 05:36:00

Camera 6

Record 1

about 5,643KB

The backup function saves recorded video and other log information.

be reloaded on any PC with the Playback System installed.
below for more information on obtaining backup files.
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8.1 Backup Recorded files

i hl
ﬂ Backup System [Localhost] E@g
Backup Help
_@ - * Mew Period == Remove Period E Backup x Delete
/‘ z Z
art Date = n ate Time amera ecord File 1ze
Step 1 | Sfart Date End Date Ti c Record Fil i
e 20i3/12/23 F5 05:35.. 2013/12/23 F¥ 05:36:00 Camerab Record 1 about 5,643KB
Step 2 I
Step 3

i emote Backup Site Management " J— u‘
Step 1: Add (Remote) Backup Site: Press the “Remote oo Bachp e e
. Server
Server " button to go to remote backup site  Senver Sefing
management to add and setup the backup site. severhame: |
. Enter the IP address or DNS, Port, Username, and P —
Password.

Port: |5160

. Click Add to add the server. — —

. Click OK to exit the Setting panel.

@ Password: Ii
Step 2: Access (Remote) Backup Site: Click the _E bt
icon and insert the username/password of the _ Testsener |

remote server to access the backup Site.

Step 3: Click New Period to obtain the Select Date/Time i | o || v |
Period pcnel. I ,/DK‘ X Gance |_
Step 4: Select the data you want to backup by — —

highlighting the time period. Besides the fime-table, you may also set up start fime and end time in
the Date Time Period section Step &

-
@z DateTime Search Dislog [Localhost]

@ L;l ‘ﬁi @ o Event Color Display Settings _\M‘dew

v Enable Preview 17:38:01

1 +=R 2013 4 Color Event Type

= General Motion
General Motion(De...
Foreign Object
Missing Object
Focus Lost

=/ 1234567
=| 8 01011121314
515 16 17 18 19 20 21
=22 23[24] 25 26 27 28

Step4<’ 2203031 1 2 2 4
1| /56783101

rding Schedule

Camera Occlusion
- Signal Lost

o e T

-

L4 Show Event Log

L
Step 5 <
|| [start fime: [2013012025 _||mw\ =1 Endtime: WAz [i7em -
N =] =] (=
o= 1223[s 5w i~ w s e s s w3z zy i
@ 15 Fish eye -
@ @ Lobby |
@ [ ws_Roof
@ [ park1
@ 1 camera 06 ;| T
@ B camera 07 [==EIEEN NN
|| | @ [ cameraos | =|i =
| | @ [ camerao -
M Aiways Record [ Record on Event — Video Overlap
B Record on Motion  [ll Boosting Record v 0K | X Cancel |
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Step 5: Click the camera number icon to add camera(s) or click 4+ = to add/delete all the channels.

Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup System panel.

Step 8: If there is any data period not wanted, click Remove Period to remove the data period on the
backup list.

Step8 Step 9

, / 7 1
ﬂ Backup System [Localhost] / / == g
/ /

Backup Help

@ - E? MNew Period == Remove Period E Backup x Delete

Start Date Time | End Date Time | Camera | Record File Size
2013/12/23 5 05:35... 2013/12/23 5 05:36:00 Camerab Record 1 about 5,643KB

Step 9: Click the Backup icon to obtain Backup panel.

rBackup ﬂ

— Summary
W | Total backup data size: 5,643KB

7Media
,/ = Backup using COROM
¢~ Backup using DVD

Siep 10 f* Backup on HardDisk
Step 11 ! [= ]
Step 12 /——_ Option

[~ Backup EventLog

I~ Backup System Log

I~ Backup Counter Log

[~ Backup Metadata Transaction
I~ BackupAdv. IVS Counting Log
I~ Backup IVS Event Log

[ Include Playback application

v OK | X Cancel|

Step 10: Summary: Check the summary section to see the size of the file(s).

Step 11: Media: Choose the path you want to save the file or burn the file info a CD (direct CD burning for
Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup (Event Log, System Log, Counter Log
and Metadata Transaction), and then click OK.
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8.2 Delete Recorded files

Step 1: Click "New Period” to obtain the Select Date Time Period panel.

Step 3
rﬂ Backup System [Localhost] C=HAC! A
© Backup Help
@ - *}ew Period == Remove Period E Backup x Delete
Start Date Plme End Date Time | Camera | Record File Size

e 2015/12/23 75 05:35.. 2013/12/23 F5 05:36:00 Camera6 about 5,643KB

Step 1 /_

Step 2: Follow steps 3-7 above from the backup section to select data period which you want to delete.
Step 3: Click the Delete icon and delete all the data in the backup list from the database.
Note: Deleted video cannot be recovered.
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With the Remote Live Viewer console, remote users may watch up to 128 channels real-time video
from remote live streaming servers.
* Note: Maximum 32 channels under NVR Lite license.
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9.1 Setting
Click General Setting to obtain setting dialog.

@ @ Q_ General Setting
=

9.1.1 General Setting

General | server | Group | Camera | 0SD | Metadata | Wonitor Dispiay | Notiication | Joystick |

—Audio preview

I~ Enable audio on active channel

~Mi 1eous

I~ Synchronize video frames

- Run Remote Live Viewer On Monitor

II'u'IonitoM A
— Startup
I~ Full Screen

|s/ OK | [x Cancel ]

Audio preview:

. Enable audio on active channel: Select to enable audio streaming on active channel.

Miscellaneous:

. Synchronize video frames: Select to avoid image tearing problems that may occur while CPU
loading is increased.

Run Remote Live Viewer on Monitor:

. Select monitor to display Remote Live Viewer.

Startup:

. Full screen: Users can view the window as the full screen mode.

9.1.2 Server setting

General  Senver | Group | Camera | 0SD | Metaoata | Monitor Dispiay | Notfication | Joystick |

~Senver Setting

9 Senver Name ||— Z Ryan (10.0.2.18) Server List
Address I
Port[s180
User Name I
Passwaord: Ii
*Second Password: I

Save Password: [~
Auto Login: [~

add | | Delete | | updgate |

*Fill in second password while Dual Password Validation is set.

[J OK ] [x Cancel ]
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Step 1: Enter the Server Name.

Step 2: Enter the Address, Port, User Name, and Password fo log in the server.

Step 3: Enable "Save Password” to login without entering the password again.

Step 4: Enable “Auto Login” to login automatically when starting Remote Live Viewer.

Step 5: Click Test Server to check if the server is available.

Step 6: Click Add to insert the setting to server list.
Note:
To change the setting, select a server on server list and click “Update” after modify setting.
To remove the server, select a server on server list and then click “Delete”.

9.1.3 Group Setting

Allocate different cameras into each appointed group.
* Note: Cameras under NVR Lite license cannot be included in a group with other servers.

Live¥iew Setting
General | Server  Group | Camera | 05D | Metadata | Manitar Display | Notification 4 | 4
|5 Trizet 55 Rename IS t 1
Step2 — 2 2 Step
?ﬂfﬁ\ support - MYR mini
= iy Eric
localhost - QA Room ternal - MNYRmini
S Group C dnsalia
Step 4 P [ ] e

QA Step 3

many

datou

Dema Site U

customer

cus

= localhost

4 localhost - Q& Room
a0 locahost - #0EE
1 localhost - Deskiop

mini wan

DEMO

I/ 0K | ’X Cancel ]

Step 1: Log in to all the servers that contain the camera(s) you would like to put into the group(s).

Step 2: Click Insert to create a new group; name the group for future reference.

Step 3: From the window at the right, highlight the camera(s) that you would like to add to a group and
then Click the * <--" button. Repeat the process until satisfied with the group setting.

Step 4: Click the Delete and Rename button to remove or rename a specific group.

Step 5: Repeat Steps 2 to 4 to adjust the group setting until safisfied.

Step 6: Click OK.

9.1.4 Camera Setting

Select the preferred stream type of each camera as default live view profile.
* Note: Some stream profiles are not available under NVR Lite license.
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(2] Lveviews Serting R — KE

§l Login
= local

- IVS_Shopping Mall
- Fish eye

- Lobby

- IV5_Roof

- Parkl

- Camera 06

- Camera 07

- Camera 08

General ] Senver ] Group Camera l 0sD ] Metadata ] MonitorDispIay] Motification ] Joystick]

Stream Profile

[ 4:3) 1% -

Layout type:

Stream profile: ’m
Video format: H.264

Frame rate: 10 fps

Resolution: 1920x1088
Quality: Mormal

Bitrate:

’ Apply to All Layout ]

Copy to...

v Ok ’X Cancel ]

Stream profile: Select a layout type and choose which stream profile you would like to apply on this layout.
For some layout with large and small grid, you are able to assign different stream profile.

Record 1: The system will follow the stream profile set in Mainconsole >Schedule > Encoding Opfions.
Record 2: The system will follow the stream profile set in Mainconsole >Schedule > Encoding Opfions.
Main / High / Normal / Low/ Minimum / H.2é64: The system will follow the stream profile set in Mainconsole

- Setting - Camera - Stream Profile.

Apply to All Layout: Apply the stream profile setting of current layout to the other layouts.
Copy fo: Select in order to copy the preferred stream profile of a channel to all of the listed channels.

9.1.5 OSD Setting

Adjust font style of Camera OSD on this panel.

I Lveview setin

General ] Server ] Group ] Camera 0SD l Metadata ] Monitor Display ] Motification ] Joystick ]

|+ Enable camera OSD
Foreground

Font: |% Tahoma
Size:
Color:
Iv Bold
Background
Color:
Transparency:

Info
v Camera Name

[~ Date
[~ Time
[~ Bitrate

5

Default
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9.1.6 Metadata Setting

Adjust font style of Metadata overlay on panel.
* Note: This function is not available under NVR Lite license.

General | Server | Group | Camera | 0sSD  Metadata | Monitar Display | Notification | Joystick |

¥ Enable Metadata overlay

—Foreground
Font [% Tahoma |
Size: m
Color:
v Bold |v Edge
—Background
Color: l:lﬂ
Transparency: —— 40

Default Apply

’,/ OK ] ’x Cancel ]

9.1.7 Monitor Display Sefting

Activate auto scan to rotate the channels/ cameras on screen.

Note:

° For instance, you may select to show only 4 sub-screens on the live viewer while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns.

e  Each monitor supports up to an 8x8 layout with auto scan function to show 128 channels.

Live¥iew Setting E
Step 1 General | Senferl Graup | Camera | OSD | Metadata Monitor Display I Matificatian ﬂL
Monitor | Resolution | Sfep 2
#1 1280x 800 ~ Auto scan
l—:l'// Step 3
Auto scan group: All Camera
f/
Frirnarn channel: |QA Room - ’/ Step 4
Secondary channel: IDesktop -
Auto scan interval: Ig set.
Step 5
i Layout L~
~
M type: o) - q
fo OK | l X Ccancel ]
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Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate auto scan settings.

Step 3: Primary channel: Select appointed channel that will always be on the screen when auto scan is
activated.

Step 4: Secondary channel: Select appointed channel with secondary priority behind primary channel when
auto scan is activated.

Step 5: Layout: Select the screen division of “*NxN type” in Remote live viewer panel.

9.1.8 Notification Setfting

General ] Server } Group ] Camera } 0SD ] Metadata ] Monitor Display ~ Notification ]Joystick ]

Status display
v Show recording status

v Show event message on screen
v Switch live view layout to 1x1
v Show counting result
Play Sound alert

v Enable playing sound on event

Sound File
&+ Default
O User defined wave file ,7
Life Cycle
& Automatic cancel sound alert when event disappear
{" Stop sound alert after ,10— sec.

Miscellaneous

[~ Popup system event

Status display:

. Show recording status: Check to show the crystal ball with recording status on monitor display.

. Show event message on screen: Check to show the smart guard detected event appointed in
Mainconsole on each channel.
Note: To execute this function, please General Setting “on screen display” as an action of Smart Guard
instant response.

. Swiftch live view layout to 1x1: Check to switch the display layout to 1x1 when smart guard detected
event appointed in Mainconsole on each channel.

. Show counting result: Check to show the counting result appointed in Mainconsole on each channel.
* Note: This function is not available under NVR Lite license.

Play sound alert:

. Enable playing sound on event: Check to enable sound alerts on events.

. Sound File: Choose a sound file to play. You may use the default file or define another.

. Life Cycle: Choose to allow the sound alert to close when events disappear, or define a timer to close
the sound alert automatically after a specific period of time.
Note: To execute this function, please General Setting “play sound” as an action of Smart Guard instant
response.

Miscellaneous:
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. Popup system event: Check to allow system events appointed in Mainconsole to pop up
messages as warning.

9.1.9 Joystick Setting

Seftings are same to Mainconsole joystick settings.
* Note: This function is not available under NVR Lite license.

LiveView Setting &

Group | Camera | 0SD | Metadata | Monitor Display | Notification ~Joystick | Al
Active Jovstick: IUSE Gamapad j

BLithon | Function | Parameter |

Button 1 Goto Preset Point 1

Button 2 Goto Preset Point 2

Button 3 Goto Preset Point 3

Button < Goto Preset Point 4

Button 5 Goto Previous Camera
Button 6 Gotn Mext Camera

Button ¥ Toggle Single Carmera Yiew
Button & Toggle Full Screen

Button 9 Switch Screen Layout
Bution 10 M/A

Import ][ Export ][ Default ]

[J OK ] [x Cancel ]
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9.2 Server/Group/Camera
Display a complete list of the server(s), group(s) and camera(s) that are added to the system.

Server View: Cameras are listed according to recording server.
Group View: Cameras are listed according to customized grouping.

Server View Group View
2 g -
(| oo )

= [ Demo site
[ Wivatek IP7
3 Wivarek PZ7
[ Sony R¥S30

w Group A
> Vivotek 1P7161_1
q> Vivotek PZ7111_1
€[> Sony RXS30M_1

[ Vivotak 1P7, 1) Group &
> Sony CM1z q» Vivotek IP7133_1
| Seny_1 a|f» PTZ CAMERA_1
al[r Office_1 €[> DynaColor V6_1

= custormar I Grouwp ¢
alf PTZ CAMEF > Office_t
ap L 4> ZAVIO F5100 (132
| Brickorn_1 [se

£ | [ < >

9.2.1 login/logout server 8 <

(] ua )

Option1: Select a server on the list and Click LOG IN/ LOG OUT to access/ logout the = -

server. M ?; =
Opftion2: On the server list, right click fo obtain menu options. / .
q
Log In/Log Out Server F—Logn Senver
‘1
9.2.2 Connect/Disconnect camera -
<] >
Option1: On the server/camera list, double Click a camera to connect. - I

Option2: On the server/ camera list, right Click a camera to obtain the menu options to
connect/ disconnect.
Connect/Disconnect Camera

Option3: Select a camera from the list, then drag it to where you want it to be disployk

=
Duplicate Camera
Connect

Logout Server
Connect
Disconnect Al

o Ll CEER | @0@@
o il s RGBS Oy

Option4: Play / Stop/ Drop: Select a camera/ video and Click this button to play/stop/disconnect a
particular channel.

G = |l
& 4 e

db ' Duplicate Camera

Play Stop Drop xi Connect
9.2.3 Multiple Views: ﬁgi
f?: Logout Server
Step1: On the server/camera list, select a camera and right Click it to obtain the ab¢  Connect Al
menu options. @< Disconnect Al

Step2: Select Duplicate Camera and the duplicate camera with green indicator ;, ‘““: .: ~ l | .
will display below on camera list.

Step3: Double Click the duplicated camera to connect and display on screen.
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9.3 PTZ Control

Control the movement of PTZ cameras. With cameras that support PTZ control, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click the Set icon to define the current view as preset point 01. Adjust
the camera view again to setup preset point 02. Repeat the process until you finish setting up all preset
points. Customize preset point names by defining names. Click the Go icon and view the result of your
setting.

Note: For the speed settings of PTZ camera, please General Setting from Mainconsole — General Setting —
Setting - PTZ General Setting.

9.3.2Zoom
Click the + and = signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near means objects that are closer will be
clearer than the objects that are further away. On confrast, to focus far means objects that are further will be
clearer than the objects that are closer. Click the Focus icon and select auto focus if you want the system fo
decide the focus point for you.

9.3.4 Patrol

To conftrol PTZ camera to patrol around pre-defined path of preset points, Click Go to Preset Point — Start
Patrol / Stop Patrol.

Note: To setup patrol path, please setup on Mainconsole — Set Preset Point — Set Patrol.

9.4 On Screen Menu

Right Click the camera screen for the On Screen Menu, from which you Enable Move
can quickly adjust the setting of camera. Enable Audio
9.4.1 Enable Move / Area Zoom Enable Digital PTZ

With cameras that support PT function, click the Enable Move function to
adjust the current camera’s view by clicking on the display screen. To
cancel this function, right Click the screen and select Disable Move. Stream Profile
With cameras that support Area Zoom function, click the Enable
Move/Area Zoom function to adjust the current camera’s view by
dragging a rectangle on the display screen. To cancel this function, right
Click the screen and select Disable Move/Area Zoom. Snapshot from Main profile
Toggle Fullscreen

Fix Aspect Ratio

Instant Playback »
Snapshot

9.4.2 Enable Talk
*This feature is not available under NVR Lite License.
With cameras that support two-way audio, select enable talk to utilize the function.

9.4.3 Enable Audio

With cameras that support audio function, click the Enable Audio function to listen to the current camera'’s
audio by clicking on the display screen. To cancel this function, right Click the screen and de-select Enable
Audio.

9.4.4 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or Click
the + and —signs to zoom in and zoom out on the camera, or drag a rectangle fo enlarge the area.

The square flashing on the video grid indicate the correspondent view of the camera.

9.4.5 ImmerVision Lens Setting
With cameras that support ImmerVision Lens. Right Click the display screen and select the mode of lens,
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original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

9.4.6 Generic Dewarp Setting

With cameras that supports fisheye feature. Right Click the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable Fisheye PTZ.

9.4.7 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to view original ratio video, or disable
this option to stretch 3:4 to fit window.

9.4.8 Stream Profile
Select different level Stream Profiles fo downgrade video quality for bandwidth concerns.
* Note: Some stream profiles are not available under NVR Lite license.

Enable Move
Enable Audio

Enable Digital PTZ

Fix Aspect Ratio

Stream Profile 17

Record 1

Instant Playback 4 S
Snapshot Main
High

Toagle Fullscreen
" 2 | Normal
5 4 l Low
- e Minimum
b A

9.4.9 Instant Playback

To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. The instant playback window allows the user to browse recorded video, take snapshot images and
export video with audio and metadata fransaction data.

* Note: This function is not available under NVR Lite license.

9.4.10 Duplicate Camera
Right Click any empty channel. You may duplicate cameras from any available servers here.

To browse recorded video
By simply clicking on the tfimeline you can view the video. Use the navigation tools below for advanced
conftrol.

E @ E - Play / Pause / Stop
E - Speed up/Speed down

@ @ - Fast Forward/reverse frame by frame

E @ - Play Previous / Next minute video

To keep a snapshot of the video clip

Pause the video at desired time point and click snapshot buf‘ron. The snapshot is displayed and can be
saved or copied fo clipboard.

To export recorded video
Select desired export period and click export buﬁon@. Additional options are available when exporting.

Adjust to original video resolution button is the tool to adjust the video fo original video resolution.
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Audio button turns the audio on / off.

Metadata button @ is to enable / disable metadata fransaction data overlay.

9.4.11 Snapshot

The snapshot function copies and captures a specific video image to the clipboard or to save as a bmp file.
The snapshot can be customized with/without OSD, metadata information and selectable range after digital
zoom in.

There are two types of snapshots:

3. Snapshot: This captures the current view as seen by the user

4.  Snapshot from Main profile: This captures the snapshot according to the Main profile as set on the
camera.

For example, if it's a fisheye camera, the remote live view you see may be an image that is dewarped. When
you select Snapshot, it will save the dewarped image. And when you select Snapshot from Main profile, it will
save the fisheye image.

9.4.12 Toggle Full screen
Switch to view video with full screen display. To disable the function, right Click screen and de-select option
or simply press “ESC" to go back to original window.

9.5 Start Monitor

9.5.1 Multiple Monitor

Select Open Monitor to append monitor to view more live videos on
multiple monitors. Each appended monitor has the same list and view
conftrol buttons as the Main monitor, with the exception of the Start,

Playback, and Setting buttons. /@ @ I 1ocalnost: &
Start Monitor s -

9.5.2 E-Map

Select Open E-Map to obtain the E-Map window. The GUI map helps to
locate devices easily and the information window helps to show the
status of each device.

Open Monitor
Open E-Map
Open 120 Control Panel

= Map Info — Show map name.
2 Camera - Show camera name and connecting stafus.
&g Digital Input/Output — Shows Digital Input / Output name and stafus (0 or 1).

BB Access Control/POS/LPR — Shows metadata device name, connection status, first associated
camera name and connection status.

9.5.31/0 Control - B
Select to obtain the 1/O control panel. Use the panel to view DI Servers: flocalhost =] diShisc i
status and control DO devices remotely. bl

Note: Adjust the setting of I/O device in Mainconsole — Generall () (®)

Setting — Setting - I/O Device first, the I/O control panel
will display the device status based on these settings.

Input 0 Input 0

| |

—Server Setting -| Do

9.6 Playback Pl @ O

ad Output0  Cutput0

Select to obtain the Playback panel and view video =
remOTeW. User Mame:

Fassward:
9.6.1 Add Remote Playback Site

Save Password: [~

Press the Remote Sever'd] icon to go to remote Test Server

playback site management to add and setup a remote
B -| 4-| B Add | melete ‘ UpdEte |

v 0K | X Cancel‘
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playback connection.
Step 1: Enter the IP address or DNS, Port, Username, and Password.
Step 2: Click Add to add the server.
Step 3: Click OK to exit the Setting panel.

9.6.2 Access Remote Playback Site

Go to Date/Time Panel and Click the @E icon on the top of the display window to access the Remote
Playback Site.
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/2 Untitled Document - Windows Internet Explorer =[E]X]

2 @v |2 ntp212.167.193 22 80800 =140 ] [ Live searct e

»

& 6a’ (@ Untitled Document [ B - o=~ HEEE - (TR0 -

Remote Playback

Download Client Pack

http/218.167.193.22:8080veview.hm & AR IHie -

Make sure the Live Stream Server is enabled. Check 5.14 Network Service for more detail.

Start Internet Explorer browser and enter the IP address or DDNS name of the server followed by the
connecting port.
Example: hittp://192.168.1.16:8080/

192.168.1.16 is the IP address of the server.

8080 is the port specified in Use Default Web Server in Network Service.

To connect directly to Remote Live Viewer without addifional login, you may input username and password
in the URL.
Example: hitp://192.168.1.16:8080/liveview-html/LiveView.html2user=admin&password=12345
(Username: admin, password:12345 in this example)

Press this icon fo use Remote Live Viewer which functions are the same as Remote Live Viewer. See page
131 for details.

Press this icon to use Remote Playback which functions are the same as Playback except remote server
and backup functions. See page 38 for details.

Press to download client pack to install application based Remote Live Viewer and Remote Playback.


http://192.168.1.16:8080/
http://192.168.1.16:8080/liveview-htmlskin/LiveView.html?user=admin&password=12345
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11. Utilities

11.1 Verification Tool

The Verification Tool verifies whether the data created by the system has been tampered with. It
is the process by which a digital watermark (a digital signature) is added to each recorded video
frame to ensure its authenticity.

There are 3 types of data that can be verified by the Verification Tool:
1. Filein (.DAT) (.264) format will be displayed as®”.

2. Filein (.AVI) (.ASF) format will be displayed as#H

3. Filein (.BMP) (.JPG) format will be displayed ase,

11.1.1Execute Verification Tool

Step 1: Execute Verification Tool from program files.
NUUO IP Surveillance System
[Z] NUUO ActivateTool
FF] NUUO Backup System
3 NUUO DBTools
@] NUUO Main Console
] NUUO Playback System
NUUO Remote Live Viewer
[4] NUUO Verification Tool e E— Sfep 1
& Uninstall NUUO System

User Manual

Step 2: Insert the Administrator Password to log in.
Step 3: The Verification Tool appears after login.

11.1.2 Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview

WideoPreview

File: Marne: | Watermark | Start Time | End Time | Carn Mame | Path
97 C00001... 2009/05f... 2009/05f... TREMDne.. CA\Documents and S
#0604 _sa... 2009/0&f... 2009/06f... SanhyovD.. CA\Docurments and S
wOG04_5... 2009/06/... 2009/06f... Sanyo ¥C.. Ch\Documents and Se

. D-link DC... C\Docurments and S

Status : Yerify b ‘ II .

Mumber of file Yerified 0 files Time elapsed : Qo o0: 000
Murnber of file Passed 0 files Tirne left: 00:00:000 / \

Play Verify Pause Stop

2 Add File: Click to insert the single file to list for verification.

L4 Add Folder: Click to choose the folder with multiple files to list for verification.
Remove File: Click to remove indicated file(s) from list.

[} Select All: Click to select all files in list for verification.

Note:
1. Choose the file type first before selecting files. Only (.dat) (.264) (.avi) (.asf) (.omp) (.jpg) are
supported.
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2. User can also drag files directly into the list for verification.
Video Preview: Check this column to preview video of selected file. Click the buttons below the window

fo ployb, Pauselll and S’rop- the file.
Note: Preview of (.bmp) (.jpog) format is not allowed.

11.1.3 Verify Image/Video

Step 1: Select single or multiple files for verification.

Step 2: Click “verify ‘ "to start verification.
Step 3: The verification result will show on the watermark column.

If a file was tfampered with, it will show“.
If a file passes verification, it will show ¥,

Watermark

E Huno Verification Tool

Ea’ = R I} Widen Preview
File Mame | ‘Watermark | Start Time | End Time | Carn Mame | Path Eil
#7C00002... 2009/05f... 2009/05f.. D-linkDC... CiDocuments an
GwW0604_S.., & 2009/06/... 200906/... Sanyo ¥C... C’\Documents anc
#0604 _sa,., o 2009/06/... 2009/06f... Sanyo WD... C\Documnerts anc
97 C00001.., & 2009/05/... 2009/05f... TREMNDne... C:\Documerts anc
97 C00001.., &° 2009/05/... 2009/05f... TREMNDne... C:\Documermts anc
: . TREMDne... C:’Documents an
@7 C00002... 2009/05f... 2009/05/... D-Link DC... Ci\Documents anc
#7C00002... 2009/0%/...  2009/05/.. OC-lnk DC..  ChDocuments anc
e e e e e . _>IJ
Status : Wetify © b ‘ II .
Mumber of file Verified : T files Time elapsed 0008 266
Murnber of file Passed 7 files Tirne |eft: 01:49:380
N\

\ Verification report

Step 4: The verification report will indicate the information related to the verification.

11.2 License Management Tool

The license of the software should be registered before you start using the Intelligent Surveillance System.
Additional to essential camera licenses, you may also purchase licenses for the metadata application,
including those for POS, LPR and access conftrol.

Execute the License Management Tool to activate the license from dongle or serial number included with
the software package, or de-activate the license then bring it to another PC to activate it again.

Please note different level licenses cannot coexist under one license server.
Upgrade licenses will replace lower level licenses into higher level ones.

Both “Online” and "“Offline” status of PC environments are available on executing the tool to “activate” or
“transfer” the license. The following is a total of 4 types of license management process:

- To activate the license with PC connected to network, follow the Activation Online process.

- To activate the license with PC not connected to network, follow the Activation Offline process.

- To de-activate/transfer the license with PC connected to network, follow the Transfer Online process.

- To de-activate/transfer the license with PC not connected to network, follow the Transfer Offline process.
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11.2.1 Execute License Management Tool

Step 1: Execute License Manager Tool in General Setting menu, installation folders or execute Activate Tool
from program files.

_ settig » 1 Settings\WUSER WLARNUUO §W\Dorous26_3_2_0_26\Dores? Ju NUUO IP Surveillance System
= Ucense Honager | N :
= cm i __j ___J ,_j [7] NUUO ActivateTool
ve/Load Configuration » ¥ [ [ I = =T
oo e , Contis - ) NUUO Backup System

Metadata Application 2 & NUUO DBTools
;; r::;::jmh - - - NUUO Main Console
8 sackup J ‘——J - NUUO Playback System
FEopeel e NUUO Remote Live Viewer
[&] NUUO Verification Tool
&] ﬁ & Uninstall NUUO System
|, User Manual

Network Service
Help

About Main Console...

I || Alpha2.dl Alpha,dll

Step 2: The “License Management Tool” will appear. Please refer below for the tool overview.

11.2.2 License Management Tool Overview

Management E =

Activate | Transfer | )

Activatetab

SN status SN Channel | Product Status

>

Activate type

& Online activation:
@ Input SN:

€ Import SN file

Activate type

C A

€ Offtine activation:

Step 1: Export server information file:
&M
P

Export offine pack

Step 2 : Use "Offline Tool" to activate license and get offline license

, —
Step 3 : Import offline license file: -/

3

[/] icense Management Tool &

—
Transfer Tab [ Transtr | J_J
{1sn | channel | Product | status |
SN status
mw%
(& Online
Transfer type  offine
[ |
e — —
Transfer
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11.2.3 Activate License

|Activation Online|

Step 1: Open License Manager Tool.
Step 2: Select On line as Activate type.
Step 3: Input the SN (Serial number)or Import SN file, and then Click Activate button.

Activate type
& Online activation:
& Input SN |

= Import SN file: ]

Step 4: Restart Mainconsole if activation is successful.

|Activation Offlin€]

Step 1: Open License Manager Tool.
Step 2: Select Offline as Activate type.
Step 3: Click Export offline pack. Please note this license will bind with hardware General Settings and it is not
recommended to register with removable network devices.
+ Offline activation:
Step 1: Export server information file:
* Manual key-in SN on Offline Tool

 Activate from dongle

|[ Export offline pack "

Step 2: Use "Offline Tool" to activate license and get offline license
file.

Step 3: Import offline license file: @

Step 4: Save Request file, and then take it to another PC that is connected to the Internet.

@Request File [._HE]N1

File Edit Miew Favorites Tools Help

Address |@ CiiDocuments and Settings)april\DeskiopiRequest File lil G0

B LicenseTool. dl

—h I
libespat. dil Aq, 1.0.0.1
LicenseTool Dynamic Link Librarw
;ggj Eillreeq OffLineTool. exe
1 KE OffLineactivation MFC applica,..

Step 5: Execute OffLineTooI.exe in the other PC. Input the SN (Serial number) or Import SN file, and then
Click Activate button.
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[l otttine Tool &

Infarmation:

Activate new SN.

Please input SN:

r~Input type
& SN: |

" SN file: "}
=

Step 6: Save License file, and then take it to original NVR system.
Step 7: Open License Manager Tool again, select Import offline license, then click Import button to activate.

~Import offline license
| File path: [CaDocuments and Sef | &°

Step 8: Restart Mainconsole if activation is successful.

11.2.4 Transfer License

fransfer Onling]

Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check Online as Transfer type.
Step 3: Select SN and Click Transfer button.

/] License Management Tool (%)
Activate Transfer|
| sn | Channel | Product | Status |
PUOGIREAEER 16 NUUO [P+ Activated |
[~ Transfer type:
& Online
" Offline

Step 4: Restart Mainconsole if fransfer is successful.

ransfer Offline

Step 1: Open License Manager Tool.
Step 2: Select Transfer Tab, and then check Offline as Transfer type.
Step 3: Select SN, and then click Transfer button to transfer SN.

—
[F]License Management Tool Ed
Activate  Transfer |
R Rty | Channel | Product Status
5F55-6342-16D9-T17F 16 activated

Transfer type
i Online
& O linet

_
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) Request File

. ]

-I:IH

File  Edit “iew Faworites Tools  Help

-

Address |E} Ci\Documents and SettingstapriliDeskioptRequest File M Go

a —LH 4 1‘1 LicenseTool,dil
‘5 libexpat.di -5 1.0.0.1

LicenseTool Dynamic Link Library

FET] Efg':(hgngi]r:q OFfLineTool e
1KE CFfLineActivation MFC Applica...

Step 5: Copy request file to another PC connected to internet.
Step é: Execute OffLineTool.exe in another PC, check Transfer SN and click Transfer to send request file to

license server.

|/] Off Line Tool

X

Infarmation:

Transfer activated SM.

aAT1-

Transfer8h .
PR

l Transfer |

Note: User needs to

to license server, otherwise the SN can’t be re-activated again!!

copy request file to another PC and send it

|#] Off Line Tool

X]

Infarmatian:

Completel Transfer has finished.

Transfer activated SM.
Transfer SM:

ASA71-D23C-09E1-7432

Transfer
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11.3 Resource Management Tool
The Resource Management Tool detects whether the system is operational.

Note: For further application of the Resource Management Tool, please Start Monitor Al
refer to page 63 In “Guard” chapter. Start Recording Schedule
Start Smart Guard System
Start Counting Application
Start Adv Inteligent Video Surveilance

11.3.1 Execute Resource Management tool Enable Secondary Display

Open Event Report
Step 1: Open Resource Report from start menu.

. Open E-Map
Step 2: The Resource Management Tool will appear. Step 1 Open Resource Report
Open Stream Usage Panel
11.3.2 System Resource Overview Open 1/0 Control Panel
Lock System
System Resource\ Instant Diagram
/
_[Q Resource Report \ / E]
System Resource N CPU Loading -

= System Health
CPU Termperature: 0 C (32 F)
Motherboard Temperature: 0O C (32 F)
CPU Fan Speed: 0 RPM
eed: 0 RPM

i 0
Mernory Used: 1022 ME
Mernory Available: 956 MB
= Logical Disk Free: 5 %
DeyNULOYYideo: 3945 ME
= Metwiorl: Uitiization
Total Upload Bitrate; 19 Kbps

Total Download Bitrate: 1622 Kbps Issues and Suggesﬁon

|

IssUe:
Suggestion:

Advanced\] [\/ QK ]

" Advanced
11.3.3 System Resource

System Health: This item shows the system information, including “CPU Temperature”, “Motherboard
Temperature”, “CPU Fan Speed” and “Power Fan Speed”.
Note: User needs to install the “SpeedFan” first to gather the CPU and Motherboard temperature information.

CPU Loading: This item shows the percentage of CPU usage.

Memory Usage: This item shows the memory usage of system. "“Memory Used” and "Memory Available” are
included.

Logical Disk Free: This item shows the percentage of available disk space for storage.

Note: The disk directory will be the same as the one in Mainconsole — General Setting — Setting — Storage -
Location.

Network Utilization: This item shows the total bit-rate utilization for the upload and download of the computer.
11.3.4 Instant Diagram

Click each item in the list to obtain the instant system diagram. The “system resource” will be displayed as
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each variable in Vertical Axis; the unit of Horizontal Axis will be displayed as “Per Second”.

System Resource CPLU Loading

= System Health

. LCPU Temperature: 43°C (109 °F)
Motherboard Temperature: 45 °C (112 °F)
CPUFan Speed: 0 RPM

Fouier Fan Speed=G-RFm

Loading
Mermory Usage: 90 %

Memaory Used: 1848 MB

Mermary Available: 198 MB

- Logical Disk Free: 8 %

CiDocuments and SettingsWUSERYES- £\
= Metwork Utilization

Tatal Upload Bitrate: 0 bps

L. Total Download Bitrate: 0 bps

<| I

Advanced | v oK |

Click the Advanced button to search and export system logs in “Search” tab and obtain the history diagram
of an specified period in “Diagram” tab.

Search

Search |Di5p|ay|

Type: |CPU Loading Ll == |SD oo % ﬂ

Date: 120090608 5 Bxportto ‘

DateTime: ' | to | Search
Start Time | End Time | Log Type Avg ‘ hdin ‘ Tl ax. ﬂ
2009/06/08 15:54:55  2009/06/08 15:55.10  CPU loading 0. 40.00%  100.00%
2009/06/08 15:56:00  2009/06/08 14:56:08  CPU loading BO.81% 50.00%  100.00%
2009/06/08 15:56:15  2009/06/08 15:56:20  CPU loading G0.49% 50.00%  100.00%
2009/06/08 15:56:40  2009/06/08 15:57:10  CPU loading BO0.25% 50.00%  100.00%
2009/06/08 15:57:15  2009/06/08 15:57:20  CPU loading B0.19% 50.00%  100.00%
2009/06/08 15:57:35  2009/06/08 15:57:40  CPU loading B0.19% 40.00%  100.00%
2009/06/08 15:67:45  2009/06/08 154:57:50  CPU loading B0.32% 50.00%  100.00%
2009/06/08 15:57:55  2009/06/08 15:58:00  CPU loading B0.27% 50.00%  100.00%
2009/06/08 15:58:35  2009/06/08 15:58:56  CPU loading BO.11% 50.00%  100.00%
2009/06/08 15:59:25  2009/06/08 15:58:35  CPU loading BO.11% 50.00%  100.00%
2009/06/08 15:59:40  2009/06/08 15:59:50  CPU loading B0.04% 40.00%  100.00%
2009/06/08 15:59:85  2009/06/08 156:59:56  CPU loading BO.04% 50.00%  100.00%
2009/06/08 16:00:00  2009/06/08 16:00:18  CPU loading 51.67% 51.00%  53.00%
2009/06/08 16:00:25  2009/06/08 16:00:50 CPU Ioading 52.75% f0.00% 57.00%
2009/06/08 16:00:55  2009/06/08 16:01:00  CPU loading 53.78% 50.00%  62.00%
2009/06/08 16:01:05  2009/08/08 16:01:10  CPU loading 54.00% 40.00%  62.00%
2009/06/08 16:01:40  2009/06/08 16:01:55  CPU loading 54.54% 50.00% B2.00%
2009/06/08 16:02:10  2009/06/08 16:02:15  CPU loading 25.71% 50.00%  71.00%
EEIIDQIDEJ’DS 16:02:35  2009/06/08 16:0245  CPU Joading 56.13% 50.00% 71 |DD% L‘j

o 0K

Choose the system event type, and then select the standard percentage to search system log.

Select the Date/Time duration to search system log.
Click Search to start searching, the system logs will be listed below.
Click Export to to save the system log in (*.xIs) or (*.txt) format.
Click OK to close the report window.

4 & E C D E

1 | StartTirne EndTirne LogType Avg Max Min
220000608 122023 20000608 122028 CPU loading 54 54 54
3 20000608 1220.53 20000608 122058 CPU loading 855 54 77
420000608 1221:13 20000608 122118 CPU loading 8167 54 n
5 20090608 122123 20090608 122128 CPU loading 8.5 54 7
£ 0090608 1221:53 20090608 12:21:58  CPU loading 62 54 7
7 20090608 12:22:53 20090608 122258 CPU loading 633 53 7
§ 20000608 122345 20000608 1225:53  CPU loading 6186 53 7
9 20000608 122448 20000608 122458 CPU loading 5944 51 7



Search Display ]

Type: |CPU Loading j I

DateTirne: 200900608 16:38 = 2 Save
Pefiod: oneDay = Display

1S N T I O O O O A ! ! | | VL]
2009/06/08 D0:00 2009/06/09 DO:00

Maximun: 200970608 15:16:25 Minimun: 2009/06/08 13:35:54

Choose the system event type.

Select the Date/Time to draft history diagram.

Setup the start time and duration for charting. User can choose “One Day”, *One Hour” or “One
Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed at below column.

Click “Save” to save the diagram in (*.omp) format.

Click "OK" to close the report window.

0%

2009/06/08 00:00

Maximun: 2009{06/08 15:16:25 Minimun: 2009/06/08 13:35:54
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11.4 Stream Usage Panel

The stream usage panel shows the current stream status including Start Monitor Al

connection status, record status, local display stream, decoding Start Recording Schedule
stream/reason, download bitrate and HDD throughputs. Those information is Start Smart Guard System
helpful for system optimization and troubleshooting. Start Counting Application
Note: Start Adv Inteligent Video Surveilance

|dle status: Means the stream is connected with Mainconsole but
Mainconsole do not use for decode or recording, video analysis or
recording. It will show a gray ball. Open Event Report

Enable Secondary Display

Not support status: Means the channel do not support Multi-stream function. LSS
. Open Resource Report
It will show a black ball.
Stream Usage Panel @pen Stream Usage Panel

Open IO Control Panel

Indicators in differ color shows different connection status with stream bit Lock System
rate (Mbps) and frame rates (fps).

“Decoded” column indicates the decoding stream which requires CPU loading. Changing the decoding
stream is helpful to reduce CPU loading.

Mouse over to the check icon, system will show you the decode reason. Possible decode reasons are:
Decoded

* Local display

+ Smart guard detection
+  Counting analysis

« VS analysis

+ Transcode record

+ Transcode for client

+ Record on motion

* Video preview

,

12 ]3

v

Decoding reason:
Local diaplay
Transcode record

LK< -

Connection status Record Local display Decoded
1 [ 2 [ 3 1231 J2]3[1]2]3

v @, @ @ | ¥ ¥ @ ¥
I - @5 0. 0. v ¥ ¢
| owoen @ @2 0L v v e

CAM 4 VS _Roof Gf;:m .:::ps .:::ps & & & |
| camspex @ 0L el v v A

cmsemenss @ L. @ @I @ @& |

ey @, @ @ @ @

CAl B Camera 09 @. 0. 0. v v ¥

Download Bitrate: 33.52 Mbps Hard disk througl;put: 151 Mbps

@ Connected & Connecting @ Disconnected @ Idle @ Mot Support

i Bt || Epot
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11.5 DB Tool
The DB Tool repairs database files and Export General Setftings.
Warning: improper use of this DB Tool may cause loss of recorded video.

Step 1: Execute DB Tool from program files.

; MUUQ IP Surveillance System

[F] MUUO ActivateTool

Step 1 ] MUUQ Backup System
ld NUUOQ DBTools
NUUO Main Console
MULD Playback System
MNUUOQO Remote Live Viewer
[E] NUUG Verification Tool
£ Uninstall MUUO System

m

, User Manual

Step 2: Enter the password of administrator to log in.

Step 2 \ DBTools login
Wrd for the administrator of Main Consale ;

Username: |admin

Fassward: I

[ o | [ Cconcel

11.5.1 Repair Database

This page has three repair method, Modify Location, Verify Only, and Repair.

For modify location:
Playback system can recognize all recording video in the folders listed on Mainconsole - General

Setting - Setting - General page. For some reason, user needs to use Playback system to open recording
video beyond storage location setting. For this propose, user could follow below steps to modify

location by DB tool.
Note: The default storage location is in the installation directory, (ex: C:\Program Files\\SCB_IP)

Step 1: Select Repair database.
ﬂﬂl DBTools {IP version 3, 1,0, 0) 1

Repair database
Madify locations to store widea files. Please confirm lacations where widea
files were stored and press button "Modify” to confirm.

Step 2: Select the repair Method as Modify Location.
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Repair datahase
Modify locations to stare videa files. Please confirm locations where video
files were stored and press button "Modify® to confirm.

Install Path: COProgram FilestMUUMECBE_IP

Method:  |Modify Location -
Step 3: For add database location, please Click ;]bu’r’ron and use URL to choose location.
For remove database location, please choose location form list and Click  # button to remove

location.

Video File Locations E

ChProgram Files\WUUOVSCE_IP
Dy wideo

Step 4: Click Modify button to modify location. After modification, the Modify Result will show on the

panel.
modify Result: 2 locations confirmed.

Open Log l ’ t odify ]

Example of modify database:
In certain cases where video data needs to be fransferred from one PC to another PC, user will need to

perform the following:
1. Manually copy all recorded video data from the default installation path or other user-defined storage

path of the old PC. —

| CiProgram FilssNUUOSCE_IP
: 5 | | j '

& 1B = I e .} Saetgorded video

) IBM ThinkVantage 20060321 20060323 manual

) InstallShield Installation Inf

# () Intel =
# () Internet Explorer )/J ﬁ

# ) Koei
@ £ Lenovo wave 3gppdll

2. Manually paste all recorded video data to the default installation path or other user-defined storage
path of the new PC

3. Follow previous page to add new location on new PC.

4. Oldrecorded video data can be viewed by playback system on the new PC.

For verify and repair proposes:
This tool is used to check and repair your database and recorded video with problems:

(1) If there are records in database, but no video file, use this DB Tools to delete records.
(2) If there are video files but no record in database, use this DB Tools to rearrange the database and

find these records.
Step 1: Switch to Repair database windows.

[-H DBTools (IP version 3, 1,0, 0)

Repair database
Modify locations to store video files. Please confirm locations where video
files were stared and press button "Madify" to confirm.

database

Step 2: Select the repair Method as Verify Only.
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Repair datahase

Werifividea files stored by surveillance system. Please confirm lacations
where video files were stored and press button "Verify to check all files.
Fixing datahase is anly needed when verification is failed.

Install Path: CAProgram Files\NUUDMSCHE_IP

Methad:  [¥erify Only -

Step 3: Check the video location windows.

The system will list all video locations in table, but if there are any omit, please use = to insert.

Note: After inserting location, the system will show files count below table.
File Count: 41

Step 4: Choose the method of “Verify Only”, and click “verify”. This method will only check the files

without modify. Verify result will show how many files broken or missing.
Yerify Result. 41 files verified, 0files braken, 0 files missing.

Step 5: Choose the method of “Repair (Complete)”, and click “Repair”. The Repair Result will show how

many files are fixed and inserted.
Repair Result 2 files fixed, 41 files inserted.

Step é: The repaired new database will replace the old one and the original database will change file
names with extended repair date and time as below.
- Address |[3) D0 SCE-TP

Narie
(2 EventLog.mdb
EFileRecord. mdb
@FileRecord mdb_200807 144121358 mdb
IZﬂF‘osRecord. mdb
IZﬂScheclulel.’_onfig.ml:II:u
IzﬂS\y’stemLog. mdb
IZﬂS\y’stemLog. mdb_Z00307 144121358, mdb

Note: Open Log is a tool to record the repaired database. It will record repair method, file operation,
start time and end fime.
4 dbtool.log - Motepad g@

Eile Edt Format Wiew Help

- mm oo f o f .
operation "verify only” is started at (2008/07/14 12:01:17)

File Broken: D:\Video/20080708/c00002/c00002500420080708112323437 .dat
File Broken: D:\Vvideo/20080708/C00002/c00002500A20080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

Operation "Verify only" is finished at (2008/07/14 12:01:19)

Operation "verify only” is started at (2008/07/14 12:13:19)

File Broken: D:\Video/20080708/c00002,/c00002500A20080708112323437.dat
File Broken: D:\Vvideo/20080708/c00002/C00002500A20080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

operation "verify only” is finished at (2008/07/14 12:13:20)

Operation "Repair (Complete)” +is started at (2008/07/14 12:13:58)

File Repaired: D:\Video/20080708/c00002/c00002500A20080708112323437.dat
File Repaired: D:\Video/20080708/c00002/c00002500A20080708114304625.dat
2 files fixed, 41 files dinserted.

Ooperation "Repair (Complete)” is finished at (2008/07/14 12:14:07)

11.5.2 Export General Settings

This tool is used when user wants to export all system General Settings to backup, take to another PC for
technical trouble shooting.

Step 1: Press “Export”.
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o0 version

Renair Export Main Consale canfigurations for trouble shooting. Please
data,tjaase provide the exported *.cfg file to the technical support .

Export Configurations

Step 2: Select the location you want to Export and type the name of the General Settings.
Step 3: Press “Save” to start to import database.

M

Savejn:lb SCB-P j L £ B
H : Ca -
C5 ServerConfig.cfg [50 Ta Last Folder visited|
Iy manual
[Cimdb
[ skin
) e
File narme: | Save

Save astype: | Canfig Files (*.cfg) ] Cancel |

A
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12. Failover Agent

General | Semerl

—Startup
¥ Auto Start Up

v Auto Login

—Storage

Location

EEED

D
KA

—Password

Old Passwaord

Mew Password

Paszsword Confirm

[~ Enable Disk Load Balance

Recycle setup:

Always keep

i —Log File
[+ Save Log

[~ Only Keep

| HALOG

|1U % disk space.
I? days

v

OK lx Cancel l

Failover Agent is a software to enable a spare recording server (the failover server) to take over the
recording work once the regular recording server becomes unavailable. Hence the failover server and the
Failover Agent should always be installed on another computer.
Note: Support IP+ and Video Encoder (no capture card)
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12.1. Services
Failover Agent runs two services:

Service Description

failover service This service always runs and constantly checks the state of
the relevant recording servers. This service enables any
necessary fakeover

recording service This service enables the failover server to act as a recording
server while the regular recording server is unavailable. This
service starts when required, i.e. when the failover server
takes over the recording work.

Note: Failover Agent will failover video data only. Not for No event, alarm, metadata, 1/0O box, Advanced
Intelligent Video Surveillance.

12.2. Activate Failover License

Step 1: Open License Manager Tool in Start>> Failover Agent file.

Step 2: Select Activate Tool, check the PC in Online network environment.

Step 3: Insert the SN, SN file fo activate license.

Step 4: After software license is activated successfully, please restart Mainconsole.
Note: Please refer to Utilities>>License Management Tool for advanced seftings.

License Management Tool

Activate | Transfer
o | ranster |

. NULIO ==|i|r"-.'».=_-r Frym— SN | Channel \ Product | Status |
[#] muuo Actvate Tool
NUUO Failover Agent
E NLLIO ﬂf'ﬁ"IE'TQDl Stepz —Activate ty
= ne
" Uninstall MULIO System ﬁk  Online activation:
&+ Input Sh;
 Import SN file: -

| Activate from dongle

¢ Offine activation:
|_=p  Step:Export server infarmatian file
Si-ep 3 <_ & Manual key-in SHon Offline Tool

¢ Activate frorm

Step 2 Use "Offine Tool" to activate license and get offline license
Tile.

Step 3 : Import offline license file: "}

12.3. Start and Stop Failover Agent
To start Failover Agent:
Click start button | All Programs | Failover Agent. Failover Agent will start and show its icon E in the
notification area (also “system tray”).

To stop Failover Agent:

1. Right-Click Failover Agent’s icon in the notification area. A menu will open.

2. Click Exit from the menu that opens.

Open Failover Agent

Enable
Exit
About

Note: One OnGuard (Software watchdog) can only connect with one Failover Agent. User cannot use
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two Failover Agent to monitor one Mainconsole at the same time.

Note: Mainconsole and Failover Agent cannot install on same server.

Note: Failover Agent will start service when in 2 hours the regular recording server becomes unavailable 5
fimes and each time during 15 minutes.

12.4. Enable and Disable Failover Service

Failover Agent supports users to enable and disable its service after Failover Agent starts. By default, the

Failover Agent’s service is auto-enabled after the start.

If Failover Agent has been manually disabled, its icon in the nofification area appears with a red cross on it

. To re-enable Failover Agent:

1. Right-Click Failover Agent’s icon &l in the notification area. A menu will open.
2. Click Enable from the menu that opens.

Open Failover Agent

Enable
Exit
About

To disable Failover Agent:

1. Right-Click Failover Agent’s icon in the notification area. A menu will open.
2. From the menu that opens, select Disable.

Open Failover Agent

Disable
Exit
About

12.5. Open Failover Agent

To open the Failover Agent that runs in the background:

1. Right-Click the Failover Agent icon in the nofification area. A menu will open.
2. Select Open Failover Agent from the menu that opens.

Open Failover Agent

Dizable
Exit
About

Failover Agent will open by showing its Ul onscreen.

2] Failover Agent ==~

General | Ser\ferl

—Startup —Storage
¥ Auto StartUp Location (E)=)(a)s]
¥ Auto Login DA\
KA
—Password

Old Password I )
|~ Enable Disk Load Balance
Mew Password I

Password Confirm I Recycle setup:
Always keep I‘IU— % disk space.
—Log File

I~ Only Keep I? days
v Save Log y

HALOG
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12.6. Check Failover Agent Status
After the Failover Agent starts, its status can be checked by ifs icon in the nofification area.

g « mn g s

g a@ & 8@
4

[ ¥

N

Customize... Customize...

PREO 27 - sHEH T

Failover Agent’s service is disabled. The Failover Agent’s service is enabled.
icon has a red cross on it.

12.7. View Version Information
Knowing the version of your Failover Agent is helpful when you contact for support. To know your Failover
Agent version info:

1. Right-Click the Failover Agent icon in the nofification area. A Menu will open.
2. From the menu that opens, select About.
Open Failover Agent

Disable
Exit
About

A small dialog will opens showing the exact version of your Failover Agent.

IP Surveillance 5.0.0

© 20042013

MULIO Inc. All rights reserved.

Build 5.0.0.36

12.8. General Settings

Failover Agent features a General tabbed page fo set the preference using Failover Agent.
To access General tabbed page:

Open Failover Agent as described in 12.4. Open Failover Agent. Failover Agent will open.
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[#] Failover Agent E@E |
General ISer\.«er]
Startup Storage
v Auto Start Up Location E]
Iv Auto Login DA
I KA
Password

Old Password
I [~ Enable Disk Load Balance
Mew Password

Password Confirm Recycle setup:
Always keep ,10— % disk space.

Log File

[~ Only Keep 7
[v Save Log
HALOG

|/ OK H)( Cancel l

Make the settings that meet your need by referencing the foIIowin:

12.8.1. Startup
Startup group box sets how Failover Agent acts when it starts.
Featured settings are:

Settings Description Default

Auto Startup Sefts Failover Agent to auto-start when the failover server re-starts up Selected
after accidental shutdown. (Enabled)

Auto Login Sets Failover Agent to auto-login to enable failover service when it Selected
starts. (Enabled)

Click OK button to apply the change and quit setting; or click Cancel button to quit setting without saving
the change.

12.8.2. Password

Failover Agent features a password authorization to control whether to enable failover service. Users are
requested to set up such password when they installed Failover Agent. If such password should need to
change later, it should be changed here in this Password group box.

Featured settings are:

Sefttings Description Default
Old Password Enters the old password. --
New Password Assigns the new password. -
Password Confirm | Enters the new password again. --

Click OK button to apply the change and quit setting; or click Cancel button to quit setting without saving

the change.

Note: Admin only between Mainconsole and Failover server. Failover operation use ID: Admin only

Note: We recommend if users renew user account, please connect OnGuard to Failover Agent and
updates user information again.

12.8.3. Log File

Failover Agent supports recording its operation history into a log file for necessary data analysis. The log file is
created in .txt format with “FailoverAgent” for the filename.

To access log file setting:

Sefting Description Default
Save Log Enables recording Failover Selected
Agent’s operation history to alog | (Enabled)
file.
Field Sets where o save the log file. The storage where Failover
Agent is installed to, for example
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| | | C:\program files\ |
The log file is created in .txt format. Take a closer observation of such log file:

Mj FailoverAgent - Notepad
Eile Edit Format View Help
[[2012-08-06 14:44:49] [1nFo] [Failover Agent Start! Q
[2012-08-06 14:45:32] [INFO] ettings
[2012-08-06 14:45:57] [INFO] Failover Agent Start
[2012-08-06 14:46:06] [INFO] Failover agent Update Settings
[2012-08-06 14:46:11] [INFO] Failover agent Update settings
[2012-08-06 14:46:20] [TNFO] [FaTlover Agent Update settings |§)
[2012-08-06 14:46:24] [INFO] A TOTeEr AT opOE e ST g
[2012-08-06 14:46:56] [INFO] Run Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:47:35] [INFO] Stop Failover 192.168,2.114 192,168,2,.114
[2012-08-06 14:48:38] [INFO] (3]
[2012-08-06 14:49:12] [INnFO] D : 58 ]
[2012-08-06 14:50:10] [INFO] Failover Agent Update Sett1n95
[2012-08-06 14:50:10] [INFO] Run Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:50:15] [INFO] sStop Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:51:24] [INFO] Run Failover 192.168.2.114 192.168.2.114
[2012-08-06 14:55:59] [INFO] Failover Agent Update Settings
[2012-08-06 14:57:31] [INFO] Failover Agent Update Settings
[2012-08-06 14:58:15] [INFO] Stop Fa110ver 192, 168 2,114 192.168.2.114
[2012-08-06 14:58:23] [INFO] Age pda o na
[2012-08-06 14:58:26] [INFO] Faﬂover‘ Agent Update Sett1n95
[2012-08-06 14:59:31] [InFo] ‘RO v 97 T58" ~T68.2.114
| [2012-08-06 15:00:16] [INFO] Fa11over Agent Update Sett1ngs
[2012-08-06 15:00:24] [INFO] Failover agent Update Settings
[2012-08-06 15:00:29] [INFO] Failover Agent Update Settings
[2012-08-06 15:01:03] [INFO] Failover Agent Update Settings

Failover Agent launches.

One or more changes are written to Failover Agent settings.

Failover service is performed. The failover server takes over the recording server named “192.168.2.114"
at IP address 192.168.2.114.

@ Failover service stops. The failover server stops taking over the original recording server named
“192.168.2.114” at 192.168.2.114 and returns the recording work to it.

o000

12.8.4. Storage
Storage group box assigns the storage to store the recorded videos and manages storage-related setftings.
Featured settings are:

Sefttings Description Default

Location Adds new storage. --

¥ |

Deletes the selected storage. --

Raises the selected storage to higher priority. -

(=] Brings the selected storage to lower priority. -
Enable Disk Load Evenly distributes recording to multiple drives, Deselected
Balance which will increase system efficiency. (Disabled)

Note: Keep video in failover server, not collect back to recording server.

12.8.5. Automatic Recycle
Avutomatic Recycle group box encloses the setftings to delete the outdated data to save storage space.
Featured settings are:

| Settings | Element | Descripfion | Default |
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Recycle when disk | Radio Enables the system to recycle. Selected
space is less than button (Enabled)
Field Sets the lowest remaining disk space | 10%
for the system to start to recycle.
Only keep video Radio Enables the system to delete older Deselected
for button videos. (Disabled)
Field Assigns a number of days to keep 7 (by unit of
the recorded videos. day)

12.9. Server Settings
To access the server settings:

1. Open Failover Agent as described in 12.4. Open Failover Agent. Failover Agent will open showing
General tabbed page.

2. Click Server tab. Server tabbed page will open.

o
“General Senver |

 Semver Seting

Server Name: [1921882114
Address: [1921882112
Port [s220
User Name: [aomin
Password: =]

%5102.168.2.114 (192.168.2.114) - 1

Priority. 1
Test Server
Add | Delete | Update * Prionity 1 for the highest priority

v oK X cancel

Make the settings that meet your need by referencing the following:

Note: Support up to 8 Mainconsole servers to 1 Failover server and recommend to use 3 Mainconsole servers
to 1 Failover server.

12.9.1. Set up A Server
To set up the regular recording server to take over when necessary:
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—Senver Setting

Server Name: |192.158.2.115

Address: |192.1ae.2.115

Port |5220

User Name: Iadmin

Password: I*****

Test Server

Add ‘ Delete| Update‘

Priority: | 5

1. In Server Name, Address and Port fields, enfter the name, address and port number of the regular
recording server to take over.

2. In User Name and Password fields, enter the user name and password to log in the regular recording
server to take over.

3. In Priority field, enter the number (1-8) of the recording server priority. Priority 1 for the highest priority.

4. Press Test Server button to check if the serveris available.

5. Press Add button to apply the setup. The recording server will be added to the server

Note: Share same port (NUSP/NUPP) and support LAN only.

12.9.2. Change Server Setting
To make any change to an existing server setting:

¥5192.168.2.115 (192.168.2.115) - 5

1. On the server list, select the server to change.

2. Make change to the setting as described in 12.8.1. Setup.

3. Press Update button to apply the change.

Note: In this status, OnGuard and Failover Agent need to connect again to get Mainconsole server
information.

12.9.3. Delete a Recording Server

To remove a server:

1. On the server list, select the server to delete.

2. Press Delete button to remove the selected server.

12.9.4. Server List
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1. OnGuard have linked to Failover Agent but not connected yet.

192.168.2.114 (192.168.2.114) - 1

2. OnGuard connects to Failover Agent

192.168.2.114 (192.168.2.114) - 1

3. Failover Agent disconnect with Mainconsole

I_Qlaz.lﬁa.z.uq (192.168.2.114) - 1 |
M192.168.1.196 (192.168.1.196) - 1

4. Failover Agent is taking over Mainconsole now

o

Note: Failover Agent not support Web client, MSAD and DDNS.
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12.10 Remote Live viewer and Remote playback

12.10.1 Remote Live Viewer

Display a complete list of the server(s), group(s) and camera(s) that are added to the system.
Server View: Cameras are listed according to recording server.

And pop up message with Failover is running.

e LevelOne FCS-1060 (19
Bl 1021601211

6 Fallover s ranning.
Itis 13KIng over recording server 192.168.2.114

[ o

™ lungerstand now. Dont show me this message again

Note: Failover agent needs to connect remote live viewer or playback first then Failover agent will
automatically connect to live viewer/playback and get failover recording.

Note: For Failover agent recording, user still login original Mainconsole server and will automatically transfer to
Failover agent.

12.10.2 Remote Playback

Go to Date/Time Panel and Click the @E icon on the top of the display window to access the Remote
Playback Site

G #2UE00

Local Machine

Remate Server 1 (192,168.1,51)
Remate Server 2 (192,168.1,52)

13 14 15 16 17 18 19
2021 22 2324 25 26
2f 28293031 1 =2
I 45 6 7 8 9

Video records are displayed as a thin line on the time table. Check Show Recording Schedule to show the

defined period for scheduled recording. It is shown as a thick line in light blue color for Failover recording
mode.
¥ Show Recording Schedule

[~ Show Event Log

Start Time: |2013312ﬂ5 ﬂ Q0:00:00 ﬂ
2 = 12025, ¢ 2T
8 [ 1vs_shopping Ma

@ [ Fish eye =

& [ Lobby =

B [ wvs_roof =

@ M parki =

B [ camera 06 -

8@ B camera 07 -

@ [ camera 08 -
B Fl4]
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13. OnGuard

Status

Type IP Description
Failover Agent 1921681111 Connected

—Senice
¥ Save Log |C\Program Files (x86 \NUUD\SCE_IP =

—Failover Agent Service

Server Status: Running

Port: |5220

OnGuard is the software watchdog attached to Mainconsole to watch over Mainconsole’s service on a
regular recording server. OnGuard starts when Mainconsole launches and stops when Mainconsole quits.
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13.1. Using OnGuard

Once the Mainconsole (the regular recording server) stops responding, OnGuard will prompt to restart the
recording server by showing a dialog. Click OK to confirm to restart or click Cancel to quit Mainconsole for
later manual restart.

il N
Restart Main Console ﬁ

System encountered a problem and will restartin 18
seconds. For recovery process press OK to restan
immediately under current settings, or press Cancel
to shutdown for manual restart.

X Cancel |

Note the failover server (Failover Agent) won't take over the recording server (Mainconsole) unless the
recording server stops responding for 5 fimes within one hour.

13.2. Open OnGuard

To see OnGuard on screen, minimize Mainconsole by click @ button atf the lower-left on Mainconsole
screen. If OnGuard is minimized and therefore isn't viewable, open it by taking the following action:

E

1. Right-Click its icon l== in the notification area. A menu will open.

2. From the menu that opens, select Open OnGuard.
Open OnGuard
Exat
About

Status

Type Drescription
Failover Agent 192.168.1.111 Connected

—Senice
¥ Save Log CAProgram Files (x86NUUMMSCE_IP

— Failover Agent Senvice

Sernver Status: Running

Part: 220
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13.3. Quit OnGuard
If it is necessary to exit OnGuard, take the following action:

&

2. From the menu that opens, select Exit.

1. Right-Click its icon in the notification area. A menu will open.

Open OnGuard

About

OnGuard then quits.

13.4. Version Information

Knowing the version of your OnGuard is helpful when you contact for support. To know your OnGuard version
info:

1. Right-Click the OnGuard icon g in the nofification area. A Menu will open.

2. From the menu that opens, select About.

Open OnGuard
Exit
About

A small dialog will opens showing the exact version of your Failover Agent.

01 H.264 Hybrid 5.0.0 W

© 2004-2013
MUUOD Inc. All rights resenved.

OK

Build 5.0.0.38

13.5. Check Connection Status

To check OnGuard’s connection status with the remote Failover Agent:

1. Open OnGuard as described in 13.2. Open OnGuard. OnGuard will open onscreen.

2. Check the connection status in the Status box.
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Status

Type Description
Failover Agent 192.168.1.111 Connected

—Senice
¥ Save Log Z:A\Program Files (x86MNULOASCE_IP

— Failover Agent Service

Senver Status: Running

Port: IEEED

The information provided are:

Element Description

Type Type of the service connected to, which is Failover Agent.

IP Delivers the IP address of the Failover Agent connected to.

Description Delivers the connection status with the Failover Agent.
13.6. Log File

OnGuard supports recording its operation history info a log file for necessary data analysis.

To General Setting file log setting:

1. Open OnGuard as described in 13.2. Open OnGuard. OnGuard will open onscreen.

2. Find the Service box.

3. Select Save Log to enable log file and browse for a desire folder to save the log file; or deselect Save Log
if log file isn't needed.
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Status

Type Description
Failover Agent 192.168.1.111 Connected

— Senice
¥ Save Log Z:A\Program Files (x86MNULOASCE_IP

— Failover Agent Service

Senver Status: Running

Port: IEEED

The log file is created in .txt format with the flename "OnGuard”. The log file helps users to know the exact
time when the recording server stops responding.

Take a closer observation of such log file:
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- 1

File Edit Format View Help
2012-07-05 14:47:38] oncGuard StartéE.
2012-07-05 14:47:38] oncGuard servi Runo
2012-07-05 16:23:03] oncuard ExXit
2012-07-05 16:23:31] onGuard start
2012-07-05 16:23:31] oncGuard Service Run
2012-07-05 16:25:16] onGuard Exit
2012-07-05 16:25:29] oncuard start
2012-07-05 16:25:29] oncGuard Service Run
2012-07-05 17:21:26] onGuard Exit
2012-07-05 17:21:33] onGuard start
2012-07-05 17:21:33] oncuard Service Run
2012-07-05 17:35:56] oncuard ExXit
2012-07-05 17:36:07] onGuard start
2012-07-05 17:36:07] oncGuard Service Run
2012-07-05 17:54:21] onGuard Exit
2012-07-05 17:54:51] oncuard start
2012-07-05 17:54:51] oncGuard Service Run
2012-07-05 18:28:51] onGuard Exit
2012-07-05 18:37:48] onGuard start
2012-07-05 18:37:49] onGuard Service Run
2012-07-05 18:54:12] mMainConsole Exit
2012-07-05 18:54:12] MainConsole Star
2012-07-05 18:54:21] onGuard Exit [4)
2012-07-05 18:57:28] onGuard start
onGuard service Run

2012-07-05 18:57:28

2012-07-05 18:57:40] Failover agent Test 192.168.1.111 1is connected
2012-07-05 18:57:41] Failover Agent Test 192.168.1.111 is disconnec
2012-07-05 18:57:41] Failover Agent 192.168.1.111 s connected 6
2012-07-05 18:58:13] MainConsole Exit
2012-07-05 18:58:13
2012-07-05 18:59:13
2012-07-05 18:59:13
2012-07-05 18:59:15
2012-07-05 18:59:16
2012-07-05 19:14:33
2012-07-05% 19:14:33
2012-07-05 19:14:52
2012-07-06 10:40:08
2012-07-06 10:40:11

MainConsole Start

MainConsole EXit

MainConsole Start

Failover Agent 192.168.1.111 is disconnected
onGuard ExXTt

onGuard start

onGuard service Run

Failover Agent 192.168.1.111 s connected
Failover Agent 192.168.1.111 is disconnected
onGuard ExXTt

= —

@ OnGuard Starts.

€ OnGuard's Failover Agent service starts. See 13.7. Failover Agent Service to know how to start it.
€ Mainconsole quits.

Note: Mainconsole abnormal quit then will log.

@ Mainconsole launches.

© OnGuard becomes connected with the remote Failover Agent. The connection is initiated by the
Failover Agent.

(® OnGuardis disconnected from the remote Failover Agent.

13.7. Failover Agent Service
The Failover Agent Service box delivers the status of OnGuard’s Failover Agent service. This box also features
a setting fo manage the port number of the Failover Agent.
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Status

Type Description
Failover Agent 192.168.1.111 Connected

—Senice
¥ Save Log C:\Program Files (x86)\NUUASCEB_IP

— Failover Agent Service

Senver Status: Running

Port: IEEED

Featured seftings are:

Element Description Default

Server Status label This label delivers the status of OnGuard’s --
service for the Failover Agent. When the
service is running it shows “Running’;
otherwise it shows “Stopped”.

Start button Press this button to start OnGuard’s Failover --
Agent service.

Stop button Press this button to stop OnGuard’s Failover | --
Agent service.

Port setting Sets the port number of the remote failover 5220 (Note)
server (Failover Agent) for communication.

Note: 5220 is the default port number which the recording server and failover server communicate with each
other. The failover server relies on this port to gets the General Setting of the recording server taken
over.
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Scenario

OnGuard mechanism

Failover Agent mechanism

After manually restart
Mainconsole

Generate dump file

Auto recover and
Mainconsole
automaticlly login

When Mainconsole
generate 5 dump file
within one hour, Failover
Agent will start to take over
Mainconsole

Same with the setting
before restart

Electricity off line

Restart and with startup
sefting

Failover Agent starts to
take over Mainconsole

Same with startup
setting

Network connection lost

Failover Agent starts to
take over Mainconsole

OS with close AP
message

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5t
close within one hour,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart

Virtual memory exceed
limitation

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5th
virtual memory exceed
limitation within one hour,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart

Process delete

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 5th
process cancel within one
hour, Failover Agent will
start to take over
Mainconsole

Same with the setting
before restart

BSOD

Restart and with startup
sefting

Failover Agent start to take
over Mainconsole

Same with startup
setting

Process hang over 15
minufes

Auto recover and
Mainconsole
automaticlly login

When Mainconsole 51
process hang over 15
minutes within two hours,
Failover Agent will start to
take over Mainconsole

Same with the setting
before restart
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Appendix A - Smart Phone Client

See the sections below to find how to install and execute SP Client.

Note:

1. The different between Smart Phone Client is navigation of operation, user can only control client with
phone buttons.

2. The resolution of SP Client is limited in 240*320 (QVGA).

1.1 Install Smart Phone Client

Step 1: Connect mobile device to the PC.
Step 2: Insert the installation CD and Click Smart Phone Client Installation to install application in device.

Step 3: Check the client application is installed completely in the mobile device.

succesfully installed on your
device.

If you need more storage space,
you can remove installed
programs.

2.174) CAM1lo

fF Setting
1.2 Execute Smart Phone Client eer Account Seting

License Manager
Save/Load Configuration »

1.2.1 Mainconsole setting Counting Appication
& POS Application

El Log viewer

=]

Backup

Step 1: Go to General Setting and select Network Service
Network Service Network Sevice

Start  Playback Schedule Guard

D | €

About MainConsole...

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same with the one in Smart Phone.

Network Service - 192.168.4.31 / 192.168.1.54 [5=]
- Main | Black jwhite List | Performance |
. . Streaming
Live Strea ming State | P Camera Bitrate (Kbps)
Remote
Playback
= : L
3PP i Start
e { S St Sopped ‘
e
H - Options
l—J—l
Remote Port: 150 P 1_
Desitop Mayirnum Gonnections: 16 or
[¥ Use Defaultiieh Server
Cantral Port &
Management [V Save Log LiveServer.log
Iw Enable Audio
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1.2.2 Execute and Login

Step 1: Make sure your Smart Phone device is connected to network, and then go fo Start - Programs -
Smart Phone Client to execute application.

/'... I Programs ot s 704 (X

& E P 7
Download Excel Mobile File Explorer
Agent -
Notes Nuuo Pictures &
Live¥iewer Yideos
Pocket MSN PowerPoint search
Mobile
]
Tasks Terminal  Word Mobile [~
Servic.. i -

Step 2: Insert Address, Port, Name and Password of the server and Click to login.

1.3 Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, I/O Control and System Info. Switch between
these buttons to adjust overall General Sefting.

Log out

Live View System Info

1/0 control

1.3.1 Live View
Live Video Display

/ ¢ | MobileLiveViewer &* 4£12:57 [X

Camera List
7 o | MobileLiveviewer &t «(< 12:01

s
T T IS TET
NI T T TR

Display Live Video Back to Camera List
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Camera List:

Displays all “snapshots” of channels connected to server as camera list. Click indicated snapshot to get the

channel information, and then Click .2_10 display live video.
Note: The Screen Division and Refresh option could help to quick find the channel.

Live Video Display:

Live View panel could display “live video”, control PTZ, and snapshot. Click . to go back camera list.
PTZ Control: Click PT Control Panel and Zoom Out/In to control physical PTZ camera or adjust digital PTZ
under digital PTZ mode.

Note: To switch between “Digital PTZ" and "“Physical PTZ", simply Click - button.

Zoom Out/In PT Control

Preset03
bbbb

Preset04 §8 e
Bl Preset05 1

Snapshot: Click . to take the snapshot and save it to default folder.

Full Screen: Click . fo toggle to the “Full Screen Mode”, right Click screen to obtain the PT confrol
panel and disable full screen display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.21/0 Control
Select “1/O Conftrol” button to monitor status of DI/DO devices, and control DO devices.

H L |MobileLiveYiewer & o< 4:24 [X

— - e

| [anIs 214 (192, 168.2.29)

DI/DO Status

1/0 Control
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1/O Device list:
Select and monitor the device connected with Server.
DI/DO status:
Moni’rﬁwe DI/DO status synchronized with Server, and then click Output button to trigger the DO action.

Gray icon indicates the normal status of DI/DO devices.
Red icon indicates the alarm status of DI/DO devices.
-
Green icon indicates the synchronization process.
1.3.3 System Info

Display the server and client information. Server information includes address, post, and version. Client
information includes login user, count of camera and I/O device with access authority and version.

f. |MohileLive¥iewer o 4£ 834 [X

For ’s latest release of Android application based client iViewer, please visit
http://www..com/ProductNode.php?node=11 for more information and product demo videos.
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Appendix B - iPhone Browser

Live Streaming service can handle requests from iPhone’s Safari browser.  This section will guide you how to
use this feature with iPhone devices.

2.174) CAMlo .

. ##t Setting
1.1 General Setting from server . —
License Manager
Step 1: Go to “"General Setting” and select “Network Sepavcetaaer "R Service”
Counting Application
& POS Application
W 5 Log Viewer
Network Service j u ke
Netwaork Service
St [Piaghack Schedide Gumid About MainConsole...

O D || A
Step 2: Select “Live Streaming”, and then click “Start”.

Note: The “Port” selected here will be the same as the web live view and web playback.

0 . Metwork Service - 192.168 4 31 /192 1681 54 ﬁ
Live Streaming
Wain |E\ack/wmle List | Performance |
Streaming
State | IP Camera Bitrate (Kbps)
Remote
Playback
e ‘- o= o 1|l Start
Service Server Status: Stopped Start -~ |
=
Remate Part 5150
Deskton Maxirnum Connections: 18
[v Use Default el Servar i,
O Por
Central Fort
Managsment ¥ Save Log LiveServer lag
[v Enable Audia

1.2 Connectto server

Step 1: Make sure the |-phone is connected to the internet. Open Safari browser and enter the IP address or
DDNS “name™” of the server followed by the connecting port.

Example: hitp://192.168.1.16:8080/ liPod = T43:18 =

192.168.1.92/Camera... & -

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.
Step 2: Enter user name and password to login - MainConsole Server,
select camera to view live video.

1.3 Live Display
To view live video, select camera from list, use fouch panel to zoom in
the video.

To switch video, please click to back to list and select another ;JLJ;JC'
camera to view the video.

1.4 PTZ Control iJ_J_J_J

With cameras that support PTZ function, the PTZ panel will show as picture. ﬂJ_J_J_J

User can control camera to pan, tile and zoom in/zoom out manually, or
move to pre-set location by select PTZ preset point from drop down list.

For 's latest release of iPhone / iPad application based client iViewer, please visit
hitp://www..com/ProductNode.php?node=11 for more information and product demo videos.
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Appendix C - Remote Deskiop Tool

How toinstall Remote Desktop Tool

Step 1: Insert the Installation CD.
Step 2: Go to Remote Desktop Viewer directly and Run Setup.exe file.

How to Start Remote Desktop Tool

Step 1: Start - All Programs - Remote Desktop Viewer - Remote Desktop Viewer.

Step 2: Enter address, Port, Password of server. Enable the option to use 8 bits color level to show steadier
screen.

Step 3: Click OK to Start Remote Desktop.

¥ Remote Desktop Viewer E
Servar: I j
Part: |514U Default |
Password: |

v Use g hits color level

Cancel

:

- 181 -



The Intelligent Surveillance Solution

NVR/DVR/Hybrid NDVR System

Appendix D - IP Bridge

How to activate IP Bridge
Stepl. Activate the IP+ Bridge license in IP Bridge Server.

Step2. Activate the IP+ license in IP Bridge Server.

Note:1 IP+ license must be added on Mainconsole server first.

F o |
- .
m License Management Toal ) ‘_‘ &J
Activate lTransfer] '
| SN Channel Product Status
1 NUUO TP+ Activated
4 NUUO TP+ Activated
0 NUUQ IP+ Bridge  Activated
Activate type
(# Online activation:
| @ Input SN: |
" Import SN file:
| (‘“

.

Step3. Go to Mainconsole server, and Click "General Setting" button then select "Network Service".

Setting »
License Manager

Save/Load Configuration »

Video Analytics 4

@8 Metadata Application
@ Metadata Search
Log Viewer

Backup

[ NetworkSevice -
Network Service S 1ep 3

Help

B B

About Main Console...
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Step4. Select "Live Streaming" page, setup the "Port"(default live streaming port is 5150), and click "Start"
button to enable Live Streaming Service.

Metwork Service - -
Main | Black ! White List | Performance
Live Client Count o | Kill 1
Streaming L J ) |
State [ Camera Bitrate (Kbps)
Remote
Plryback
Senica
3GPP P
Sendoe Sarver Status: Stoppad Sart ] Slop
Step 4
Remote Part 5150 | Defaull
o Maimum Conneclions: 128
@ W Use Detault Web Server
Central Port 80
M
I ¥ Save Log |LiveServeriog (53
W Enable Audio
Push
Notification

v ok | [ X cancel |

Step5. Back to IP Bridge Server, Click "General Setting" button then selects General Setting 2> Sefting>System
Setting".

semserng | sewmg

R User Account Setting B8 License Manager
B Auto Backup Setting Save/Load Configuration »

Video Analytics »
@B Metadata Application
@ Metadata Search
E Log Viewer
B Backup

MNetwork Service

Help
About Main Console...

Stepéb. Go to "Camera" page, then click "Insert" button.

" Setiing

General Camera |10 Device | PTZ Config |

Amps @

[vl & CAMO1 IVS_Shopping Mall
5 CAMOZ Fish eye

[vl & CAMO3 Lobby

& CAMD4 IVS_Roof

[w] 35 CAMOS Parkl

[w] 35 CAMOG Camera 06

& CAMO7 Camera 07

[w] &5 CAMOS Camera 08
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Step7. Key in the "Name, IP Address, Port, Username and Password", Device Vendor select "IP Bridge", model
select "IP bridge".

Step8. Select which Main Server's channel you want add in to IP Bridge Server.

IP Address : MainServer's IP Address
Port : MainServer's Live Streaming Port (default 5150)
Username : admin

Password : MainServer's admin account password.

IP Camera / Video Server Setting

Network
Name: Bridge
IP Address: 192 . 168 . 1 _.152 [ DNS
Port: 5150
User Name: admin
Password:
Protocol: @ TCP € UDP € HTTP

- Device -

—
Vendor: |iP brigge -~ Auto Detect
Camera Model: IP bridge v
Video Channel: V1 M2 W3 M4
Camera 01~08 v] V5 W6 M7 M8 WAl

g Camera 01~08
Camera 09~16

UCamera 17~24

Camera 25~32 L
Camera 33~40 FCEMEEL
Camera 41~48
Camera 49~56

_|Camera 57~64

[./ 0K ] [x Cancel]

Step9. Select the Camera is from Main Server, you may click "Camera Settings" button, to select which
Streaming Profile you wants to received from Main Server.

—Setting Miscellaneous
’7 [+ Enable

Camera Settings u

—Video
| Camera Settings | J

Streaming Profile: | Original
| Video Parameter |

IChaHy

[ Lens Setting ] audio Egur"mal :
[ Stream Profile ] I Minimum

[+ Enable Audio

OK ‘ x Cancel|

Step10. Back to "Setting" and click Ok to save the settings.
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5 CAMO1 IVS_Shopping Mall
&5 CAMO2 Fish eye

&5 CAMO3 Lobby

45 CAM04 IVS_Roof

&5 CAMOS Parkl

45 CAM06 Camera 06

&5 CAM07 Camera 07

&5 CAMO08 Camera 08

~ Camera Settings

General Camera ||/o Device | PTZ Config | Hotiine | Address Book | Monitor Display | Joystick |

Lol &

AM1 IVS_Shopping Mall P

| Show Video Infos

!lVS_Shopping Mall

Camera Settings

[ Stream Profile

[ Go to Web Interface

[ Lens Setting

Video Parameter

[~ Date ,W]
[~ Time ﬁ:’@gm
v Camera Number

v Camera Name

[~ Bitrate

[ Apply Al ] [ Font ]

Step11. After above steps, you can see the Main Server's video in IP Bridge Server now.

X Cancel
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